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Many aspects of the internal and external workings of computers can be viewed, at different
levels, as a series of communication processes. Communication complexity is the mathe-
matical theory of such communication processes. It is also often used as an abstract model
of other aspects of computation. It extends Shannon’s information theory, allowing two-
way communication and arbitrary processes. This book surveys this mathematical theory,
concentrating on the question of how much communication is necessary for any particular
process.

The first part of the book is devoted to the simple two-party model introduced by Yao in
1979, which is still the most widely studied model. The second part treats newer models,
such as variable partition models, communication complexity of relations, and multiparty
protocols, developed to deal with more complicated communication processes. Finally,
applications of these models, including Turing machines, boolean circuits, computer net-
works, VLSI circuits, pseudorandomness, and data structures, are treated in the third part
of the book. In particular, communication arguments are used to prove lower bounds for
many problems arising in these areas.

This is an essential resource for graduate students and researchers in theoretical computer
science, circuits, networks, VLSI, and information theory.
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Preface

This book surveys the mathematical field of communication complexity. Whereas the
original motivation for studying this issue comes from computer systems and the op-
erations they perform, the underlying issues can be neatly abstracted mathematically.
This is the approach taken here.

Communication

The need for communication arises whenever two or more computers, components,
systems, or humans (in general, “parties”) need to jointly perform a task that none of
them can perform alone. This may arise, for example, due to the lack of resources of
any single party or due to the lack of data available to any single party.

In many cases, the need for communication is explicit: When we search files on a
remote computer it is clear that the requests and answers are actually communicated (via
electrical wires, optical cables, radio signals, etc.). In other cases, the communication
taking place is more implicit: When a single computer runs a program there is some
communication between the different parts of the computer, for example, between the
CPU and the memory, or even among different parts of the CPU. In yet other cases,
there is no real communication going on but it is still a useful abstraction. For a problem
whose solution relies on several pieces of data, we can imagine that these pieces of data
need to communicate with each other in order to solve the problem; in reality, of course,
this communication will be achieved by a processor accessing them all.

Complexity

The notion of complexity is becoming more and more central in many branches of
science and in particular in the study of various types of computation. In the field of
computational complexity the central question is always “how complicated” a given
problem is, rather than “what is a solution” to the problem.

The problems we will be dealing with here can all be solved trivially if unlimited
communication is allowed. What we will be studying is how much communication is
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PREFACE

necessary to solve a given problem. The amount of communication needed is what
we will call the communication complexity of the problem. We should emphasize:
Communication complexity is an inherent property of a problem, not of any particular
solution for the problem. We may design many solutions for any given problem, solu-
tions whose efficiency may vary widely. The communication complexity is the cost of
the most efficient solution for the problem.

Any study of communication complexity should be contrasted with Shannon’s clas-
sical information theory. In information theory, the starting point is a certain communi-
cation that needs to take place; for example, one computer wishes to send certain data to
another computer. Information theory then deals with the issue of how this communica-
tion can be carried out: what codes to use, how to deal with faulty communication links,
what communication rates can be achieved, and so forth. In communication complexity,
on the other hand, the starting point is a problem to be solved; for example, multiply
two numbers, each stored on a different computer. Communication complexity then
deals with what needs to be communicated in order to solve this problem.

This Book

The simplest mathematical scenario that captures many of the issues of communication
is the two-party model suggested by Yao in 1979. This model has been quite extensively
studied, is reasonably well understood, and exhibits beautiful structure. The first part
of this book, Chapters 1-4, is devoted to this model.

In the second part of the book, Chapters 5-7, we look at several more complicated
scenarios in which communication occurs. Each of these scenarios is intended to high-
light an issue that was not dealt with by Yao’s model. The models we present include
those known as “variable partition models,” “communication complexity of relations,”
and “multiparty protocols.”

In the third part of the book, we demonstrate the general applicability of the notions
studied in the first two parts. We present many examples of computation, in different
models and settings, in which communication plays an important, usually implicit, role.
In each of these examples, we use the results obtained in the study of communication
complexity to prove theorems regarding the model of computation in question. Most
of these applications yield lower bounds; that is, we prove that any solution of certain
problems in the model cannot be too efficient due to the (implicit or explicit) com-
munication needs of the problem. The models we deal with include Turing machines,
boolean circuits, computer networks, VLSI circuits, data structures, pseudorandom-
ness, and more.

The mathematical background needed for reading this book includes the material
of basic courses in linear algebra, probability theory, and discrete mathematics. For
the continence of the reader, we include in Appendix B some definitions and facts
related to these areas. These, however, are meant to refresh the memory of a reader who
have seen this material in the past and cannot serve as an introduction to any of these
areas.

The reader is encouraged not to skip over the examples given throughout the book.
These examples, although sometimes containing some of the more sophisticated
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PREFACE

mathematics in this book, do not just exemplify general theorems and ideas. They
are an integral part of the presentation and contain a significant portion of the material.

Throughout the book we tried to provide many exercises. Some of these exercises are
very simple, whereas others are quite complicated. Solutions for few of these exercises
are given in Appendix C and the corresponding exercises are marked by “*” (these are
typically exercises that are nontrivial and for which the solution is interesting).

Atthe end of each chapter we include a “Bibliographic Notes” section that gives refer-
ences for the results mentioned throughout the chapter as well as pointers to further read-
ings. In spite of our sincere efforts, it may be that some appropriate references were not
included. We apologize to our colleagues for any such case. Please inform us about this
as well as about any other mistakes you may find or any comments that you may have.

The Flow of Chapters

There are several ways to use this book. The obvious one is to read it from the beginning
to the end. This may be the best way for those readers who are interested in a thorough
understanding of the area. It is also possible to read this book in an “application-driven”
manner. You should read Chapter 1 first and then proceed by focusing on an application

Toread... read first . . .

Sections 8.1 and 8.3 Chapter 7
Section 8.2 Chapter 3
Section 9.1 Chapter 7

Sections 9.2 and 9.3 Section 4.3

Chapter 10 Chapter 5

Section 10.4 Chapter 2

Section 10.5 Section 4.2

Section 11.1 Chapter 7

Section 11.2 Chapter 3 and Chapter 7
Section 11.3 Chapter 6

Sections 12.3 and 12.4 | Chapter 7

Section 13.1 Section 3.4
Section 13.2 Section 4.4
Section 13.3 Section 3.5

Figure 0.1: Organization
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PREFACE

from the third part of the book and reading from Chapters 2—7 only the material that
is needed by the application. Figure 0.1 summarizes what material is needed by each
application.

This book may be used in a graduate course in several ways. A general course in
concrete computational complexity may include only the material in Chapter 1 and
an application or two (for example, for Turing machines or decision trees). A course
devoted to communication complexity may cover all of Chapters 1, 2, and 3 and a
significant portion of the rest of the book.
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CHAPTER 1

Basics

The general communication problem may be described in the following terms: A system
must perform some task that depends on information distributed among the different
parts of the system (called processors, parties, or players). The players thus need to
communicate with each other in order to perform the task. Yao’s model of communica-
tion complexity, which is the subject of this chapter, is the simplest scenario in which
such a situation occurs. Yao’s model makes the following simplifying assumptions:

o There are only two parts in the system.
o Each part of the system gets a fixed part of the input information.
e The only resource we care about is communication.

o The task is the computation of some prespecified function of the input.

These assumptions help us concentrate on the core issue of communication. Despite its
apparent simplicity, this is a very rich model that exhibits a nice structure and in which
issues such as randomization and nondeterminism, among others, can be studied. We
can also translate our understanding of this model to many other scenarios in which
communication is a key issue.

1.1. The Model

Let X, Y, Z be arbitrary finite sets and let f: X x Y — Z be an arbitrary function.
There are two players, Alice and Bob, who wish to evaluate f(x, y), for some inputs
x € X and y € Y. The difficulty is that Alice only knows x and Bob only knows y.
Thus, to evaluate the function, they will need to communicate with each other. The
communication will be carried out according to some fixed protocol P (which depends
only on f). The protocol consists of the players sending bits to each other until the
value of f can be determined.

At each stage, the protocol P (for the function f) must determine whether the run
terminates; if the run has terminated, the protocol must specify the answer given by the
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protocol (that is, f(x, y)); and if the run has not terminated, the protocol must specify
which player sends a bit of communication next. This information must depend solely
on the bits communicated so far during this run of the protocol, because this is the only
knowledge common to both Alice and Bob. In addition, if it is Alice’s turn to speak
(that is, to communicate a bit), the protocol must specify what she sends; this depends
on the communication so far as well as on x, the input visible to Alice. Similarly, if it
is Bob’s turn to speak, the protocol must specify what he sends; this depends on the
communication so far and on y, his input.

We are only interested in the amount of communication between Alice and Bob, and
we wish to ignore the question of the internal computations each of them makes. Thus,
we allow Bob and Alice to have unlimited computational power. The cost of a protocol
P on input (x, y) is the number of bits communicated by P on input (x, y). The cost
of a protocol P is the worst case (that is, maximal) cost of P over all inputs (x, y). The
complexity of f is the minimum cost of a protocol that computes f.

To formalize this model from the players’ point of view, we could define functions
specifying who speaks at each point (for example, NEXT: {0, 1}* — {Alice, Bob}),
what they say, when they stop speaking, and what the answer is. Since we do not want
to run the protocol but to analyze it, the following formalization, from the protocol
designer’s point of view, will be more convenient:

Definition 1.1: A protocol P over domain X x Y with range Z is a binary tree where
each internal node v is labeled either by a function a,: X — {0, 1} or by a function
b,:Y — {0, 1}, and each leaf is labeled with an element z € Z.

The value of the protocol P on input (x, y) is the label of the leaf reached by starting
Jfrom the root, and walking on the tree. At each internal node v labeled by a, walking
leftifa,(x) = Oandrightifa,(x) = 1, and at each internal node labeled by b, walking
left if b,(y) = O and right if b,(y) = 1. The cost of the protocol P on input (x, y) is the
length of the path taken on input (x, y). The cost of the protocol P is the height of the tree.

Intuitively, each internal node v labeled by a function a, corresponds to a bit sent by
Alice (the bit being a,(x)) and each internal node v labeled by b, corresponds to a bit
sent by Bob. Figure 1.1 shows a protocol tree for some (Boolean) function f defined
on X xY for X ={x,x',x",x"}and Y = {y, y', ¥”, y"'}. The function f computed
by this protocol appears in Figure 1.2. For example, on input (x”, y) the path followed
by the protocol is the rightmost path of the tree. The value computed by the protocol
is therefore 0. Also note that the value of the function a4 on x and x’ may be arbitrary.
This is because a;(x) = a,(x") = 0 and therefore input pairs in which the value given
to Alice is either x or x’ take the left edge going from the root and hence a4 will never
be evaluated for such inputs.

Definition 1.2: For a function f: X x Y — Z, the (deterministic) communication
complexity of f is the minimum cost of P, over all protocols P that compute f. We
denote the (deterministic) communication complexity of f by D(f).

Sometimes we consider slight variations of this model. For example, in our model
the value of the protocol must be evident solely from the communication exchanged
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1.1. THE MODEL

a1(z) =0

a1(z) =0

a(z")=1

ar(z") =1
b2(y) =0 ba(y) =1
ba(y') =0 bi(y') =0
b2(y") =0 ba(y") =0
bz(ylll) - l b:l(y”l) —_ 0

a“(xul) -1

Figure 1.1: A protocol tree

'l " mn

vy vy v

z (00 0 1
|0 0 0 1
10 0 0 O

10 1 1 1

Figure 1.2: The function f computed by the protocol of Figure 1.1

by the parties (this is implicit in the definition by the requirement that the protocol
terminates only at leaves where the output is uniquely defined). We may relax this by
requiring that only one of the parties knows the answer. This changes the complexity
by at most log, | Z|. In our model, the order of communication between the two parties
is arbitrary. We may require that Alice and Bob each send one bit in her/his turn. This
changes the complexity by at most a factor of two.

The simplest way for Alice and Bob to evaluate a function f is for one of the players,
say Alice, to send all her input to Bob (requiring log, | X| bits using an appropriate
encoding), for Bob to compute f(x, y) privately (with his unlimited computational
power), and then for Bob to send the answer back to Alice (log, | Z| more bits). We thus
have:




BASICS

Proposition 1.3: For every function f: X xY — Z,
D(f) <log, |X| +log, |Z].

» Example 1.4: Alice and Bob hold subsets x, y C {1, ..., n} respectively and they wish
to compute MAX(x, y), the maximal number in x U y. For this, Alice sends to Bob the
maximal number in x (log n bits). Bob compares this value with the maximal number in
y and sends the larger of them as the output (log n bits). Therefore, D(MAX) < 2logn.

Exercise 1.5: Alice and Bob hold subsets x,y C {1, ...,n}, respectively, and they wish
to compute ava(x,y), which is defined as the average number in the multiset x U y.
Prove that D(avae) = O(log n). (Note that the average need not be an integer.)

In many cases more clever protocols can be designed.

» Example 1.6: Alice and Bob hold subsets x, y C {1, ..., n}, respectively. MED(x, y)
is defined to be the median of the multiset x U y (if x U y contains an even number
t = 2k of (not necessarily distinct) elements, then the median is defined as (say) the k-th
smallest element). By Proposition 1.3, D(MED) < n + log, n (observe that a subset of
{1, ..., n} can be represented using an n-bit string).

A better protocol for MED may proceed using binary search as follows: At each stage
Alice and Bob have an interval [i, j] in which the median may still lie. They halve the
interval by deciding whether the median is above or below k = (i + j)/2. This is done
by Alice sending to Bob the number of elements in x that lie above k and the number
that lie below k (O (log n) bits). Bob can now decide whether the median lies above or
below k, and he sends this information to Alice (1 bit). This protocol has O (log n) stages
and each requires O (log n) bits of communication, so D(MED) = 0(log2 n).

Exercise 1.7*: Give an O(log n) bit protocol for MeD.

Exercise 1.8*: Given any graph G on n vertices, we define the following “clique vs.
independent set” problem with respect to G: Alice receives as an input C, which is a
clique in G (a set of vertices with an edge between any two of them). Bob receives as an
input /, which is an independent set in G (a set of vertices with no edges between them).
The function cisg(C, /) is defined as the size of C N I (observe that this size is either 0
or 1). Prove that D(cisg) = O(log? n), for all G. (A lower bound better than Q(log n) is
not known for any G.)

As these examples show, Yao’s communication complexity model is quite powerful
and allows the design of “clever” protocols. Our main concern will be proving lower
bounds on communication complexity: Given a function f, we would like to prove that
in any protocol that computes f at least a certain number of bits must be exchanged.
For functions with a large range, the following trivial lower bound is often useful.

Exercise 1.9: Show that for every function f: X x Y — Z, D(f) > log, |Range(f)|,
where Range(f) is the set of all z € Z for which there exists a pair (x,y) € X x Y such
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that f(x,y) = z. Conclude that for the function mep the upper bound of Exercise 1.7 is
tight (up to a constant).

For the case we are mostly concerned with, that is Boolean functions f: X x ¥ —
{0, 1}, this bound only says that D(f) > 1 and is therefore useless.

From this point on, unless explicitly stated, we always assume Z = {0, 1}. Most
of the techniques we present easily extend to the nonboolean case. In other cases,
bounds can be obtained by considering the functions f;(x, y), the i-th bit of f(x, y),
instead of considering f. These functions are Boolean, hence our techniques can be
applied. Also, in the Boolean case, we will often not insist that the output be clear from
the communication because with a +1 increase in the communication complexity this
property can be achieved.

1.2. Rectangles

The success in proving good lower bounds on the communication complexity of various
functions comes from the combinatorial view we take on protocols. The idea is to view
protocols as a way to partition the space of all possible input pairs, X x Y, into sets
such that for all input pairs in the same set the same communication is sent during the
execution of the protocol. In the terminology of protocol trees this means that the inputs
in each set are those inputs that reach a certain leaf. Then, we show that these sets of
inputs are restricted to have a very special structure. This restriction is imposed by the
fact that Alice sees only x and Bob sees only y. This leads to the introduction of the most
fundamental element in the combinatorics of protocols — the (combinatorial) rectangle.

Definition 1.10: Let P be a protocol and v be a node of the protocol tree. R, is the set
of inputs (x, y) that reach node v.

It immediately follows that:

Proposition 1.11: If L is the set of leaves of a protocol P, then {R;}¢cL is a partition
of X xY.

The structure of the sets R, (and more generally the sets R,) is not at all arbitrary. The
study of this structure is at the center of our approach to communication complexity.

Definition 1.12: A combinatorial rectangle (in short, a rectangle) in X x Y is a subset
RC X x Y suchthat R= A x B forsome AC Xand BCY.

An equivalent definition is given by the following proposition.

Proposition 1.13: R C X x Y is a rectangle if and only if
(x1, y1) € Rand (x2,y2) € R = (x1, y2) € R.
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PROOF:

Only if: Assume R is a rectangle, thatis R = A x B. If (x;, y;) € R, then x; € A.
Similarly, because (x;, y;) € R, then y, € B. It follows that (x|, y,) € A x B = R.

If: Define the sets

A = {x | exists y such that (x, y) € R}
and

B = {y|exists x such that (x, y) € R}.

We claim that R = A x B. The inclusion R C A x B is clear from the definition of A and
B ((x,y) € R impliesx € A and y € B hence (x, y) € A x B). To show that A x B C R,
consider (x,y) € A x B. Since x € A there exists y’ such that (x, y’) € R. Similarly,
because y € B there exists x" such that (x’, y) € R. Using the assumption this implies
(x,y) € R. O

The connection between rectangles and communication complexity is given by the
following proposition:

Proposition 1.14: For every protocol P and leaf € in it, R, is a rectangle.

PROOF: We will prove by induction on the depth of v that R, is a rectangle. For the
root, it is clear that R,,,; = X x Y, which is a rectangle. Otherwise, let w be the parent
of v and assume, without loss of generality, that v is the left son of w and that in w
Alice speaks (that is, w is labeled with a function a,, : X — {0, 1}). Then

R, = R, N{(x,y)|ay,(x) = 0}.
By the induction hypothesis, R,, = A, x B,, and thus
R, = (Ay N{x|aw(x) =0}) x By

which is a rectangle. a

Note that the proof shows that all the sets R, are rectangles and not only those
corresponding to leaves of the tree. It may be instructive to see another proof of this
proposition using the second definition of a rectangle, given by Proposition 1.13.

PROOF: Assume (x;, y1) € R, and (x;, ¥2) € R,, we will show that also (x;, y;) € Ry,
that is, we will show that on input (x;, y,) the protocol will behave the same as on
(x1, y1) and (x,, y;). We will follow the communication performed (that is, the path
taken) on input (x, y;) and show that it never deviates from the path to £. If we have
reached a node v on the path in which Alice speaks, then because she cannot distinguish
between (xi, ;) and (x;, y;) (in both cases, she evaluates a,(x;)) she will behave the
same on both inputs. Thus, on (x;, y,) we will also move toward £. If we have reached
a node v in which Bob speaks then because Bob cannot distinguish between (x, y;)
and (x,, y;) he will behave the same on both inputs, that is, again we will move toward
L. a



1.2. RECTANGLES

000 001 010 011 100101 110 111
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Figure 1.3: A 0-monochromatic rectangle

In both proofs the reason R, is arectangle is that Alice and Bob each know only one of
the inputs x and y. The second proof is in fact a “cut-and-paste” argument: We take the
way Alice behaves out of the communication on (x;, y;), and the way Bob behaves out
of the communication on (x;, y,), and we put them together to get the communication
on (x;, y2). This kind of argument is found in many other proofs, especially those that
deal with crossing sequences. Indeed, as is shown in Part III of this book, in many
cases we can reprove results that were initially proved with crossing sequences using
communication complexity. The new proofs do not repeat the cut-and-paste argument,
thus abstracting away these types of arguments.

If a protocol P computes a function f then for every leaf £ of P, all inputs (x, y) € R,
must have the same value of f, the value with which £ is labeled.

Definition 1.15: A subset R C X x Y is called f-monochromatic (in short, mono-
chromatic) if f is fixed on R.

Figure 1.3 shows an example of a monochromatic rectangle, where the rows cor-
respond to X = {0, 1}3, the columns correspond to ¥ = {0, 1}°, and the rectangle
R = Ax Bisdefinedby A = {001, 010, 100, 110} and B = {001, 010, 011, 101, 110}.
We emphasize that, although in many figures it will be convenient to draw the rectangles
as having adjacent rows and columns, the definition does not require this.

This section can now be summarized by:

Lemma 1.16: Any protocol P for a function f induces a partition of X x Y into
[f-monochromatic rectangles. The number of rectangles is the number of leaves of P.

Figure 1.4 shows the partition of the space of inputs X x Y by the protocol of
Figure 1.1 (for the function f given in Figure 1.2).

Corollary 1.17: If any partition of X x Y into f-monochromatic rectangles requires
at least t rectangles, then D(f) > log, t.

PROOF: By Lemma 1.16, the leaves of any protocol for f induce a partition of X x Y
into f-monochromatic rectangles. Hence, by the assumption, any such protocol must

9
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" |0 0 0 0

0 1 1 1

Figure 1.4: The function f computed by the protocol of Figure 1.1

have at least ¢ leaves and thus the depth of its tree (since the tree is binary) is at least
log, . O

This corollary gives a strategy for proving lower bounds on the communication
complexity of a function f: prove lower bounds on the number of rectangles in any
partition of X x Y into f-monochromatic rectangles. In the next sections we present
several techniques for doing this.

Exercise 1.18: Let X = Y = {1, ..., n}. A geometric rectangle is a set of the form
{(X,¥) | Xmin < X < Xmax, Ymin < ¥ < Ymax}, for some values Xmin, Xmax, Ymin, @nd ymax
in {1, ..., n}. A comparison protocol is a one in which at each node v, if Alice needs
to transmit a bit then this bit is the result of comparing her input x with some value
0y (that is, ay(x) is 0 if x < 6, and 1 if x > 6,). Similarly, at each node v where Bob
speaks he sends the result of comparing his input y with some value 6,. Prove that
every comparison protocol for computing a function f partitions the space X x Y into
f-monochromatic geometric rectangles.

1.3. Fooling Sets and Rectangle Size

Our first lower bound technique is called the “fooling set” technique. It says that if
we exhibit a large set of input pairs such that no two of them can be in a single
monochromatic rectangle, this implies that the number of monochromatic rectangles
is large. The idea is to use the fact that each protocol partitions the space X x Y into
monochromatic rectangles (Lemma 1.16), together with the property of rectangles given
by Proposition 1.13 (see Figure 1.5). These together imply that if two input pairs (x, y;)
and (x,, y,) are in the same monochromatic rectangle induced by a given protocol P,
then the value of f on both of them is some z, and that the two input pairs (x;, y2)

Y1 Y2

S

Figure 1.5: The rectangle’s property
10



13. FOOLING SETS AND RECTANGLE SIZE

and (x, y;) must also be in the same monochromatic rectangle. In particular, f has the
same value z on both of (x;, y;) and (x,, y;). In other words, if the value of f on either
(x1, y2) or (x2, y;) is not z, then (x;, y;) and (x;, y,) cannot be in the same rectangle.
This is formalized by the following definition and lemma.

Definition 1.19: Let f: X x Y — {0, 1}. Aset S C X x Y is called a fooling set (for
f) if there exists a value z € {0, 1} such that

e Forevery (x,y) €S, f(x,y) =z

e Foreverytwodistinct pairs (x|, y1) and (x3, y2) in S, either f (x1, y2) # zor f(x3, y1) #
z.

Lemma 1.20: If f has a fooling set S of size t, then D(f) > log, t.

PROOF: It is enough to prove that no monochromatic rectangle contains more than
one element of S. Assume that a rectangle R contains two distinct pairs (x, y;) and
(x2, y2) that belong to S. By Proposition 1.13, it must also contain (x;, y;) and (x3, y1).
However, since S is a fooling set, the value of f on both (x, y;) and (x,, ;) is z,
whereas on at least one of (x|, y;) and (x,, y;) the value of f is different than z. It
follows that R is not monochromatic. Therefore, at least ¢ rectangles are needed to
cover S, and the lemma follows by Corollary 1.17. a

The above bound is obtained by considering a fooling set that contains only points
of X x Y whose f-value is some z € {0, 1}. In fact, we get a lower bound on the
number of z-rectangles. To improve the lower bound, we can obtain such a bound for
both the O-rectangles and the 1-rectangles. The total number of rectangles needed in a
partition is at least the sum of these two numbers. Despite the simplicity of the fooling
set technique, it gives tight bounds for several interesting functions.

» Example 1.21: Alice and Bob each hold an n-bit string, x, y € {0, 1}". The equality
function, EQ(x, y), is defined to be 1 if x = y and 0 otherwise. A fooling set of size 2" is

S = {(a, @) | € {0, 1}"}

(because for every o, EQ(r, @) = 1, whereas for every a # 8, EQ(a, 8) = 0). It fol-
lows that D(EQ) > n. By also counting O-rectangles, we conclude D(EQ) > n + 1.
Finally, recall that D(f) < n + 1 for every function f: {0, 1}" x {0, 1}" — {0, 1} (by
Proposition 1.3). Therefore, D(EQ) = n + 1.

Exercise 1.22: Alice and Bob each hold an n-bit integer 0 < x, y < 2". The “greater
than” function, G1(x, y), is defined to be 1 iff x > y. Prove that D(ct) = n + 1.

» Example 1.23: Alice and Bob each hold a subset of {1, ..., n} (x and y, respectively).
The disjointness function, DISJI(x, y), is defined to be 1 iff x Ny = @. A fooling set of
size 2" is given by

S={(A,A)|AC(],...,n}}

11
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(without loss of generality, for A # B there exists an element a such thata € A, a ¢ B;
hence AN B # ). Itfollows that D(DISJ) > n.Once again, by also counting O-rectangles
we conclude D(DIS)) = n + 1.

The fooling set technique is a special case of a more general technique for proving
lower bounds on the communication complexity. The idea is to prove that the “size” of
every monochromatic rectangle is small, implying that many monochromatic rectangles
are needed in any partition of X x Y. Naturally, the “size” measure can be chosen to
our advantage, and in general we can use any probability distribution as a size measure.

Proposition 1.24: Let i be a probability distribution of X x Y. If any f-monochro-
matic rectangle R has measure L(R) < 8, then D(f) > log, 1/8.

PROOF: Since u(X x Y) =1, there must be at least 1/§ rectangles in any f-
monochromatic partition of X x Y. Thus, the bound follows from Corollary 1.17. O

To see that the fooling set technique is indeed a special case of Proposition 1.24,
we consider any fooling set S of size ¢ and define a probability distribution p as
follows: u(x,y) = O for (x,y) &€ S and u(x,y) = 1/t for (x,y) € S. What we
have shown in the proof of Lemma 1.20 is that every monochromatic rectangle R can
contain at most one element of the fooling set and thus has measure w(R) < 1/t.
Another special case is obtained by looking at the actual size of the f-monochromatic
rectangles. If we can prove that all monochromatic rectangles are of size smaller than
k, then the number of rectangles is at least |X||Y|/k and hence D(f) > log|X| +
log |Y| — logk. To see that this is also a special case of Proposition 1.24, consider the
uniform distribution p(x, y) = 1/|X||Y|. The above property guarantees that every
monochromatic rectangle R has measure u(R) < k/|X||Y|. A slight variant of this
argument can be obtained by considering only the inputs for which f(x, y) = 0. This
is done in Example 1.25.

» Example 1.25: Alice and Bob each hold an »n-bit string, x, y € {0, 1}". The inner-
product function, IP, is defined by IP(x, y) = >/_, x;y;i (mod2). That is, IP(x, y) is just
the inner product (x, y) modulo 2. We will show that any 0-monochromatic rectangle
covers at most 2" of the input pairs (out of about 22 /2 0s). Thus, if u is the uniform
distribution on the Os of the function then, for all rectangles R, u(R) < 2-®=D_ This
implies, by Proposition 1.24, that D(IP) > n — 1.

Let R = A x B be any O-rectangle. First, we replace A by A’ = span(A) and B
by B’ = span(B), where span(C) denotes the linear span, over the vector space Z3, of
vectors in the set C. The extended rectangle A’ x B’ may have larger area but since the
inner product satisfies

(a+ad,b+b)=(a,b)+(a,b)+(d,b)+ (a b)

then A’ x B’ is still 0-monochromatic. Finally, since A’ and B’ are orthogonal subspaces

12
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of Z3, then by linear algebra the sum of dim(A’) and dim(B’) is at most n, the dimen-

sion of the whole space. Therefore, the size of the rectangle is bounded by |A’||B’| =
pdim(A)dim(B) < on_

Exercise 1.26: Prove that the size of any 1-monochromatic rectangle of the biss function
(Example 1.23) is at most 2". Conclude that D(piss) = (n).

1.4. Rank Lower Bound

In this section we present a very different lower bound technique. This technique also
gives a lower bound on communication complexity by giving a lower bound on the
number of monochromatic rectangles in any partition of X x Y, but it does so in an
algebraic way. This allows us later to use algebraic tools for proving communication
complexity lower bounds. To this end, we associate with every function f: X x ¥ —
{0, 1} a matrix My of dimensions |X| x |Y|. The rows of M are indexed by the
elements of X and the columns by the elements of Y. The (x, y) entry of M is simply
defined as f(x, y). For example, Figure 1.6 shows the matrix Mg, corresponding to
the equality function EQ (Example 1.21). This matrix is simply the identity matrix. The
following algebraic property of the matrix M is useful for proving lower bounds on
the communication complexity of f.

Definition 1.27: rank(f) is the linear rank of the matrix M s over the field of reals.
.Lemma 1.28: For any function f : X x Y — {0, 1},

D(f) > log, rank(f).

PROOF: Let P be a protocol for f and let L, be the set of leaves of P in which the
output is 1. For each leaf £ € L,, define a matrix M, by M,(x, y) = 1 for (x,y) € R,
and M,(x, y) = 0 for (x, y) & R,, where R, is the rectangle of all inputs reaching the

000 001 010 O11 100 101 110 111

000 [ 1 0 0 0 0 0 0 0
001 0 1 0 0 0 0 0 0
o0 o 0 1 0 0 0 0 0
otry o 0 0 1 0 0 0 0
100 0 0 0 0 1 0 0 0
101 0 0 0 0 0 1 0 0
1101 0 0 0 0 0 0 1 0

11] 0 0 0 0 0 0 0 1

Figure 1.6: The matrix Mg
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leaf £. With this notation, observe that every (x, y) for which f(x, y) = 0is O in all the
matrices M,, whereas every (x, y) for which f(x, y) = 1 is 1 in a single such matrix.
In other words,

M;=Y M,
el

By the properties of the rank, we have
rank(M;) < ) rank(M,).

el
Finally, rank(M,) = 1 so rank(M;) < |L,| < |L|. In particular, P must have at least
rank(f) leaves and the lemma follows by Corollary 1.17. O

Note that the above proof actually gives a lower bound on the number of 1-rectangles.
By switching the role of 1 and 0 (that is, looking at the function not (f)), we also get
a lower bound on the number of O-rectangles in any partition. Also, observe that the
ranks of the matrices M and M,,,(s) differ by at most 1, since Myo:(s) = J — My,
where J is the all-1 matrix (whose rank is 1). Therefore, Lemma 1.28 implies that

D(f) = log,(2rank(f) — 1).

» Example 1.29: As noted, the matrix Mg, corresponding to the function EQ is simply the
identity matrix, for which rank(Mg,) = 2" and hence D(EQ) > n. Next, consider
the inner product function IP (as in Example 1.25). The rank of M,, seems at first
difficult to analyze. Luckily, the matrix N = (M;)? has a simple form: the (y, y')
entry of N is simply }:Z 0.1 (y, z) - (z, ¥'), which is exactly the number of zs for which
(¥, z) = (z, y') = 1. By the properties of the inner product, N is a diagonal matrix with
the value 2"~! on the diagonal and the value 2"~2 off the diagonal (except for the first row
and first column, which are identically 0). Thus, N has almost full (2" — 1) rank and so
is M, (this is because for two matrices A and B, rank(A B) < min(rank(A), rank(B))).
It follows that D(IP) > n.

Exercise 1.30: In the previous section, we proved (using the fooling set technique) that
the communication complexity of each of the functions eq, 6T, and piss is n + 1. Prove
these facts using a rank argument.

Exercise 1.31: Let f- X x Y — {0,1} be a Boolean function.

e Prove thatif fis such that all the rows of My are distinct, then D(f) > loglog | X]|.
e Prove that D(f) < rank(f) + 1.

1.5. Bibliographic Notes

The first motivation for studying communication complexity was the AT? lower bound
for VLSI of [Thompson 1979] (see Section 8.3). The two-party communication com-
plexity model, as presented here, was first defined and discussed in the seminal paper
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1.5. BIBLIOGRAPHIC NOTES

[Yao 1979]. Yao identified central notions such as rectangles and covers as well as
several of the examples used commonly in the study of communication complexity
(for example, EQ, GT, and DISJ). Example 1.6 and Exercise 1.7 are due to M. Karchmer
(private communication). A different 0(log2 n) solution to the median problem of Ex-
ample 1.6 can be derived from [Rodeh 1982]. Exercise 1.8 appears in [Yannakakis
1988]. The notion of Fooling set is implicit in [Yao 1979] and appears in the work of
[Lipton and Sedgewick 1981]. The terminology we use follows that in [Karp 1986].
The rank lower bound was discovered by [Mehlhorn and Schmidt 1982].

Further results related to these notions appear in Chapter 2. See the bibliographic
notes in that chapter for additional references. We also refer the reader to the surveys
of [Lovész 1989] and [Lengauer 1990].
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CHAPTER 2

More on Covers

In Chapter 1 we saw that every communication protocol induces a partition of the
space of possible inputs into monochromatic rectangles and learned of two lower bound
techniques for the number of rectangles in such a partition. In this section we study
how closely these combinatorial measures relate to communication complexity and to
each other.

2.1. Covers and Nondeterminism

Although every protocol induces a partition of X x Y into f-monochromatic rectan-
gles, simple examples show that the opposite is not true. In Figure 2.1, a partition of
X x Y into monochromatic rectangles is given that do not correspond to any protocol.
To see this, consider any protocol P for computing the corresponding function f. Since
the function is not constant, there must be a first player who sends a message that is
not constant. Suppose that this player is Alice. Since the messages that Alice sends
on x, x' and x” are not all the same, there are two possibilities: (1) her messages on
x and x’ are different. In this case the rectangle {x, x'} x {y} is not a monochromatic
rectangle induced by the protocol P; or (2) her messages on x’ and x” are different. In
this case the rectangle {x’, x”} x {y”} is not a monochromatic rectangle induced by the
protocol P. Similarly, if Bob is the first player to send a nonconstant message, then this
message is inconsistent with either the rectangle {x} x {y’, y"} or with the rectangle
(X"} x {y, ¥'}.

A natural question is therefore: How good are lower bound techniques for communi-
cation complexity that use lower bounds on the number of monochromatic rectangles in
partitions of the space X x Y and ignore the additional restriction that these partitions
should correspond to some protocol? All of the techniques presented so far are of this
type. On the other hand, we are also interested in relaxing the need to partition the space
X x Y into f-monochromatic rectangles by allowing covering of this space (that is,
allowing intersections between rectangles). Coverings are more convenient combina-
torial objects than partitions. In addition, there is a natural notion of nondeterministic
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2| 0 of 1

H\

—
=1 - "

—

' o1 1

L - - - -

Figure 2.2: An overlapping cover

protocols that correspond to coverings. Again, simple examples show that sometimes
it is easier to cover a space than to partition it. Consider, for example, the function pre-
sented in Figure 2.2. In this case, the space X x Y can be covered by 4 monochromatic
rectangles (the pair (x’, y’) belongs to 2 rectangles) and it can be verified that to parti-
tion the space at least 5 monochromatic rectangles are needed. The fooling set method,
for example, actually gives the same lower bounds even if we allow for covering the
space (and do not restrict ourselves to partitions). Again, this raises the question of how
good can this technique be.

To study these issues, we make the following definitions:

Definition 2.1: Let f: X x Y — {0, 1} be a function.

1. The protocol partition number of f, C* (f), is the smallest number of leaves in a protocol
tree for f.

2. The partition number of f, CP(f), is the smallest number of monochromatic rectangles
in a partition (that is, a disjoint cover) of X x Y.

3. The cover number of f, C(f), is the smallest number of monochromatic rectangles
needed to cover X x Y (possibly with intersections).

4. For z € {0,1}, C*(f) is the number of monochromatic rectangles needed to cover
(possibly with intersections) the z-inputs of f.

The following properties should be obvious:

Proposition 2.2: Forall f: X xY — {0, 1}:
L C(f) <CP(f) = CP(f) <2PW.
2. C(f)=C(NH +C'(f).

17



MORE ON COVERS

The measure C*(f) has a natural interpretation in terms of the nondeterministic
communication complexity of f. Assume that an all powerful prover, who sees x and
Yy, is trying to convince Alice and Bob that “ f(x, y) = z.” If f(x, y) # z, then Alice
and Bob must be able to detect that the proof is wrong no matter what the prover says,
but if indeed f(x, y) = z, then the prover must be able to convince Alice and Bob.
For example, a prover who wishes to convince Alice and Bob that two n-bit strings x
and y are different, can do so by providing them with an index i such that x; # y;.
Then, Alice and Bob can easily check the correctness of the proof by exchanging these
two bits. If x # y, then there is a proof (that is, an index i) that would convince Alice
and Bob that indeed this is the case, whereas if x = y, then no such proof exists. We
claim that the amount of communication (including the “proof” and the bits exchanged
by Alice and Bob in order to verify the “proof”) in the most efficient proof system,
denoted by N*(f), is essentially log, C*(f). Why is this so? On one hand, any cover
of the z-inputs gives a proof system where a “proof” is a name of a rectangle S x T
in the cover in which the input (x, y) resides; the number of bits required is log, of
the number of rectangles. Alice and Bob can convince themselves that “ f(x, y) = z”
if Alice checks (and tells Bob) that x € S and Bob checks that y € T. On the other
hand, consider any proof system using at most b bits. As in the deterministic case, the
set of inputs corresponding to a specific communication in which Alice and Bob are
convinced is a z-monochromatic rectangle. Since for every (x, y) suchthat f(x,y) =z
there must be an appropriate proof, the set of rectangles corresponding to all possible
communications is a cover of the z-inputs of f and there are at most 2° such rectangles.
Since we do not require a single proof for each (x, y), the rectangles may indeed overlap
each other. This definition can be further extended to allow proving f(x,y) = z for
both the case where f(x, y) = 0 and the case where f(x, y) = 1. The complexity in
this case is denoted by N(f).

Nondeterminism need not be defined as a proof system but may also be defined as a
two-party protocol in which Alice and Bob are allowed to take nondeterministic steps.
The reader is encouraged to formalize in both different ways the notion of nondeter-
ministic communication complexity and transform Definition 2.3 below into a lemma
claiming the equivalence of these definitions. Since we will be interested mainly in the
combinatorial properties of nondeterministic protocols, the formal definitions of the
measures C*(f) and C(f) are enough for our purposes.

Definition 2.3: The nondeterministic communication complexity of a Boolean function
f is N'(f) = log, C'(f). The co-nondeterministic communication complexity of f
is N°(f) = log, C°(f). Also, N(f) = log, C(f).

By looking more closely into the two techniques for lower bounds introduced in the
previous chapter, we see that the lower bounds actually obtained are:

Lemma 24: For f: X xY — {0, 1}:

1. CP(f) > 2 rank(f) — 1.

18



22. COMMUNICATION COMPLEXITY VERSUS PROTOCOL COVER

2. Let pu be a probability distribution on the z-inputs of f for some z € {0, 1}. If every z-
monochromatic rectangle R has measure w(R) < 8, then C*(f) > 1/6. (In particular,
this implies that the fooling set method can be used to prove lower bounds on C*( f).)

The first thing we can settle is the relationship between deterministic and nondeter-
ministic communication complexity.

» Example 2.5: We have already seen in Example 1.21 that D(EQ) = n + 1. In fact,
the same proof also shows that N 1(EQ) = n. On the other hand, we can show that
log,n < N°(EQ) < log,n + 1. A proof that x # y is simply an index i of a bit in which
x and y differ (i.e, x; # y;). Such a proof requires log, n bits to specify the index i and
another bit to specify whether x; = 1and y; = 0, or x; = 0 and y; = 1 (alternatively, this
can be viewed as a cover of the O-inputs using 2n rectangles). This argument supplies
an upper bound. The lower bound follows from the following exercise.

Exercise 2.6: Prove thatforall f: X x Y — {0,1} and z € {0,1}, D(f) < C?(f) + 1.

Thus, by the above example and exercise, we see that the gap between deterministic
and nondeterministic communication complexity may be exponential but not more than
this.

Exercise 2.7: Show that both N%(aT) and N'(aT) are at least n.

2.2, Communication Complexity Versus Protocol Cover

It is possible that a certain protocol induces a small number of rectangles, yet requires
the players to exchange a large number of bits (in the worst case). In other words, the
protocol tree is deep but has a small number of leaves. The following lemma shows that
D(f) = ©(log C*(f)). Thus the protocol partition number of a function determines,
essentially completely, the communication complexity of the function.

Lemma 2.8: log, C*(f) < D(f) < 2log;,, C*(f).

PROOF: The lower bound on D(f) is trivial (see Proposition 2.2) so we shall prove the
upper bound. The basic idea is that a protocol with a certain number of leaves can be
converted into a “balanced” protocol in which the depth is about the logarithm of the
number of leaves.

Consider a protocol for f with ¢ leaves. It is a simple combinatorial fact that in a
binary tree with ¢ leaves there exists an internal node v, such that ¢,, the number of
leaves in the subtree rooted at v, satisfies t/3 < t, < 2¢/3. To see this, we start at
the root of the tree and keep going to the child u that has more than 2¢/3 leaves in its
subtree. When we cannot continue anymore then we are at a node u, which has a son
with the desired property. Let R, be the rectangle of inputs arriving at v in the protocol.
The new protocol for f goes as follows:

1. Alice and Bob determine whether (x, y) € R,. This requires two bits of communication.
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2. If (x,y) € R,, Alice and Bob recursively solve f in the rectangle R,, for which they
have a protocol with ¢, leaves.

3. If (x, y) € R, Alice and Bob recursively solve f' on X x Y, where f' = f outside R,
and is 0 in R,. By taking the original protocol for f and replacing the subtree rooted at
v by a O-leaf, we get a protocol for f’ with ¢t — 1, + 1 leaves.

For the correctness, computing f’ in the third step (instead of f) makes no difference
since the inputs (x, y) in R, never reach this step. By the property of v, in both cases
(whether (x, y) € R, or not) there is a protocol with at most 2¢/3 leaves. Therefore,
the recurrence relation we get for D (), the depth in this transformation starting with a
t-leaf protocol, is D(t) < 2+ D(2t/3). Obviously, D(1) = 0, so solving the recurrence
gives D(1) < 2log,,, t. By taking t = C*(f), the lemma follows. O

Exercise 2.9: Improve the constant in the above upper bound to D(f) < 3 log,CF(f).
Hint: find a node v that splits the tree into three parts, each of them with at most t/2
nodes.

2.3. Determinism Versus Nondeterminism

We have already seen that D(f) = ®(log CP(f)) and, on the other hand, that D(f)
may be exponentially larger than log C'(f). We still have to figure out the exact relation
between D(f) and the measures C”(f) and C(f). Proposition 2.2 states that D(f) >
log CP(f). It is not known whether this is always tight.

Open Problem 2.10: Is D(f) = O(log C°(f))?

The following theorem implies that if there is a gap between D(f) and O (log C?(f))
it cannot be too large. In fact, even the gap between D(f) and N(f) (= log C(f)) is
not very large:

Theorem 2.11: For every function f: X x Y — {0, 1},
D(f) = O(N°(/IN'(f)).

We provide two proofs of this central theorem. The first is algorithmic, whereas the
second is more combinatorial. Both proofs rely on the following simple property of
rectangles: Let R = S x T be a 0-monochromatic rectangle and R’ = §’ x T’ be a
1-monochromatic rectangle. Then, either R and R’ do not intersect in rows (that is,
SN S =) or R and R’ do not intersect in columns (that is, T N T’ = @). Otherwise,
there existx € SNS and y € T NT’ such that the pair (x, y) belongs to both R and R’.
However, (x, y) € R implies f(x, y) = 0, whereas (x, y) € R" implies f(x,y) =1
— a contradiction.

PROOF (ALGORITHMIC VERSION): We describe a protocol for Alice and Bob. The idea
is that Alice and Bob search for a O-rectangle that contains the input (x, y). If they fail,
they conclude that f(x, y) = 1. In each phase of the protocol the players exchange
log C'(f) + O(1) bits and they reduce the number of O-rectangles that are “alive”
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(that is, which may include (x, y)) by a factor of 2 (initially all O-rectangles are alive).
Hence, there are at most log C°(f) phases. In each phase the players do the following:

1. Alice considers the 0-monochromatic rectangles that are still alive.
If there are no such rectangles she outputs f(x, y) = 1.
Otherwise, she looks for a 1-rectangle Q that contains the row x and that intersects in
rows with at most half of the O-rectangles that are alive. If she finds such a rectangle Q,
she sends its name to Bob and the phase is completed (the O-rectangles that remain alive
are those that intersect in rows with Q). Otherwise, she tells Bob that there is no such
rectangle.

2. Bob looks for a 1-rectangle Q that contains the column y and that intersects in columns
with at most half of the O-rectangles that are alive. Again, if such a rectangle Q exists,
then Bob sends its name to Alice and the phase is completed (the O-rectangles that remain
alive are those that intersect in columns with Q). Otherwise, Bob outputs f(x, y) = 0.

Each phase reduces the number of O-rectangles that are alive by a factor of 2, while
using log C'(f) + O(1) bits of communication, hence giving the required complexity.
For the correctness, if (x, y) belongs to some O-rectangle R, then R remains alive
during the whole protocol. Therefore, if no O-rectangle is alive, then f(x,y) = 1. On
the other hand, if neither Alice nor Bob finds a 1-rectangle to announce during a phase,
this implies f (x, y) = 0. This is because if (x, y) is in a 1-rectangle then, by the above
property, either this rectangle intersects in rows at most half of the O-rectangles, or it
intersects in columns at most half of the O-rectangles. Therefore, either Alice or Bob
should be able to find a Q as needed. O

PROOF (COMBINATORIAL VERSION): Let L(k, £) denote the maximum of C¥(g) over
all Boolean functions g such that C!(g) < k and C%(g) < £. Consider the optimal
cover for f. Let R = § x T be a 0-monochromatic rectangle in this cover. By the
above-mentioned property we can assume, without loss of generality, that at least half
of the 1-monochromatic rectangles R’ = S’ x T’ in the cover do not intersect R in rows;
thatis, S'NS = @. (Otherwise, replace Alice by Bob and S by T in the rest of the proof.)

A protocol for f will proceed as follows: First Alice tells Bob whether x € S.
If x € S then they proceed by recursively solving f on the domain S x Y. On this
domain f has a 1-cover with at most k/2 rectangles (those R’ such that §' N § # 0).
If x ¢ S then they recursively solve f on the domain S x Y. On this domain f has a
0-cover with at most £ — 1 rectangles (the original cover without R). We thus get the
recurrence L(k, £) < L(k/2,¢)+ L(k, £ — 1), which implies, by induction on k and ¢
(together with L(k, 0) = L(0, £) = 1), that L(k, £) < (£4 1)"°&6*, Therefore, C*(f) <
(CO(f) + 1)) The proof follows since D(f) = O(log C*(f)) (Lemma 2.8). O

Obviously, this theorem implies that D(f) = O((N(f))?), which in turn implies
D(f) = O((log CP(f))?). This theorem also means that, while one of N°(f) and
N'(f) can be exponentially smaller than D(f), it cannot be the case that both N°( f)
and N'!( f) are much smaller than D( f). The following example shows that this theorem
is the best possible on the connection between D(f) and N(f).
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» Example 2.12: Alice and Bob hold inputs x and y (respectively), each of which is a
subset of {1, ..., n} of size k (for some fixed 0 < k < n/2). The k-disjointness function,
DISJi(x, y), is defined to be 1 iff x Ny = @ (obviously, for & > n/2 the function
becomes constant). Note that the size of X (and of Y) is m = (}). We will analyze both
the deterministic and nondeterministic communication complexity of the function DISJ,
proving that there is a large gap between them.

WEe start by analyzing the nondeterministic communication complexity of the function
DIS);. Clearly, N°(Dis);) < logn, because a proof that two sets x and y intersect is simply
a name of an element in the intersection. We show that N'(DisJ;) = O(k + loglogn),
by building an appropriate 1-cover using the probabilistic method. Choose a set S C
{1, ..., n} at random (each i is in S with probability 1/2). The set

Rs={x|x S S, |x| =k} x{yly S S, Iyl =k}

is obviously a 1-rectangle. For each input (x, y) such that x Ny = @ (and each is of
size k), Prg[(x, y) € Rs] = 272%. Thus, if we choose t = 2% In(m?) random rectangles,
we get a collection of ¢ rectangles for which the probability that (x, y) is not covered
is (1 — 2—%;)’ < 1/m?. Since there are less than m? such inputs, this implies that the
probability that there exists a 1-input that is not covered is less than 1. Alternatively,
with a positive probability such a random cover covers every 1-input. Hence, a cover of
size ¢ exists and N (DISJ;) = O(logt) = O(k + loglogn).

Now we analyze the deterministic communication complexity of DISJ,. We use the
rank lower bound to prove that D(DISJ;) > log, m. For this, consider the matrix Dy
associated with the function. Denote by X the row of the matrix corresponding to the set
x. We prove, by induction on n and k, that D} has full rank. It is true in the base cases
D} (thisis a 1 x 1 matrix whose single entry is 1) and D (each set is disjoint only to
its complement so this is a diagonal matrix). For the induction step, let X be the set of
rows X of D} for which the corresponding set x does not contain the element n, and let
X, be the set of rows that contain n. Similarly, Y, and Y; are the columns whose sets
contain or do not contain (respectively) the element n. Note that X x Y; is simply D,':"
and that X, x Y, is the 0 matrix. We apply a linear transformation on D; (which can
only decrease the rank). This transformation changes only the rows of X, so as to get
in X, x Y the O-matrix and in X, x Y, the matrix D;‘__l' (see Figure 2.3). By induction
hypothesis, both D! and D}~/ have full rank, so the matrix D} also has full rank.

It remains to describe the linear transformation. Consider any set x € X,. It can be
written as x = x’ U {n}, where x’ is a set of size k — 1. We replace the row X by a row £
as follows:

)?:r;ﬂ-_l'ax - %-i where v, = Z zZ.

z2:x'Cz,|z|=k

We first need to show that for all y € Yy, X[y] = O (thatis, the y-th entry of X contains 0).
There are two cases:

o IfX[y] = 0, this means that x intersects y. Since y does not contain n, then x’ already
intersects y, and hence each set z containing it intersects y. That is, for each such z,
Z[y] = 0 and therefore v,[y] = 0. In this case £[y] =0—0 = 0.
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Y, Y, 14 Y,
X |opt| o X, | Dpr | 2
-
X | ? 0 X,| o |Dpp!

Figure 2.3: The matrix D} before the linear transformation (left) and after the linear trans-
formation (right)

If X[y] = 1, this means that y and x (and certainly x’) are disjoint. The sets z (of size
k) that contain x" and are disjoint from y are exactly those whose k-th element was

not chosen from x U y. There are n — 2k such sets and hence v,[y] = n — 2k. In this

s _ n=2k _ n-2k __
case X[yl = ;5507 — 755 = O

Next, consider y € Y,. Such y can be written as y = y’ U {n}. We will show that
2[y] = DIS),_(x', ¥') (as noted, in this case, X[y] = 0). Again, there are two cases:

If x’ and y’ intersect then so do z and y’, for all z containing x’. Hence v,[y] = 0. So
i[y]=0-0=0.

If x’ and y’ are disjoint then the number of zs containing x’ and disjoint from y’
(certainly those that are disjoint from y and y’ are the same since we consider only
zs that do not contain n) is exactly n — 2k + 1 (since this time x U y contains only

2k — 1 elements). In this case £[y] = =2+ —0 = 1.

Letk = log, n. The above lower bound (together with the trivial upper bound in which

Alice sends x to Bob using log m bits) shows that D(DISJ;) = 9(log2 n). We also showed
that N (DISJx) = O(logn) (Theorem 2.11 shows that in fact N(DisSJ,) = 6(logn)). To
conclude, this example shows that for certain functions the gap between the deterministic
communication complexity and the nondeterministic communication complexity may
be quadratic.

Another example exhibiting this gap appears in Example 4.5.

Exercise 2.13: Recall the definition of geometric rectangles given in Exercise 1.18.
Let f be any function for which X x Y can be covered by t f-monochromatic geometric
rectangles (possibly with overlaps). Prove that D(f) = O(log t).

2.4. Rectangle Size and Covers

We have seen two lower bound techniques so far: the rectangle size technique in which
we try to give an upper bound on the “size” of any monochromatic rectangle, and the
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rank technique in which we try to give a lower bound on the rank of the associated
matrix. In this section we study the tightness of the rectangle size technique, whereas
in Section 2.5 we deal with the tightness of the rank technique. Recall that to use the
rectangle size technique we define some probability distribution p on, say, the 1-inputs
of f. We then look at max w(R), where R ranges over all 1-monochromatic rectangles,
and conclude (by Lemma 2.4) that C!(f) > 1/max u(R).

Definition 2.14: Let i be a probability distribution on the ls of f. The p-rectangle
size bound of f, B,(f), is B,(f) = 1/maxg u(R), where R ranges over all 1-
monochromatic rectangles. The rectangle size bound of f, Bl(f), is the maximum
bound achievable this way, that is B}(f) = max, B,(f), where y ranges over all
probability distributions over the 1s of f.

Since (the second part of) Lemma 2.4 holds for every probability distribution u, it
immediately follows that B! ( f) gives a lower bound on the nondeterministic commu-
nication complexity of f.

Proposition 2.15: C'(f) > B!(f), and thus N'(f) > log, B!(f).
It turns out that this bound is nearly tight.

Theorem 2.16: Forany function f : {0, 1}"x{0, 1}* — {0, 1}, C'(f) < In(2)2nBL(f),
and thus N'(f) < log, B!(f) +1log,n + O(1).

PROOF: We adaptively build a cover for the 1s of f, by adding in the i-th step a 1-
monochromatic rectangle R; to the cover. Let u; be the uniform distribution on the
Is of f that were not covered during the first i — 1 steps. Let R; be the largest 1-
monochromatic rectangle according to this distribution; that is, R; is a rectangle of size
max u;(R) =1/B, (f) > 1/ Bl(f). Add R; to the cover and continue (unless all the
Is of f are already covered).

Let us see how large this cover is. Let n; be the number of 1s not covered after
the first i rectangles have been chosen. By the choice of R;, n;1/n; < 1 —1/BL(f).
This is because during the i-th step we choose the largest rectangle according to a
distribution u; that is uniform on n; entries and the size of this rectangle was at least
1/B!(f) of these n; entries. Since ng < 2*" we have n; < 22"(1 —1/B}(f))". Thus for
i > In(2?")BL(f), we have n; < 1, and thus all the 1s of f must be covered by then.
Therefore, C'(f) < In(2)2nBl(f). ]

This bound is essentially tight:

» Example 2.17: Let NE(x, y) = not(EQ(x, y)). That is, the nonequality function, NE,
is 1 iff the two strings x and y are not equal. We have already seen in Example 2.5 that
N'(NE) = log, n + 1 (in the terminology of covers C! (NE) = 2n, which is obtained by
defining for each index i and a bit b a rectangle R; , of all pairs (x, y) in which x; equals
b and y; equals the complement of b). On the other hand, we claim that Bi (NE) < 4.
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To see this, let 1 be any distribution on the 1s of NE. We will show that there exists a
rectangle R such that u(R) > 1/4. Hence B, (NE) < 4 and because this holds for all
distributions, then B!(f) < 4. Consider a monochromatic rectangle chosen at random
as follows: choose a random n-bit string r, and a random bit b. Let

Rrp = {x|(x,r) =b} x {y|(y,r) # b}.

Clearly, R, is a 1-monochromatic rectangle. By the properties of the inner product, for
any fixed (x, y) suchthatx # y,Pr,,[(x, y) € R, ;] = 1/4. Now consider E, 5[ (R, )]
If we show that this expectation is at least 1/4, then there exists a rectangle R, for
which u(R,,) > 1/4, as desired. Denote by Z, ,(x, y) a random variable that gets
the value wu(x,y) if (x,y) € R,, and O otherwise. We can write E, ,[u(R, )] =
E,,,,[ZX £y Z, »(x, y)], which by linearity of the expectation equals Z#y E blZ,p(x, y)].
By the above, E, ,[Z,,(x, y)] = $u(x, y). Hence,

1 1
Enplu(Rep)] =D gu(x.y) = 7D ulx,y) =1/4.
x#y Xy
We may also ask whether the fooling set method (which is a special case of the
rectangle size method) always suffices. The answer is no:

Exercise 2.18*: Show that most functions f:{0,1}" x {0,1}" — (0,1} satisfy N'(f) =
Q(n), and yet the size of the largest fooling set for fis O(n). (An explicit example of a
function with these properties is given in Example 4.16.)

2.5. On Rank and Covers

‘We now turn our attention to the rank lower bound which states that D(f) > log rank(f)
(in fact, in Lemma 2.4 we have already observed that the rank lower bound actually
gives a lower bound on the partition number, C?(f)). The best upper bound known is
D(f) < rank(f)+ 1 (Exercise 1.31). The gap between these two bounds is huge. The
following example shows that, for certain functions f, the deterministic communication
complexity can be significantly larger than log rank(f).

» Example 2.19: Let i be the following polynomial in 3 Boolean variables
hi1(z1,22,23) = 21 + 22 + 23 — 2122 — 2123 — 2223.

This polynomial is a (symmetric) Boolean function that gives 1 iff one or two of its input
are 1s. We now recursively define a function A; on 3* variables by
hi(z1s - -5 Z36)
= hi(he=1(z15 - - -, z30-1), -1 (2361415 oy Z2301), Bem1 (22301415 <205 236))-

The following properties of h; are easily proved by induction on k: (1) The number of
terms in this polynomial is bounded by 6% -1 (2) hy is a Boolean function (on Boolean
z;s); moreover, if all the 3 input variables are 0, then h, gives the value 0 and if exactly one

25



MORE ON COVERS

input variable is 1, then A gives the value 1. We now use these polynomials to construct
the desired Boolean function f. Assume that n = 3* for some k. For x, y € {0, 1} we
define f(x,y) = he(x1y1, - - -, XnYn)-

To prove that D(f) = S2(n), consider the disjointness function DISJ. We have already
showed that the communication complexity of this function (that is, of deciding whether
two sets x and y are disjoint or not) is 2 (n). In Section 4.6 we will prove a much stronger
property: any function g such that g(x, y) = 0whenx Ny = @ and g(x, y) = 1 when
|x N'y| = 1 satisfies D(g) = Q(n). By property (2), f is such a function (transform
the sets x and y into their characteristic vectors and observe that intersection occurs iff
x;y; = 1) and hence D(f) = S2(n). On the other hand, let

hezty ..z =aiTy +ah + - - + a, T,

be the representation of k; as a polynomial of s terms. For a term T;, let R; be the set of
all inputs (x, y) that satisfy the term T; (thatis, if T; = z;,z;, - - - z;, then R; is the set of all
inputs (x, y) where x;, = y;, = 1, ..., x;, = y;, = 1). Clearly, R; is a rectangle. Let M;
be a matrix whose (x, y) entryisa; if (x, y) isin R; and 0 otherwise. Then, rank(M;) = 1.
Moreover, My = Y_;_; M;, which implies that rank(Ms) < >"}_, rank(M;) = s. By
property (1),

logrank(M;) < logs = 0(2*) = O(n'/"°&?) = 0(n*%" ).
This is significantly smaller than the communication complexity of f, whichis, as shown,
Q(n).

We can state the following open problem.

Open Problem 2.20: Does D(f) = (log rank(f))°™", forall f: X x Y — {0,1}?

Any improvement of either the lower bound for the gap (Example 2.19) or the upper
bound (Exercise 1.31) seems interesting. It is known that to give a positive answer it
suffices to show that either N°(f) or N!(f) equals (log rank(f))°®:

Exercise 2.21: Show that D(f) = O(N°(f)log rank(f)). Hint: Look at the proof of The-
orem 2.11 (Combinatorial Version). Similarly, D(f) = O(N'(f)log rank(f)).

In fact, to give a positive answer to the above open problem, it suffices to show that
every low rank matrix has a large monochromatic rectangle:

Exercise 2.22: Let Mono(f) denote the fraction of M{’s entries covered by the largest
monochromatic rectangle of f. Show that if for every function f, log (1/Mono(f)) =
(log rank(f))°") then Open Problem 2.20 gets a positive answer. Hint: Look at the
proof of Theorem 2.11 (Combinatorial Version).

The next exercise shows that several possible extensions of Open Problem 2.20 are
false:
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Exercise 2.23:

e LetinteER:{0,1}"x{0,1}" — {0, 1,..., n} be the function that counts the number entries in
which x; = y; = 1 (think of x and y as sets, then INTER(X, y) is the size of their intersection).
Show that the rank of M is n. Conclude that for nonboolean functions the gap between
D(f) and log rank(f) may be exponential.”

o Show that the rank of M over GF(2) is n. Conclude that if we consider rank over finite
fields (instead of the reals) the gap between D(f) and log rank( f) may be exponential.

Hint: In both cases present the matrix as a product of two matrices.
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CHAPTER 3

Randomization

In the basic model of communication complexity, Alice and Bob were all powerful,
but deterministic. This means that in any stage, when one of the players needs to
communicate a bit, the value of this bit is a deterministic function of the player’s input
and the communication so far. In this chapter, we study what happens when Alice and
Bob are allowed to act in a randomized fashion. That is, the players are also allowed to
“toss coins” during the execution of the protocol and take into account the outcome of the
coin tosses when deciding what messages to send. This implies that the communication
on a given input (x, y) is not fixed anymore but instead it becomes a random variable.
Similarly, the output computed by a randomized protocol on input (x, y) is also a
random variable. As a result, the success of a randomized protocol can be defined
in several ways. The first possibility, which is more conservative (sometimes called
Las-Vegas protocols), is to consider only protocols that always output the correct value
f(x,y). The more liberal possibility is to allow protocols that may err, but for every
input (x, y) are guaranteed to compute the correct value f(x, y) with high probability
(sometimes called Monte-Carlo protocols). Similarly, the cost of a randomized protocol
can also be defined in several ways. We can either analyze the worst case behavior of
the protocol, or we can analyze the average case behavior.

3.1. Basic Definitions

As previously, Alice and Bob get x and y, respectively, as inputs. The twist is that
Alice and Bob are also allowed to flip a random coin. Formally, Alice has access to a
random string r4 of some arbitrary length, and similarly Bob has access to a random
string rg. These two strings are chosen independently, according to some probability
distribution. When we look at the tree defining the protocol, then Alice’s nodes are
labeled by arbitrary functions of x and r,, and Bob’s nodes are labeled by arbitrary
functions of y and rp. As before, every combination of x, y, r4, and rp determines a
leaf of the protocol tree where some value z is defined as the output of the protocol on
(x, y). Itis possible that for a certain input (x, y), with different choices of r, and rpg,
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the protocol outputs different values. Hence, when randomization is allowed, protocols
may err. The following definition gives the types of errors we consider:

Definition 3.1: Let P be a randomized protocol. All the probabilities below are over
the random choices of r4 and rp.

e P computes a function f with zero error — if for every (x, y),
Pr{P(x,y) = f(x, )] =1
o P computes a function f with g-error — if for every (x, y),

Pr[P(x,y) = f(x,y)] > 1 —e.

e P computes a function f with one-sided e-error — if for every (x,y) such that
f (xv y ) = 0’

Pr[P(x,y) =0] =1,
and for every (x, y) such that f(x,y) =1,
Pr{P(x,y)=1]1>1—¢.

Randomization not only allows us to get different values in different executions of the
protocol but also allows the number of bits exchanged to vary in different executions
on the same (x, y) (with different random strings r, and rg). Hence, in the case of
randomized protocols, there are two natural choices for the definition of the running
time of the protocol on a given input (x, y). We can measure the running time with
respect to the worst random strings or with respect to the average random strings:

Definition 3.2: The worst case running time of a randomized protocol P on input (x, y)
is the maximum number of bits communicated for any choice of the random strings, rs
and rp. The worst case cost of P is the maximum, over all inputs (x, y), of the worst
case running time of P on (x, y).

The average case running time of a randomized protocol P on input (x,y) is the
expected number of bits communicated (or, equivalently, depth of leaves) over all
choices of the random strings, r4 and rg. The average case cost of P is the maximum,
over all inputs (x, y), of the average case running time of P on (x, y).

The only distribution is on the random strings r4 and rp and hence we can talk about
the average number of bits exchanged for some fixed input (x, y). We cannot talk about
an “average input” since we have not yet defined a probability distribution on inputs.
We will consider such a variant in Section 3.4.

The three different types of errors lead naturally to three complexity measures.
In each case, the complexity is the cost of the “best” protocol that meets the error
requirement. We choose the notion of “cost” to be either worst case or average case
according to the type of error we allow:
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Definition 3.3: Let f: X x Y — {0, 1} be a function. We consider the following com-
plexity measures for f.

e Ry(f) is the minimum average case cost of a randomized protocol that computes f with
zero error.

o For0 < e < 1/2, R.(f) is the minimum worst case cost of a randomized protocol that
computes f with error . We denote R(f) = Ry;3(f).

e For0 < ¢ < 1, RL(f) is the minimum worst case cost of a randomized protocol that
computes f with one-sided error €. We denote R I( f)=R 1l /2( ).

The reader may get annoyed by the fact that we use worst case cost for protocols
that allow error and average case cost for zero error protocols. In general, the worst
case measure is more convenient to work with. For protocols with error, the complexity
remains the same to within a multiplicative constant whether we use the worst case
measure or the average case measure. More precisely, given a protocol P that makes
an error ¢/2 and the average number of bits exchanged is ¢, it can be modified as
follows: execute P as long as at most 2¢ /¢ bits are exchanged. If the protocol finishes,
use its output; otherwise, output 0. By a simple counting argument, the probability
that in P more than 2t /¢ bits are exchanged is at most ¢/2. Hence the error made by
the modified protocol can be at most ¢ and the number of bits exchanged in the worst?
case is now 2t /e. (Also observe that if the original protocol makes a one-sided error,
then so does the modified protocol.) Therefore, for protocols with errors we use the
more convenient worst case cost. On the other hand, for zero error protocols, using the
worst case cost gives exactly the deterministic communication complexity, because a
deterministic protocol will simply fix some values for r4 and rg and proceed. Therefore,
for zero error protocols, the only interesting cost is the average case cost.

Exercise 3.4: The following are basic properties of the definitions given above:

e ForO<e<¢ <1/2, R(f) < O(log, ¢ - R (f)). Conclude that the error probability can
be reduced with a small penalty in the communication complexity. Hint: Start by proving
the same relation with respect to R(f). Then use Chernoff inequality to generalize your
proof for R(f).

o R.(f) < R(f) < O(loge=")Ro(f).
o Ro(f) = O(max[R'(f), R (not(f))).

The following randomized protocol is an important example of the power of random-
ness.

» Example 3.5: Consider the equality function EQ. Denote the input of Alice by a =
aopa - - - a,—1, and the input of Bob by b = bob; - - - b,_. We think of these inputs as two
polynomials over the field GF[p] where n> < p < 2n? is a prime (theorems regarding
the density of primes guarantee the existence of such p). That is,

Ax)=ag+aix + -+ a,_1x"!
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and
B(x) =by+bix + -+ b,_1x""'  (mod p).

Alice picks at random a number ¢ in GF[p] and sends Bob the values ¢ and A(z). Bob
outputs 1if A(t) = B(¢) and O otherwise. The number of bits exchanged is O (log p) =
O (log n). For the correctness, note first that if @ = b then A(z) = B(¢) for all ¢, so the
output is always 1. If a # b we have two distinct polynomials A and B of degree n — 1.
Such polynomials can be equal on at most n — 1 (out of p) elements of the field (since
their difference is a non-zero polynomial of degree at most n — 1, which may have at
most n — 1 roots). Hence the probability of error is at most (n — 1)/p < n/n?> = 1/n.

We have thus shown R(EQ) = O(logn), and in fact, R;;,(EQ) = O(logn), and even
more, Rll /n (NE) = O(logn). In contrast, recall that D(NE) = D(EQ) = n + 1 (Exam-
ple 1.21).

Exercise 3.6: Prove that the following protocol for eq achieves similar performance.
Alice and Bob view their inputs a and b as n-bit integers (between 1 and 2"). Alice
chooses a prime number p at random among the first 2 primes. She sends both p
and amod p to Bob. Bob checks whether amod p = b mod p, and if so he outputs 1,
otherwise he outputs 0.

3.2. Randomization Versus Determinism

How different can randomized complexity be from deterministic complexity? What
kind of lower bounds can we prove for randomized complexity? Randomization without
error, or even with one-sided error, cannot be stronger than nondeterminism. This is
because in a nondeterministic protocol the players may simply “guess” the random
choices leading to accepting paths. We thus have:

Proposition 3.7: Forevery0 < e < 1, R!(f) > N'(f).

A similar argument shows that Ry(f) > N(f) (the players can “guess” the random
choices for which the computation ends within at most the average cost). In particular
(by Theorem 2.11), this implies that Ry(f) may only be quadratically smaller than
D(f). Below we will give an example (Example 3.16) showing that this gap may be
achieved. Example 3.5 above shows that for R'(f) and R(f) the gap from the deter-
ministic complexity may be exponential. Proposition 3.7 (together with Exercise 2.6)
implies that no larger gap is possible for the one-sided complexity, R!( f). The following
lemma shows that the same is true for R(f).

Lemma 3.8: R(f) = Q(log D(f)).
PROOF: We will prove a somewhat more delicate statement:

D(f) <2%D. (log (% - 8)
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For this, we present a deterministic simulation of a given randomized protocol P. For
each leaf ¢ of the protocol P, Alice will send Bob the value p, which is the probability
(over the choices of r,) that, given her input x, she indeed responds according to the
path leading to this leaf. Bob can then compute privately p2, the probability (over the
choices of rg) that, given his input y, he follows the path leading to the leaf £. He can
then compute p, = p;' - p#, which is the probability of reaching the leaf £. Because
the players do this computation for each of the 2(/) leaves (and because each leaf
determines a single value, 0 or 1, as the output), Bob can check which of the values (0
or 1) has probability of at least 1 — ¢ and this is the correct value f(x, y).

The difficulty is that this simulation requires sending real numbers (the probabilities).
However, these real numbers need only be transmitted with precision of k = log(% -
€)' 4+ R.(f) bits. This guarantees that the value sent for each p;‘ is different from the
true value by at most 27 = (3 — &)/2%()_ This implies that p,, computed by Bob, is
at most (% — £)/2R D far from the true value (since p? < 1). Hence the total error,
over all the leaves ¢, is at most % — ¢. Therefore it suffices that Bob checks which
of the values (0 or 1) has probability of more than 1/2 and this is the correct value

flx,y). m]

» Example3.9: We can now completely analyze the randomized complexity of EQ and NE.

1. RY(EQ) = O(n), Ry(EQ) = Ry(NE) = O(n). These lower bounds follow from
Proposition 3.7 and the nondeterministic lower bounds for EQ.

2. R(EQ) = R(NE) = O(logn), R'(NE) = @(logn). The upper bounds were derived
above, and the lower bounds follow from the deterministic lower bounds for EQ and
Lemma 3.8.

Exercise 3.10: Show that R(at) = O(log? n). In contrast, by Exercise 2.7, both N°(aT)
and N'(aT) (and thus also R'(aT)) are linear. (See Exercise 3.18 for an improvement of
this result.)

We do not have any technique that gives us better lower bounds for randomized
complexity than for nondeterministic complexity.

Open Problem 3.11: Is Ry(f) = O(N(f)), for every Boolean function f? (Clearly the
gap can be at most quadratic since even D(f) = O(N(f)z).) How about R'(f) =
O(N'(1))?

3.3. Public Coin Versus Private Coin

In our definition of randomized protocols, each party has its own random coin to flip.
Alice cannot see Bob’s coin flips and vice versa. We could have allowed them to have a
“public” coin, so that both Alice and Bob see the results of a single series of random coin
flips. More formally, there exists a common random string r (chosen according to some
probability distribution IT), and in the protocol tree Alice’s communication corresponds
to functions of x and r and Bob’s communication corresponds to functions of y and r.
Alternatively, this can be viewed as a distribution, { P, },<n, of deterministic protocols.
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Alice and Bob choose together a string r (according to the probability distribution IT,
and independently of x and y) and then follow the deterministic protocol P,.

Definition 3.12: A (randomized) public coin protocol is a probability distribution over
deterministic protocols. The success probability of a public coin protocol on input (x, y)
is the probability of choosing a (deterministic) protocol, according to the probability
distribution T1, that computes f(x,y) correctly. We add a superscript “pub” to the
notations to indicate public coin protocols. For example, RP“°( f) is the minimum cost
of a public coin protocol that computes f with an error of at most & (for every input

(x, y)).

Note that, for example, Rg“"( f) < R.(f). This is because a private coin protocol
can be simulated by a public coin protocol where the public random string r is the
concatenation of the random strings r4 and rp needed by Alice and Bob (each is chosen
according to the appropriate distribution and independently of the other).

» Example 3.13: The following is a public coin protocol for the function NE: Alice and
Bob jointly choose a random n-bit string r. Alice computes the inner product b = (x, r)
and transmits it (a single bit) to Bob. Bob checks whether b = (y, r) and outputs “equal”
if so and “not equal” otherwise. Clearly, if x = y the output is always “equal.” On the
other hand, if x # y, then by the properties of the inner product,

l:r[(x,r) #* (y,r)] =1/2,

and thus Bob outputs “not equal” with probability 1/2. By repeating this procedure twice
(with two independent rs) and deciding “equal” only if the inner product is equal in both
of them, the error probability is reduced to 3 < 1. We have thus shown RP**(NE) =
RP**(EQ) = O(1), and even R!'P**(NE) = O(1).

This example shows that the gap between D(f) and R”“(f) may be arbitrarily
large. Also, because we know that with private coin the equality function, EQ, requires
2 (log n) bits we see that public coin can be better than a private coin. It turns out that
this is as good as they get. That is, any public coin protocol can be transformed into
a private coin one with a small penalty in the error and a small additive penalty in the
communication complexity. Formally,

Theorem 3.14: Let f: {0, 1}" x {0, 1} — {0, 1} be a function. For every § > 0 and
everye > 0, R, 5(f) < RP**(f) + O(logn +logé™").

PROOF: It is sufficient to prove that any public coin protocol P, using any number
of random bits, can be transformed into another public coin protocol, P’, with the
same communication complexity that uses only O (log n + log §~!) random bits, while
increasing the error by only é. The proof then follows because Alice can simply flip
that many random coins by herself, send the random coin flips to Bob, and then the two
players proceed as in P’.

33



RANDOMIZATION

Let Z(x, y, r) be arandom variable that gets the value 1 if the answer that P gives on
input (x, y) and random string r is wrong (that is, different than f(x, y)) and O other-
wise. Because P computes f with & error we have E,cq[Z(x, y, r)] < g, for all (x, y).
We will build a new protocol, which uses fewer random bits, using the probabilistic
method. Let ¢ be a parameter (to be fixed) and ry, ..., r, be t strings. For such strings,
define a protocol P, _,, as follows: Alice and Bob choose 1 < i < ¢ uniformly at
random and then proceed as in P with r; as their common random string. We now show
that there exist strings ry, ..., r; such that E;[Z(x, y, r;)] < ¢ + 6, for all (x, y). For
this choice of strings the protocol P, ,, is the desired protocol. To do so, we choose
the ¢t values ry, . . ., r, at random (according to the probability distribution IT). Consider
a particular input pair (x, y) and compute the probability that E;[Z(x, y,r;))] > e +§
(where i in this expectation is uniformly distributed). This is exactly the probability that
% Z;=1 Z(x, y,r;) > e+4.Bythe Chernoff inequality, since E,[Z(x, y, r)] < &, we get

<lZZ(x,y,r,-)—e> > 8
t i=1

By choosing ¢t = O(n/8?), this is smaller than 272" Thus, for a random choice of
ry, ..., r, the probability that for some input (x, y), E;[Z(x, y, r;)] > & + § is smaller
than 2% . 272" = 1. This implies that there exists a choice of 71, . . ., r, where for every
(x, y) the error of the protocol P,, . ,, is at most € + §. Finally, note that the number
of random bits used by the protocol P,,, _,, is logt = O(logn + log8~"') and that the
communication complexity is bounded by the communication complexity of P. m]

2
Pr <2727,
o

r,

A very similar theorem holds for one-sided protocols. The case of zero error protocols
is slightly different:

Exercise 3.15: Show that Ry(f) = O(RP“’(f) + log n).

The following example shows that sometimes it is much easier to provide public
coin protocols than private ones.

» Example 3.16: Recall the function DISJ; from Example 2.12, whose deterministic com-
munication complexity is log (}). We provide an O (k) bit protocol using a public coin.
This implies that (using a private coin) R(DISJ;) = O(k + logn). Let x be Alice’s set
and y be Bob’s set.

The public coin flips will denote a sequence of random subsets Sy, S,, ... of {1, ...,n}.
The two players maintain an index i of the “current set” in the sequence that always in-
creases (initially i = 0). In each iteration of the protocol Alice finds the first i in the
sequence (with i greater than the index of the current set) such that S; contains the set x
and sends Bob the distance from the current set to i. Bob then replaces y by y N S;. Then,
Bob finds the first j > i in the sequence such that S; contains (the new) y and sends the
distance from i to j to Alice. Alice now replaces x by x N §;. They continue with this
procedure until either x or y becomes empty — in this case they announce “disjoint,” or
else until more than ck bits have been communicated (for some constant ¢) — in this case
they announce “not disjoint.”
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It is easy to verify that if x and y were disjoint originally, then they remain so during
the protocol. On the other hand, if x and y intersect originally, then their intersection
belongs to both x and y during the whole protocol. Hence, it follows that for intersecting
(x, y) the protocol never errs. To analyze the protocol for disjoint (x, y), we note that the
expected size of y (and x) is halved in every iteration (since x and y are disjoint, the fact
that x C S; has no influence on y’s elements; that is, every element of y belongs to S;
with probability 1/2). Because the probability that a random S; contains a certain set of
size s is exactly 27, it follows that the expected number of bits communicated by Alice
(respectively Bob) when x (respectively y) is of size s is O(s) (the expected number
of sets before the next S; that contains a certain set of size s is exactly 2°. However,
the expected number of bits communicated is not exactly s). Thus, the expected number
of bits that should be exchanged before x or y become empty is O (k). As discussed in
Section 3.1, by multiplying this number of bits by 1/& we can guarantee that the protocol
always stops within O (k/¢) bits (which is O (k) for fixed €) and errs with probability at
most e. Hence, RP“6(DISI;) = O (k).

Exercise 3.17: The above protocol has one-sided error. Modify this protocol to prove
that Rg”b(mSJk) and hence Ry(bissk) are O(k + log n). Conclude (by substituting k =
O(log n)) that the gap between deterministic and zero error randomized communication
complexity may be quadratic (by Section 3.2, this is the maximal possible gap).

Exercise 3.18*: Prove that RP®(cT) = O(log n). Conclude that R(at) = O(logn), im-
proving over Exercise 3.10. (An easier task is to prove that RPU®(aT) = O(log nloglog n),
which is already an improvement over Exercise 3.10.)

3.4. Distributional Complexity

In this section we present a technique that provides lower bounds for randomized
protocols that are allowed two-sided error. For this purpose, we present a model of dis-
tributional communication complexity in which we consider a probability distribution
over the inputs. This is in opposition to the model of randomized protocols, in which
we have only considered a probability space on the random choices by the players and
we considered worst case inputs.

Definition 3.19: Ler u be a probability distributionon X x Y. The (u, €)-distributional
communication complexity of f, D (f), is the cost of the best deterministic protocol
that gives the correct answer for f on at least a 1 — ¢ fraction of all inputsin X x Y,
weighted by u.

For example, DI‘;ff °"™(GT) < 2: Alice sends Bob x|, the most significant bit of x,
and Bob, by comparing x, with y; can compute the correct answer for at least 3/4 of
the input pairs (that is, if x; # y;, then the number that starts with “1” is the larger,
whereas if x; = y;, Bob decides that, say, GT(x, y) = 0; that is, y is larger). As can
be seen in Figure 3.1 (for the case n = 3), the protocol partitions {0, 1}* x {0, 1}" into
four rectangles. Two of them (the lower left and the upper right) are monochromatic
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000 001 010 011 100 101 110 11
000([0 0 0 0[O0 0 O
0011 0 0 0fj0 0 0 O
010f(1 1 0 O0f/|0 0 0 O
011f1 1 1 0fl0 0 0 0
100ff1 1 1 1]f0 0 0 O
011 1 1 1|1 0 0 0
1mojr 1 1 1ffr 1 0 o0
Imrj_1 1 1 11 0

Figure 3.1: A protocol for the “greater than” function, GT, with low distributional communica-
tion complexity

with respect to GT and so the output of the protocol is always correct. The other two
are not monochromatic, and so the protocol is wrong for every pair (x, y) in these two
rectangles for which GT(x, y) = 1.

In the next section we will see a lower bound technique for distributional communi-
cation complexity. It is easy to see that for every probability distribution u, the measure
D*(f) provides a lower bound on R.(f). It turns out that such bounds completely
suffice to characterize the public coin complexity.

Theorem 3.20: R?“*(f) = max, D*(f).

PROOF: The > direction is simple: the randomized protocol is correct for every input
with probability > 1 — &. Therefore, for each u, the randomized protocol is correct
with probability > 1 — &, where the probability is taken over both the public coin flips
and the random input. It follows by a counting argument, that for some fixed choice of
the public coin flips, a probability of success larger than 1 — ¢ is achieved, where this
time the probability is taken only over the inputs.

For the < direction, let ¢ = max, D*(f). Consider a two-player zero-sum game
as follows. Player 1 chooses a deterministic c-bit communication protocol P. Player 2
chooses an arbitrary input (x, y) € X x Y (neither player knows the particular choice
of the other player). The payoff for Player 1 is 1 if P(x, y) = f(x, y) and 0 otherwise.
Using this terminology, the fact that for every u, the distributional communication
complexity, D*( f), is at most ¢ means that for every randomized (or “mixed”) strategy
of Player 2 (which is just a probability distribution i on X x Y), Player 1 can obtain
payoff 1 — &. We can now use the min—max theorem of zero-sum games, which says
that in such a case Player 1 also has a randomized strategy that provides the same
payoff for every choice of Player 2. Such a randomized strategy is a distribution on
c-bit deterministic protocols (that is, a randomized protocol with a public coin) that is
correct on every input with probability > 1 — ¢. O

Exercise 3.21: Show that a similar connection holds for zero error randomized com-
plexity. That is, for a distribution u, denote by D}'(f) the expected communication used
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by a deterministic protocol for f (expectation taken over all inputs, weighted by n). Prove
that R?Y(f) = max,, D}(f).

Based on the above theorem (and exercise) a possible way of proving lower bounds
on randomized communication complexity is by choosing a “convenient” probability
distribution p and proving lower bounds on the distributional communication com-
plexity with respect to u.

» Example 3.22: Consider the function DiSJ (Example 1.23). In Section 4.6 we will prove
that there exist two sets of inputs A C DISJ~!(1) and B C pisi~!(0), a probability
distribution u, and positive constants « and § such that (1) u(A) = 3/4, and (2) for
every rectangle R, u(RNB) > a - u(RN A) — 273" In words, we have a lower bound
on the weight of B-elements in every rectangle as a function of the weight of A-elements
(in particular, only rectangles in which i (RN A) is very small may be 1-monochromatic).

We use this to prove D¥(DISJ) > én — O(1) for sufficiently small . Suppose
D! (p1s1) = k. Then, the appropriate protocol induces a partition of {0, 1}* x {0, 1}"
into (at most) 2* rectangles. Let Ry, ..., R, (t < 2¥) be those rectangles in which the
protocol announces “1” as the output. Because we allow at most ¢ error, and because we
assumed p(A) = 3/4, we get u(Ui_,(R; N A)) > 43 — £. On the other hand, for each
element of B that appears in these rectangles we make a mistake. Hence, the error of the
protocol is at least

t t
3
u(U(R,- n B)) >) (@-uRNA) -2 >q. <Z - s> — ko
i=1 i=1
However, by assumptions, the error of the protocol is at most £. Combining these two
facts, « - (% —g) — 2879 < ¢ which implies, for small enough ¢, that k > 8n — O(1).

Open Problem 3.23: How far can the best lower bound obtained using this technique
be from the true randomized complexity?

Distributions in which x and y are chosen independently are sometimes of interest:

Definition 3.24: A distribution u over X x Y is called rectangular (or a product
distribution) if for some distributions wy over X and py over Y, u(x,y) = ux(x) -
wy(y). Denote RU(f) = max,, D*(f), where the maximum is taken over all rectan-
gular distributions .

In the proof of Theorem 3.20 it is important that 4 may range over all distributions
over X x Y. Indeed, the following exercise shows that the theorem does not hold for
rectangular distributions.

Exercise 3.25: Prove that Rll(piss) = O(+/nlog n). Contrast this result with the fact that
R(p1sy) = ©(n) (Example 3.22). For the uniform distribution (which is rectangular), show
that DUMiform(pisy) = @(4/n).

Open Problem 3.26: Is R(f) = (RU(f))9"?
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3.5. Discrepancy

The most natural method to prove lower bounds for D¥ is by giving upper bounds for
the size of rectangles that are “almost” monochromatic. An extreme case of this method
would be to show, for a certain function f, that every large enough rectangle must be
almost completely balanced between 1s of the function and Os of the function. In such
a case we can use only “small” rectangles and hence need “many” rectangles. This can
be thought of as a generalization of the rectangle size method (Section 1.3), where now
protocols can make mistakes but they are still deterministic. We start with a definition:

Definition 3.27: Let f: X x Y — {0, 1} be a function, R be any rectangle, and w be
a probability distribution on X x Y. Denote

Disc, (R, f)
= E;r[f(x,y) =0and (x,y) € R] —lflr[f(x,y) = 1land (x,y) € R]|.
The discrepancy of f according to w is
Disc,(f) = mlngiscu(R, ),

where the maximum is taken over all rectangles R.

Note that for every monochromatic rectangle R, Disc, (R, ) = p(R). The definition
becomes more interesting for nonmonochromatic rectangles. Consider the function of
Figure 3.2, and let u be the uniform distribution on {0, 1}* x {0, 1}3. That is, every
input (x, y) has weight u(x, y) = 1/64. The rectangle R shown in the figure has
29 O-entries (whose weight is therefore 29/64) and seven 1-entries (whose weight is
therefore 7/64). Hence, Disc, (R, f) = 22/64.

Bounds on the discrepancy turn out to be strong enough to give lower bounds for
DY, even when ¢ is very close to 1/2.

Proposition 3.28: For every function f: X x Y — {0, 1}, every probability distribu-
tionpon X x Y, and every e > 0, DY__(f) > log,(2¢/Disc,(f)).
2

000 001 010 011 100 101 110 111

6oojo0 1 1 0 1 0 0 O
00111 f0 0 0 0 0 O] 1
010{1 |0 0 0 1 0 O O
611{0o (0 1 0 0 0 O] 1
1001110 0 0 1 0 Of 1
1011 (1 1.0 0 0 1] 1
1100 JO 0 0_1 0 of 0O
1m{o 1 1 0 1 1 0 1

Figure 3.2: A rectangle with large discrepancy
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PROOF: Let P be a protocol using c¢ bits of communication attempting to compute f,
which is correct with probability at least 1/2 + £. We can now write

2e < P;r[P(x, y) = flx,y]— P;r[P(x, y) # f(x,y)]

= Z (Er['P(x, y) = f(x,y)and (x,y) € R,]
¢

—Pr{P(x,y) # f(x.) and (x.7) € Re])

where the summation is over all leaves £ of the protocol. Since for each leaf a specific
output (0 or 1) is given, we can bound this expression from above by

" [Prif(r.y) = 0and (x.y) € Rl = Pr{f(x.y) = Land (x.) € Ro]|.
3

Since foreach £, R, is arectangle, each of these (at most) 2¢ terms is bounded from above
by Disc,(f). Thus, we get 2°Disc, (f) > 2¢, which implies ¢ > log(2¢/Disc,(f)),
as claimed. O

We are now ready to use the technique. In Exercise 3.31 you are asked to prove
that, for a random function, the distributional communication complexity is at least
n — O(log(1/¢)). The next example shows a similar bound for an explicit function.

» Example 3.29: Consider again the inner product function, IP (Example 1.25). We will
show that Discyniform (IP) = 27"/2, and hence D“'”efo"n (IP) > n/2 —log(1/e), and thus
R”“” @P) > n/2 —log(1/e).

Let H be a 2" x 2" matrix where H(x,y) = 1if (x,y) = 0, and H(x, y) =
otherwise. The first observation is that HH” = 2"1, where I is the identity matrix. ThlS
is because the (x, y) entry of the matrix HH is (by definition of matrix multiplication)
> . H(x,z2) - H(z,y). By the properties of the inner product, if x = y, then H(x, z) =
H(z, y), therefore each of the summands equals 1 and the sum is 2". On the other hand,
if x # y, then for 1/2 of the zs H(x, z) = H(z, y) (in which case the summand is 1) and
for 1/2 of the zs H(x, z) # H(z, y) (in which case the summand is —1). Therefore in
this case the sum is 0. Using this observation, the norm of H satisfies || H|| = +/2", since
for all vectors v, vHH” = 2"v and hence 2" is the only eigenvalue of HH . Consider
arectangle S x T in H. Note that

|ZX€S,y€T H(x'Y)I _ |IsHIT|

Discyniform(S x T, IP) = 22n 22n

where 15 and 17 are the characteristic vectors of S and T, respectively. This we can
bound from above by the product of the norms, | 1| - |H|| - 17| = VISIV2"IT].
Finally, because |S|, |T| < 2", we get

n
Discuniform(lp) = r??Tx Discuniform S xT,p) < 22n = 2—n/2,

as desired.
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Exercise 3.30: Prove that in fact, Ré_e(ap) > n— O(log(1/¢)).

Exercise 3.31: Prove that for “most” Boolean functions D”"""’”’(f )=n-0O( Iog -)- That
is, only an exponentially small fraction of the functions ﬁave better complexity. Hint:
Pick a function at random and compute the probability that it has a “large,” “almost
monochromatic” rectangle.

Exercise 3.32: Let Disc(f) = min, Disc,(f).

e Prove that Disc(pisy) > 1/(2n+ 1).

e Prove that for every function f, RPUb(f) < (1/Disc(f))°™M. Hint: Use the distributional
complexity.

The above exercise shows that the discrepancy technique sometimes gives only very
poor bounds. Particularly, for the disjointness function, DISJ, it gives only a logarithmic
lower bound, whereas Example 3.22 shows that in fact the randomized communication
complexity of DISJ is linear. The only other lower bound technique known for two-sided
error randomized complexity is the method used in Example 3.22, which is essentially
a generalization of the technique of giving an upper bound on the discrepancy.
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general phenomena exhibited by [ Yao 1983], based on von-Neumann’s min—-max theo-
rem of game theory (see, for example, [Owen 1982]). The distributional communication
complexity of the inner product function, IP, was studied by [Chor and Goldreich 1985],
improving on a result of [Vazirani 1985]. The proof presented here (in Example 3.29)
is similar to the proof in [Chor and Goldreich 1985] (see also [Babai, Frankl, and
Simon 1986]), which is based on a lemma by Lindsey. The proof does not hold only for
the function IP, but it can be extended to any function f whose corresponding matrix
is a so-called Hadamard matrix. The distributional (and randomized) communication
complexity of the disjointness function (Example 3.22) was first handled by [Babai
et al. 1986]. Their result was improved by [Kalyanasundaram and Schnitger 1987]. A
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simplified proof was presented by [Razborov 1990a] (see Section 4.6). Exercise 3.25
is due to [Babai et al. 1986].

An “unbounded” version of randomized communication complexity, with a weaker
success requirement, was considered by [Paturi and Simon 1984] and [Alon, Frankl,
and R&6dl 1985]. The “unbounded” model exhibits a different behavior than the model
described here as, for example, the communication complexity of the function EQ is
O(1) in the “unbounded” model in opposition to ® (log n) in the standard (private coin)
model.
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CHAPTER 4

Advanced Topics

In this chapter we consider several, more advanced, topics related to the two-party
communication model.

4.1. Direct Sum

The direct-sum problem is the following: Alice gets two inputs x; € X and x, € X,.
Bob gets two inputs y; € Y and y, € Y,. They wish to compute both f(xf, ys) and
g(xg, yg). The obvious solution would be for Alice and Bob to use the best protocol
for f to compute the first value, f(xs, ys), and the best protocol for g to compute the
second value, g(x,, y,). We stress that the two subproblems are totally independent.
Thus one would tend to conjecture that nothing better than the obvious solution can be
done: Alice and Bob cannot “save” any communication over the obvious protocol. As
we shall see, in some cases and for some measures of complexity, this intuition is wrong.

Denote by D(f, g) the (deterministic) communication complexity of this computa-
tion. Similarly, we define all other complexity measures such as R(f, g), N(f, g), and
so forth. We also use the notation D(f*) as the (deterministic) communication com-
plexity of computing f on £ instances; that is, computing f(xy, y1), f(x2, y2), ...,

f(xe, yo).

Open Problem 4.1: Can D(f,g) be smaller than D(f) + D(g)? How much smaller can
it be? How much smaller can D(f*) be compared to ¢ - D(f)?

In some cases we are not interested in computing both f and g but rather some
function of the two. For example, consider the function f A g[(xs, x,), (¥f, )] =
f(xp,¥7) A g(xg, yg). Obviously D(f A g) < D(f, g). Again, we can ask:

Open Problem 4.2: Can D(f A g) be smaller than D(f) + D(g)? How much smaller?

These problems try to attack a very basic question about the model of communication
complexity: Can we solve two problems in this model simultaneously in a way that is
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better than to solve each of the two problems separately? In other words, does the model
behave as our intuition suggests it should, or does it have some surprising phenomena?

We present several results that handle questions of this type relative to several of
the complexity measures introduced in the previous chapters. (For additional results
see Lemma 4.60 and Example 4.61) We start by showing that, for randomized com-
munication complexity, Alice and Bob can indeed “save.” In contrast, we show that for
nondeterministic communication complexity, Alice and Bob cannot “save” too much
(butcan still “save a little”). The most interesting case, the deterministic communication
complexity, remains wide open.

4.1.1. The Randomized Case

In the randomized case we can present a function f such that the complexity of com-
puting f*¢ is significantly smaller than the obvious. Let us first remark that we require a
randomized protocol for f* to be correct with probability 2/3 simultaneously on all £
instances. This may eliminate the possibility of computing f* simply by executing the
best randomized protocol for f on each of the £ instances (as this only guarantees that
for each instance there is a probability of at least 2/3 to compute the correct answer).

» Example 4.3: Consider the equality function. By Example 3.9, R(EQ) = ©(logn). We
present a protocol for EQ? that does much better than £ - log n.

The protocol is obtained by considering first the public coin model. Example 3.13
gives an O (1) public coin protocol that errs with probability at most 1/3 if x # y and
is always correct if x = y. If the protocol is repeated log 3¢ times then it computes the
equality function with O (log £) bits and error of at most 1/3£. Repeating this process for
each of the ¢ instances, we can compute EQ’, in the public coin model, with O (£ log £) bits
and probability of making even a single error of at most 1/3. Finally, by Theorem 3.14
(and observing that for the proof of this theorem f need not be Boolean), the cost of
transforming this protocol to the private coin model is an additive factor of O (log(¢n)),
since £n is the total size of the input. All together, R(EQ‘) = O(£log ¢ + logn). For
example, for £ = logn, we get

R(EQ"¢™) = O(lognloglogn) < (logn) - R(EQ) = O (log? n).

This type of saving comes in handy when we are given a single problem that contains
many instances of EQ. In fact, sometimes additional saving is possible when we do not
require all the different answers, but rather only a single answer that depends on them.
Such an example is given next:

» Example4.4: Consider the list-nonequality function LNE, 4 (x, y): Alice views her input
x (an n = £k bit string) as consisting of £ blocks x', . .., x¢ of k bits each. Bob views his
input y in a similar way. LNE; 4 (x, y) = 1 if and only if x/ # y/ for all j. By using the
protocol of Example 4.3 to compute all equalities, we get that R(LNE; ;) = O(£log € +
log k). We now improve over this bound and show that R(LNE, ;) = O(£+logk). Again,
it suffices to prove RP“b(LNE(,k) = O(¥). For this, Alice and Bob use the following
protocol:

43



ADVANCED TOPICS

o letj=1.

e While j < £ do at most 4£ times:
Alice and Bob choose (without any communication) a random string » € {0, 1}*. They
compare the inner product of r with x/ and y/. If (x/,r) # (y/, r), then certainly
x/ # y/ and they proceed to the next block by setting j = j + 1. Otherwise, if
(x4, r) = (y/, r) they do nothing (so in the next iteration they will compare again the
Jj-th blocks).

o Ifall blocks were compared (that is, j > £) the output is 1. Otherwise, the output is 0.

Since there are at most 4¢ iterations and two bits are exchanged in each iteration, the
complexity of this protocol is O (£) bits. Clearly, if there is a block jj such that x® = y#,
then for all r, (x®,r) = (y”, r). Hence, j never exceeds jo and the protocol always
outputs the correct answer (that is, 0). If no such block exists, the probability that Alice
and Bob will not eliminate all blocks is the probability that in 4¢ independent trials, with
probability 1/2 of success in each of them, Alice and Bob will have less then £ successes.
This probability is 3 (*¢)/2%, which is exponentially small.

The above protocol has one-sided error. With slightly more efforts we can give a zero
error protocol for LNE.

» Example 4.5: Consider again the list-nonequality function LNE. We now show that also
Ro(LNE¢ k) = O (£ + k). In Example 4.13 we show that D(LNE, ) = 2 (k£). Thus, for
the choice of £ = k = /n this gives the largest gap possible between deterministic
communication complexity and zero error randomized communication complexity (see
Section 3.2).

To see that Ro(LNE) = O (£ + k), we consider first the public coin model and then,
using Exercise 3.15, transform the protocol to the private coin model with an additive
factor of O (log(€k)) to the complexity. The protocol is a modification of the protocol
given in Example 4.4 in which we eliminate the possibility of error by adding a ver-
ification for the equality of x/ and y’ at the end. More precisely, Alice and Bob do
the following block by block (they stop if they find a block in which x/ = y/). They
exchange the inner product of x/ and y/ with a random vector r € {0, 1}* (from the
public random string). I (x/, r) # (y7, r), then x/ # y/ so Alice and Bob proceed to
the next block. If (x/, r) = (y/, r), they repeat this with another random string. If after k
times all inner products are equal they simply exchange the blocks x/ and y’ themselves.
They output 0 if x/ = y/. If x/ # y/, they proceed to the next j. The correctness of the
protocol is obvious. For the complexity of the protocol, note that if x/ = y/, then O (k)
bits are exchanged. However, this is done at most once (for the first such j). On the other
hand, when x/ # y/ the probability that (x/, r) = (y/,r) is 1/2 at each test. Hence,
the expected number of bits exchanged for such a block is ZLI /%Zi + 51;2k =0(),
since Y o, 2’- = 2. By linearity of expectation, these blocks contribute O (£) bits to the
complexity.

The question of what are the largest possible gaps in randomized communication
complexity remains open for all the different measures. For example,
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Open Problem 4.6: Does there exist f such that RPUP(f¢) < ¢ . RPUY(f)? How big can
the gap be?

Exercise 4.6a: Show that RPUe( f£) = O(¢ - log ¢ - RPU0(f)), for all f

4.1.2. The Nondeterministic Case

In this subsection we consider nondeterministic communication complexity. We show
that in the nondeterministic case the complexity of (f, g) cannot be much smaller than
the sum of the complexities. We will concentrate on the measure N, but similar results
hold also for the measures N° and N.

Recall the definitions of the u-rectangle size bound, B, (f), and of the rectangle size
bound, B!(f) (Definition 2.14). The key tool that we need is the following property of
the measure B):

Lemma 4.7: B/(f A g) > B'(f) - B\(g).

PROOF: Let s be the distribution that gives the maximum for B)(f) and similarly
let u, be the distribution that gives the maximum for Bl(g). That is, for every 1-
monochromatic rectangle R of f, us(R) <1/ B!(f) and for every 1-monochromatic
rectangle R’ of g, u,(R’) < 1/B/(g). Define a distribution 1 on the 1s of f A g by:

m((xg, Xg), (Vrs ¥g)) = myp(Xp, Y5) - tg(Xg, ¥g)

Note that p is indeed a probability distribution. Now, consider a 1-monochromatic
rectangle R of f A g. Let Ry be the projection of R on f’s input. That is,

Ry = {(xs, y5):3(xg, yg) such that ((xy, x,), (¥5, ¥g)) € R}.
Similarly, let R, be defined as
Ry = {(xg, y¢) : 3(xy, ys) such that ((x, x,), (¥r, y¢)) € R}.

Because R is a rectangle, then so are Ry and R,. Moreover, because R is 1-mono-
chromatic with respect to f A g, then so are Ry with respect to f and R, with respect
to g. Also, R € Ry x R, and hence u(R) < u(Ry x R,). By the definition of u,
U(Rs x Ry)isequal to pus(Ry) - g (R,), which is at most 1/(B)(f)B/)(g)). We have
shown that there exists a probability distribution u such that, for every 1-monochromatic
rectangle R of f A g, u(R) < 1/(Bl(f)Bl(g)). This implies, by definition, that
Bl(f Ag) = Bu(f Ag) = BL(f)Bl(g). O

Exercise 4.8: Lemma 4.7 only states the property that we need for our purposes. In
this exercise we take a more complete view on the measure B].

1* Express B! as a linear program. Use the duality theorem of linear programming to write
its dual program.
Use the dual program to solve the next two parts of this exercise.
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2. Prove that B](f A g) = B}(f)B}(g) (that is, Lemma 4.7 holds with equality).

3. Prove that log B!(f) < R"PU(f) 4+ O(1) (recall that R'PU0( f) is the complexity of com-
puting f using a public coin protocol that makes a one-sided error).

Corollary 4.9: For all Boolean functions f, g : {0, 1}* x {0, 1}" — {0, 1},

e N'(fAg)=N'(f)+N'(g) —2logn — O(1).
o N'(ASoif) 2 UN'(f) —logn — O(D)).

PROOF: Combining Proposition 2.15, Theorem 2.16, and Lemma 4.7 we get:

N'(f Ag) >log Bi(f A g) >log B.(f) +log B(g)
> N'(f)+ N'(g) —2logn — O(1).

Similarly,

N'(Ajoi f) = log B( A5, f) = log(BL()*
= tlog B\(f) = &(N'(f) —logn — O(1)),

as desired. O

» Example 4.10: Consider the NE function. We know that N'(NE) = logn + 1 (Exam-
ple 2.17). By Example 2.17, B!(NE) < 4 (alternatively, recall that R!"P“*(NE) = O(1)
(Example 3.13) and use Exercise 4.8). By Exercise 4.8, B! (/\f= |NE) < 4¢, whichimplies,
by Theorem 2.16, N' (AS_,NE) = O (£ +logn) (compared to £ - N' (NE) = O (£ logn)).
Therefore, the O (logn) term in Corollary 4.9 is necessary.

4.1.3. The Deterministic Case

In the previous subsections, we showed that for some functions f, the randomized
communication complexity of f¢ or the nondeterministic communication complexity
of f* may be smaller than £ times the corresponding complexity of f, but that the
gap in the case of nondeterministic communication complexity cannot be too large. In
order to prove a similar result for the deterministic case we need, for some function f,
to prove an upper bound on D(f¢) and to prove a lower bound on D( f). Some bounds
on the gap can be obtained by results we have already seen.

Exercise 4.11: Prove that for all Boolean functions f,

D(f*) = (e(y/ D(f) - log n — O(1))).

Hint: Use Corollary 4.9 to prove that N( f) > ¢(N(f) —logn— O(1)). Then, use the con-
nection between nondeterministic communication complexity and deterministic com-
munication complexity.
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Let us consider what techniques might be used to obtain such a gap. What was shown
in Section 4.1.2 is that if the lower bound on D(f) was proved using the rectangle size
bound, B!(f), then because

D(f%) = D(Aoif) = NY(AjL f) = log B, (A5 f) = log (Bi(f))l
= tlog (B,(f))

any protocol for D(f*) has complexity that is £ times the lower bound for D( f). The
same reasoning excludes using the rectangle size bound on the 0-rectangles.

The second lower bound technique we have for proving lower bounds on D(f) is
by using the rank of M, (see Sections 1.4 and 2.5). However, the following exercise
shows that if the lower bound for D(f) is proved using the rank method then, again,
D(f*) is at least £ times larger than this lower bound.

Exercise 4.12: Show that rank(f A g) = rank(f)rank(g). Hint: Use the Kronecker
product.

The following example shows how to use Exercise 4.12 to analyze the rank of certain
matrices.

» Example 4.13: A convenient way to view the function LNE (Example 4.4) is by writ-
ing LNEg 4 (x, y) = A NE(x/, y/). With this view, it follows from Exercise 4.12 that
rank(LNE) = (rank(NE))¢. Because My has full rank, rank(LNE) = (2¥)¢ = 2", which
implies D(LNE) > n. Now, consider the nondeterministic communication complex-
ity of LNE. Clearly, N°(LNE) = O(log £ + k), because Alice can “guess” the index j
for which x/ = y/ and send Bob the value j and x/. Also, N'(LNE) = O(£logk),
because Alice can “guess” for each j an index i such that xij #* y,-j and send Bob
the list of indices and the values of the corresponding bits. In fact, by Example 4.5,
NI(LNE) < R'(LNE) = O(£ + logk). If, for example, £ = k = /n, then N°(LNE) =
NY(LNE) = O(4/n), which, due to Theorem 2.11, are both optimal.

Exercise 4.14: Show that D(eq®) > ¢- n (prove it once using a fooling set argument and
again using Exercise 4.12).

The next application of Exercise 4.12 shows that the rank lower bound on D(f)
(Section 1.4) is always better (ignoring constants) than the fooling set lower bound
(Section 1.3).

Lemma 4.15: Let f be a Boolean function and let A be a fooling set for f. Then,
|Al < (rank(f) + 1)*.

PROOF: It is enough to prove that if A is a 1-fooling set, then |A| < (rank(f))2. The
proof for 0-fooling sets can then be done by going through the function not (f) whose
matrix has a rank of at most rank(f) + 1. Let (x| yD), ..., (x®, y?) be the ele-
ments of A. Define a new function g(x, y) = f(y, x). Obviously, rank(f) = rank(g).
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Consider the function f A g. By Exercise 4.12,
rank(f A g) = rank(f) - rank(g) = (rank(f))?.

Hence, it is enough to prove that rank(f A g) > |A|. For this, it is enough to prove that
Mg, contains as a submatrix the identity matrix of order r = |A|. Consider the set S
of the rows (x?, y®) (1 < i < r) and the set T of the columns (y©, x®) (1 <i <r).
To see that the submatrix S x T is the identity matrix, note that the (i, j) entry in this
submatrix is

(f A g)[(x(i), y(‘)), (y(j),x(j))] — f(x‘”, y(j)) .g(y(i),x(j))
= f(x(i), y(j)) . f(x(j), y(i))'

If i = j, then this value equals 1 because f(x®, y¥) = 1 (because (x©, y?) is an
element of A). On the other hand, if i # j, then this value equals 0 because at least one
of f(x®, y¥)and f(xY, y?) is 0 (because A is a fooling set). a

Observe that both Lemma 4.15 and Exercise 4.12 hold in any field. This is used in
the following example:

» Example 4.16: Consider the function IP. We proved that rank(My) = 2" — 1 (Exam-
ple 1.29) and hence D(1P) > n. On the other hand, in Exercise 2.23 it is shown that
over GF(2) the rank is only rankgg) (M) = n. This implies, using the above lemma,
that the size of a fooling set for the IP function is at most (n + 1)2. Hence, in this case,
the rank method gives an exponentially better lower bound than the bound given by the
fooling set method.

4.2. Rounds

In the definition of communication complexity Alice and Bob alternate sending mes-
sages to each other. This is satisfactory as long as we are interested only in the number
of bits exchanged. We may ask how much interaction is really necessary to obtain a
low communication protocol. For example, maybe it always suffices for Alice to send
one message (containing several bits) to Bob and then Bob can compute the answer by
himself. We start by discussing one-round communication, where no interaction takes
place; then, we consider protocols with limited interaction.

Definition 4.17: A one-round protocol is a protocol where Alice sends a message to
Bob, and then Bob sends the output. The one-round communication complexity of f,
denoted D' (f), is the cost of the best one-round protocol for f. We use D" to denote
the cost of one-round protocols in which Bob sends the first message. We use similar
notation for randomized complexity (R'(f)) and so forth.

The one-round deterministic communication complexity of a function is quite easy
to characterize.
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Exercise 4.18: Prove that D'(f) = logyt + 1, where t is the number of different rows
in the matrix M; associated with f.

» Example4.19: LetINDEX(x, i) denote the function where Bob getsaninteger1 <i < n,
and Alice gets a vector x € {0, 1}", and the output is the bit x;. The previous exercise
implies that D'(f) =n + 1, while D8°°(f) = log,n + 1.

Exercise 4.20: Prove that R!(iNnoex) = ©(n) and that R"-B%(inpex) = ©(log n).

We see that for both deterministic and randomized protocols, there may be an ex-
ponential gap between 1-round communication complexity and unrestricted commu-
nication complexity (or even between the 1-round complexities with different players
starting). The next exercise claims that this is the largest gap possible for determinis-
tic and randomized protocols. In contrast, for nondeterministic protocols there is no
difference between 1-round and an arbitrary number of rounds (see Section 2.1).

Exercise 4.21: Show that D(f) > log, D'(f) and also R(f) > log, R'(f).

Exercise 4.22: We can consider an even more restricted type of protocols that are
called simultaneous protocols. In this kind of protocol, Alice and Bob each send a sin-
gle message (depending only on his own input) to a referee, who, based on these two
messages, computes the value f(x,y). Denote by D!l(f) the deterministic communica-
tion complexity of computing the function f using simultaneous protocols and R'/(f) the
randomized communication complexity of computing the function f using simultaneous
protocols. Let f:{0, 1}" x {0, 1} — {0, 1} be any function.

1. Prove that DIl(f) = D'(f) + D"Bob(f).

2. Prove that RII(f) = O(s/n- R!I'PU(£)). Hint: Simulate the public coin protocol, for many
different values of the coins. See also the proof of Theorem 3.14.

3. Prove that DII(f) = O(R!I(f)?). Hint: First, reduce the probability of error by repeating
the randomized protocol O(R!!(f)) times. Then, choose a specific random string for a
deterministic simulation.

4. Determine R!l(eq).
We now turn our attention to the case of limited interaction:

Definition 4.23: A k-round protocol is a protocol where on every input there are at
most k alternations between bits sent by Alice and bits sent by Bob. For example, a
two-round protocol is a protocol where Alice sends a message to Bob; Bob sends a
message to Alice; and then Alice sends the output.

The k-round communication complexity of f, denoted D*(f), is the cost of the best
k-round protocol for f, where Alice sends the first message. We use D*5°° to denote the
cost of k-round protocols where Bob sends the first message. We use similar notation
for randomized complexity (R (f)), distributional complexity (D**(f)), and so forth.

49



ADVANCED TOPICS

It turns out that for any k, there are cases where restricting the number of rounds to
k increases the communication complexity exponentially relative to even k + 1-round
protocols. Proving such gaps for a certain function g consists of two parts: an upper
bound on the k+ 1-round complexity of g, and a lower bound on its k-round complexity.
The general technique used to prove such lower bounds proceeds by transforming any k-
round protocol for g into a k — 1-round protocol for some “restricted” case f of g, which
by induction is known not to have efficient k — 1-round protocols. The base case for
this induction is one-round protocols, which, as we saw, are typically easier to handle.
A transformation as described above can be done by arguing that the first message sent
in the k-round protocol (for g) could not have conveyed too much information about
f, and thus in the converted k — 1-round protocol, the parties will simply skip the
first round of communication. A general scenario where this can be done is given in
Theorem 4.26.

Definition 4.24: Let f(x, y) be a Boolean function on domain X x Y. The two-party
communication problem f*" is as follows: Alice gets m strings x,, ..., X, € X; Bob
gets an integeri € {1,...,m} and a string y € Y. Their aim is to compute f(x;, y).

Exercise 4.25: Recall the definition of f™ (Section 4.1). Prove that, for all k and m,
DK(f) < D¥( ™) < D¥(f™) < m- DX(f).

Consider a k-round protocol for computing f*”. Intuitively, since Alice does not
know i, she cannot know which x; to speak about in her first message — and as long
as she sends o(m) bits in this message, she gives very little information on the right
x;. Thus, her first message can be skipped. This can be proven in the most clean and
general way for public coin, randomized protocols. All randomized protocols in this

section are in the public coin model, but for brevity we will simply use R* instead of
Rk' pub.

Theorem 4.26: Let f be any function. Then,

k( pom . R1Bob(f)
RE(f™) 2 min { 100logm” 10logm }

In the proof of this theorem we will go back and forth between randomized and distri-
butional complexities. We should observe that just like in the proof of Theorem 3.20, the
k-round randomized complexity is exactly equal to the maximum over all distributions
of the distributional k-round complexity (the same proof works).

We use the following notation: For a distribution D on a set X, denote by D™ the
distribution on X™ obtained by choosing independently foreach 1 < i < m, an element
x; € X according to the distribution D. For a set S, denote the density of S according
to the distribution D (that is Pr[x € S]if x is chosen according to D) by Prp[S]. If D is
a joint distribution on X; x X;, we denote the conditional probability of event E given
a fixed choice of x; by Prp[E|x:].
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Definition 4.27: Let D be a distribution on X, let S € X™ and leti (1 <i < m) be
an index. The index i is free in S (relative to D) if there exist x|, ..., x;_y € X and a
set G C X such that

1. Prp[G] = 0.9.

2. Forevery g € G there exists Xiy|, ..., Xm SUChthat (X1, ..., Xi_1, 8, Xix1,--.,Xm) € S.

Intuitively, i is free in S if S has little information on x;, even given xy, ..., Xi_1.
The following lemma states that if S is large, then it must have little information on
one of the indices.

Lemma 4.28: Let D be any distribution on X, and let S C X™ such that for all
1 <i <m,iisnotfreein S, then Prp-[S] < 0.9™.

PROOF: The proof is by induction on m. For m = 1, since 1 is not free in S, then
Prp[S] < 0.9 (otherwise, S itself can serve as the set G in the definition). Assume
the lemma holds for m — 1, and prove it for m: Let A be the set of all x; € X that
have an extension in S. Since 1 is not free in S, Prp[A] < 0.9. For every x € A define
Sy = {(x2, ..., xm)|(x, X2, ..., x,,) € S}. By the definition of D™,

Pr(§] = 2; Prix] Pr [S.].
By the fact that S has no free index, it follows that for all x € A, the set S, has no free
index. By the induction hypothesis, Prp»-1[S,] < 0.9"~!. Thus

m—1 m
EE[S] < f[’)r[A] 0.9 < 0.9™,

as needed. ]

PROOF (OF THEOREM 4.26): Let P be a k-round randomized protocol for f*" that
achieves R*(f*™). We first reduce the probability of error of the protocol P for f*”
(by using Exercise 3.4) to 4(+m. This results in a new protocol P’ whose communication
complexity is larger by at most a factor of 10 log m than the communication complexity
of P. Hence, if P’ has communication complexity of more than m /10, then the com-
plexity of P is at least m /(100 log m) and we are done. Assume that this is not the case;
that is, at most m /10 bits are exchanged by P’.

For any distribution D on X x Y we will construct a deterministic k — 1-round
protocol for f that errs on at most ¢ = 0.15 of the inputs weighted according to the
distribution D. The number of bits exchanged by the protocol will be the same as the
number of bits exchanged in P’. Since we do this for all D, a randomized protocol for
f follows as in Theorem 3.20, and the theorem follows.

Define a distribution D* on X™ x Y x {1,...,m} of inputs for f*" as follows:
Choose (independently) m pairs (x;, y;) according to the distribution D, and an index
i uniformly at random in {1,...,m}. Set y = y; (and throw away all other y;s).
Let P* be a deterministic protocol for f*" that errs on a fraction of at most ﬁ of
the input weighted by the distribution D* (such a protocol is obtained from P’ using
Theorem 3.20, and its communication complexity is the same).
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Claim 4.29: There exists a set S € X™ such that

1. Forall (xy,...,x,) € S Alice’s first message in P* is the same, call it «.
2. Prpn[S] > 0.9™.

3. Forall (x1,...,xm) € S :Prp«[P*errs| (x1,...,xm)] < 2(+m.

PROOF (OF CLAIM 4.29): Consider the set T of (x, ..., x,) € X" that satisfy

1
Pr[P* errs e Xm)] < —.
Pr{P™ errs | (x; Xm)l = 5o
Using the Markov inequality we see that Prp-[T] > % (the distribution D* induced on
X™ is simply D™). Since the first message contains at most {5 bits it partitions T into
at most 27 sets. Let S be the subset of T that has maximum weight, its weight is at
least Prpn[S] > 222lll > 0.9™. O
We now proceed with the proof of the theorem. Let S be the set guaranteed by
Claim 4.29, let i be a free index in S as guaranteed by Lemma 4.28, and let xy, ..., x;_;
and G be as guaranteed by the definition of i being free. Following is a k — 1-round
protocol for f on input (x, y):

e Alice, given x, constructs an input for P* as follows: If x € G, then she picks a sequence
(x1,...,Xn) € Sthatstarts with xj, ..., x;_1, x. Such a sequence exists by the definition
of i being free. If x & G, then Alice picks an arbitrary sequence.

e Bob, given y, takes (y, i) as his input for P*, where i is the free index in S.

e The two players run the protocol P*, but skip the first round of communication, instead
assuming that the first message sent is «.

The number of bits exchanged in the above protocol is exactly as in P* (and P’). That
is, 10logm - R*(f*™). It remains to show that this protocol errs in computing f with
probability at most 0.15 when (x, y) is chosen according to the distribution D. Let us
call the distribution on X” x Y x {1, ..., m} induced by D, in the above construction,
D’. The probability that our protocol errs when (x, y) is chosen according to D is given
by

I;;[P* errs] < I;r[x ¢ G+ II’);[P* errs | x € G).
The first term is bounded from above by Tlé (by the definition of G). To bound the

second term we observe that for any x € G, the sequence x;, ..., x,, is in S, and thus
satisfies (by the definition of S):

* <
g{[P errs [(xy, ..., Xm)] < T

Now notice that the distribution D’ conditioned on x, ..., X,, is very similar to the
distribution D* under the same conditioning. The only difference is that in D*, i is
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chosen at random, whereas in D’ it is fixed deterministically (in both cases y is chosen
such that (x;, y) is distributed according to D). Thus,

PDIr[P* errs [{(x1, ..., Xx,)] = g{[’P* errs |(xy, ..., X,) and i]
< mPrPerrs [(x1, ..., Xn)]
1
< AN
~— 20

where the first inequality uses the fact that in D* the index i is distributed uniformly.
Thus the total probability of error is at most 15 + 5 = 0.15, which completes the proof
of the theorem. a

» Example 4.30: For any k define the tree problem, 7, as follows: Consider the complete
n-ary tree of depth k. A labeling of the tree assigns to each leaf a bit, and to each internal
node a number in {1, ..., n}. An input to the tree problem is a particular labeling of the
tree, where Bob gets as his input the labels of all nodes in odd levels (where the root is
level 1), and Alice gets as her input all the labels of nodes in even levels. The labels of
the internal nodes define in a natural way a path from the root to a leaf (the label of each
internal node is viewed as a pointer to one of its children), and the output of 7} on this
labeling is the label of the leaf reached by this path. Note that the input size N is © (n*).

A k-round protocol for T, with Bob starting, proceeds by the parties simply follow-
ing the path together, and each party sending the label of the node just reached. Thus
RkBob(T) < D*B°%(T,) < klogn. On the other hand, to get a lower bound for the
k-round complexity where Alice speaks first, notice that T is, by definition, exactly
(Ti—1)*" (with the roles of Alice and Bob in T;_; reversed). We get R'(T}) = Q(n)
from Exercise 4.20 and thus by induction, using Theorem 4.26, we get that D*(T}) >
R¥(Ty) = Q(n/logt ! n).

Exercise 4.31: Forany k define the pointer jumping function, ry,, as follows: The inputis
a 2n-vertex directed graph of out-degree 1. Bob holds the outgoing edges from vertices
1,...,n of the graph, and Alice holds the outgoing edges from vertices n+ 1,...,2n
(that is ®(n log n) bits each). The value of Py is the least significant bit of the k-th vertex
reached by following the path starting at vertex 1. Use a reduction from T} to show that
R¥(Pax) = Q(n'/ % /log*~" n). In contrast, note that D¥:B%(py,) < k log n.

Exercise 4.32: Show that A¥(py) < R*~1:890(py,) = O(2/%27).

4.3. Asymmetric Communication

All our treatment of communication complexity so far has only counted the total number
of bits exchanged during the execution of the protocol. We have not made a distinction
between the number of bits sent by Alice and the number of bits sent by Bob. This
distinction is important in certain applications and is particularly natural to consider in
cases where one of the players has a much larger input size than the other.
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Definition 4.33: A [k, £]-protocol is a protocol where on every input (x, y) Alice sends
a total of at most k bits and Bob sends a total of at most £ bits.

Exercise 4.34: Prove that each of the functions eq, 6T, Ip, and bisshas an [ + 1,5 + 1]-
protocol. In contrast, prove that for some constant ¢, most functions f: {0, 1}" x {0,1}" —
{0,1} do not have an [n - c log n,n — ¢ log n}-protocol.

Consider the lower bound techniques we have seen so far. The reader can verify that
both the rank method and the rectangle size method (and its special case — the fooling
set method) are not sufficient to distinguish between bits sent by Bob and those sent
by Alice. The round-by-round technique (Section 4.2) can naturally be applied while
preserving this distinction but usually gives rather weak lower bounds. What we show
here is that an extension of the rectangle size technique, which takes into account the
lengths and widths of the rectangles (and not only their sizes), leads to better bounds.

Definition 4.35: A function f is (u, v)-rich if at least v of the columns of the matrix
M contain at least u 1-entries each.

In Figure 4.1, a (6, 5)-rich function is exhibited (the 5 “rich” columns are the 1st,
2nd, 4th, 7th, and 8th). Note that the definition of richness is asymmetric in the sense
that rows and columns play different roles. This allows giving different costs to bits sent
by Alice and bits sent by Bob. Definition 4.35 is formulated in a way that is appropriate
in cases where Bob has a larger input than Alice. The next lemma shows how to use it.

Lemma 4.36: Let f be (u, v)-rich. If f has an [a, b)-protocol, then f contains a
1-monochromatic rectangle of dimensions at least u/2* x v/2°+%.

PROOF: The proof is by induction on a + b. If a + b = 0, no communication takes
place, hence f must be constant. Since f is (u, v)-rich, it follows that f(x, y) = 1 for
all (x, y) and that its matrix My = A x B satisfies |A| > u and |B| > v.

61110101

10011001

Figure 4.1: A (6, 5)-rich function
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For the induction step, consider two cases depending on the player that sends the
first bit in the protocol. Assume first that Bob sends the first bit. Let By be the inputs for
which he sends 0, and B, be the inputs for which he sends 1. Let f; be the restriction
of fto A x By and let f; be the restriction of f to A x Bj. Note that either f; or
f1is (u, v/2)-rich (because each of the v columns guaranteed by f being (u, v)-rich
belongs to either By or B) and that both functions have an [a, b— 1]-protocol. Therefore,
either f; or f contains, by the induction hypothesis, a 1-monochromatic rectangle of
dimensions

u v/2 u v

9a X a+b—1 = 9a X a+b’
2 2 2 2

as needed.

The second case is where Alice sends the first bit in the protocol. Let Ay, A;, fy, and
f1 be defined analogously. A simple averaging argument shows that either f; or f; is
(u/2, v/2)-rich (because each of the v columns guaranteed by f being (u, v)-rich has
at least u /2 of its 1-entries in either Ag or A;). Also, both f, and f| have an [a — 1, b]-
protocol, so by the induction hypothesis, either f; or f; contains a 1-monochromatic
rectangle of dimensions at least

u/2 v/2 u v

X ——— = — X ——
2a-1 2a—1+b Qa Qa+b ’

as needed. O

Exercise 4.37: Let fbe a (u,v)-rich function. If f has an [a, b]-randomized protocol with
one-sided error ¢, then f contains a 1-monochromatic rectangle of dimensions at least
15—8 55 X ‘2;5 27‘15 Hint: Fix the random coin tosses of the protocol in an appropriate way.
Then, use Lemma 4.36.

» Example 4.38: For a vector x in Z7 and y a vector subspace of Z7 (that is, x is given by
n bits and y by n? bits, for example, by specifying a basis of the subspace), let SPAN(x, y)
be 1 iff x belongs to the subspace y. Clearly the problem can be solved by letting Alice
send n bits (her input) to Bob We show that any attempt to reduce the number of bits
she sends essentially implies that Bob needs to send his input (which is much longer).
More precisely, in every [k, £]-protocol for SPAN, either k = 2 (n) or £ = Q(n?). For the
proof, assume that y is of dimension exactly n/2 and is given by its basis. We show that

1. SPAN does not contain a 2"/ x 2"'/% 1-monochromatic rectangle, and
2. SPAN is (272, 27"/4)-rich.

By Lemma 4.36, the combination of (1) and (2) implies that there is no [, % -5k

protocol for SPAN.

For (1), consider a 1-monochromatic rectangle R with at least 27/3 rows. Note that
any 2"/3 vectors span a subspace of Z} of dimension at least n/3 and that this subspace,
V, is contained in any subspace y that is a column of the rectangle R. The number of such
ys (which are subspaces of dimension n/2) is bounded from above by the number of
ways to choose an additional n/6 basis elements for V, which is at most (27)"/6 = 2n"/6,
as needed.
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For (2), notice that every subspace of Z} of dimension exactly n/2 contains exactly
2"/2 vectors and that there are at least 27"/4 subspaces of dimension n/2. To see this,
we count the number of ways to choose a basis for such a subspace (that is, to choose
n/2 independent vectors). There are 2" — 1 possibilities to choose the first basis element
(different from 6), 2" — 2 to choose the second, 2" — 4 to choose the third and so forth.
Also note that each basis is chosen this way 3! times. Hence the number of bases
is (H,’fﬁ,_l(?‘ — 2/))/%!. Each subspace has many bases. By a similar argument, the
number of bases for a single subspace is ([]//5 ' (2*/2 —2'))/%!. Hence the total number
of subspaces is:

n/2—1

n/2-1 i n i
Hi=0 (2n -2 ) _ 2" — 21' > H 27!/2 — 2"2/4’
i=0

AT UL

n/2—1

as needed.

Exercise 4.39: Let bisy, , be the disjointness function where Alice’s set is of size k and
Bob’s set is of size ¢ (both sets are subsets of {1, ..., n}). Assume k < ¢ < n. Prove that
there exists a [O(k log ¢£), O(k log n)] protocol for pisyk .. Prove also that if there exists an
[a, b]-protocol for pisyk , where a = o(k log ¢), then b = g1-o(1),

4.4. Pseudorandomness

While discussing distributional communication complexity we assumed that inputs for
the protocol are chosen according to some arbitrary probability distribution on X x Y.
It is sometimes beneficial to consider more restricted ways of generating inputs. A
particular generation method we will be interested in is by using some (carefully chosen)
function g, which on input z outputs pairs (x, y). Hence, any probability distribution
on the zs induces a probability distribution on X x Y.

Definition 4.40: A function g : {0, 1} — {0, 1}" x {0, 1}" is a pseudorandom gener-
ator for communication complexity ¢ with parameter ¢ if for every two-party determin-
istic protocol P of at most c bits of communication

|[Pr[P(x, y) outputs 1] — Pr[P(g(z)) outputs 1]| < ¢,
where x and y are chosen uniformly and independently in {0, 1}", and z is chosen

uniformly in {0, 1}™.

Intuitively, this says that there is no way to “distinguish” between truly random
inputs and those that are generated by g, by using only c bits of communication. For
m = 2n (and any c and &) it is trivial to get such a generator (the identity function).

Exercise 4.41: Prove thatif gis a pseudorandom generator,thenm > n+ ¢ + log(1 — ¢).

A nearly optimal construction is presented below. For a graph H = (V, E), let Ay
be its incidence matrix (that is, an n x n matrix where the rows and columns correspond
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to the vertices of H, and the (u, v) entry of the matrix contains 1 if (4, v) € E and 0
otherwise). A parameter of interest is A, the second largest eigenvalue of the matrix Ay
(its interest comes from the close relation it has with the so-called “expansion” property
of H). We will use a certain type of graphs, called Ramanujan graphs. These are D-
regular graphs, for which it is known that A = 6(~/D) [Lubotzky, Philips, and Sarnak
1986]. Finally, a standard inequality (see, for example, [Alon and Spencer 1992, page
122]) says that for every D-regular graph H = (V, E), with second largest eigenvalue
A, and for every two subsets of vertices S, T C V

ES. DI ISIITI| _ &

|E| IVIIVI| ~— D’

where E(S, T) denotes the number of edges with one vertex in S and the other in T'.
We are now ready to present the generator.
The Generator: Let H = (V, E) be a D-regular (D = 2¢) Ramanujan graph with
N = 2" nodes. The input to the generator g is a name of a (directed) edge in E, and the
two outputs are the two vertices of the edge. Thus g accepts an m = n + d bit string (n
bits to specify a vertex, and d bits to specify one of its neighbors) and produces two n
bit strings.

4.1

Theorem 4.42: The function g described above is a pseudorandom generator for com-
munication complexity c = (d — log A)/2, with parameter ¢ = 2™°.

PROOF: Consider any protocol P that uses ¢ bits of communication. Recall, that such
a protocol partitions the inputs into at most 2° monochromatic rectangles, say S; x T;.
Let I be the set of these rectangles on which P outputs 1. Consider a specific rectangle
S; x T;, for i € I. The probability of getting a pair (x, y) in this rectangle in a truly
random choice is exactly J|SV|| % The probability of getting a pair in this rectangle as
the output of the generator is the probability of having an edge whose first vertex is in
S; and the other is in 7;. That is, 'E(fTT” Therefore, we get

|[Pr[P(x, y) outputs 1] — Pr[P(g(z)) outputs 1]|

_ |y ISHnl g EG T
< V| V] H

iel

S |ISHIT1EGL T ‘
= | VIv] |E]
< 2. i
(by Equation (4.1)). This, by the choice of c, is at most 27¢. m]

Note that although the definition requires that c-bit deterministic protocols will not
be able to distinguish between truly random inputs and inputs generated by g, it actually
says more. Consider c-bit randomized protocols in the public coin model (where now the
probability of a protocol to output 1 is taken also on the random bits). Such protocols can
be viewed as a collection of deterministic protocols, by fixing the random input to each

57




ADVANCED TOPICS

possible value (in fact this is the way Definition 3.12 is formalized). Because the genera-
tor is good for any deterministic protocol, we get that it is good against such randomized
protocols. Obviously, this implies that randomized protocols in the standard (private
coin) model cannot distinguish between random inputs and inputs generated by g.

4.5. Reductions and Complexity Classes

It is possible to categorize different communication problems into a “complexity hi-
erarchy” similar to the one known in computational complexity. For this purpose, we
consider communication complexity of polylog(n) as “efficient”, and for each com-
plexity measure we define a corresponding complexity class. In particular,

P = {f: D(f) = polylog(n)},
NP = {f: N'(f) = polylog(n)},
coNP* = {f : N°(f) = polylog(n)},
BPP* = {f : R(f) = polylog(n)},

and
RP* = {f:R'(f) = polylog(n)}.

Formally, for these definitions to make sense, f is actually a sequence of functions on
different input lengths. That is, f = {f, : {0, 1}"x{0, 1}* — {0, 1}}. We emphasize
that the correspondence between the names of these complexity classes and the names
of computational complexity classes only reflects the view that polylog(n) communica-
tion is “efficient.” The implications that we get about these communication complexity
classes have nothing to do with the corresponding classes in computational complexity.
We have already seen various relationships among these classes. For example, The-
orem 2.11 says in this terminology that P = NP N coNP*. Example 2.5 (the
function EQ) shows that P # coNP*‘ and also NP # coNP*. Example 3.5 (again,
the function EQ) shows that P“ # RP° and Example 3.22 (the function DISJ) shows
that BPP““\coNP*‘ # . A natural thing to do is to define notions such as reducibility
and completeness:

Definition 4.43: A function f is reducible to a function g (denote f < g) if there exist
m = polylog(n) and a pair of functions h,:{0,1}" — {0, 1}*" and h,: {0, 1}* —
{0, 1}*" such that f(x,y) =1 & g(h.(x), h,(y)) = 1. For a class C, the function g
is C-complete, if g € C and if every f € C is reducible to g.

The notions of reducibility and completeness defined above have the same properties
that they have in other contexts. For example:

Exercise 4.44: (1) Prove that “<” is a transitive relation. Thatiis, if f, < Hand % < f,
then f; < f3. (2) Prove thatif f < gand g € P, then also f € P,
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» Example 4.45: We show that DISJ is coNP‘-complete. Clearly, DISJ € coNP‘ because
NO(pisy) = O(logn) (on input (x, y), Alice guesses an element of x that is in the
intersection and sends it to Bob, who verifies that this element belongs to y). Now let f
be any function in coNP°“. This means that N %fr=m= polylog(n) or, alternatively,
that there is a cover of the Os of f using 2™ rectangles. Therefore, we take A, (x) to be the
set of O-rectangles that x belongs to (represented by a 2”-bit characteristic vector) and
similarly h,(y) to be the set of O-rectangles that y belongs to. Obviously, f(x,y) =0
iff h,(x) and h,(y) intersect, or f(x, y) = L iff DISI(h,(x), hy(y)) = 1.

Exercise 4.46: Prove that, for every fixed k, the tree problem T, (Example 4.30) is
complete for the class C = { f: D* Bo®(f) = polylog(n)}.

We can further extend the definitions of complexity classes and define the analogs
of the polynomial hierarchy: Let " be the set of all functions that are 1 on some
rectangle R and 0 otherwise. [ = co Y ". Now, define

Z {f | f Vzpolylag(ﬂ) fl, f] e H::il }
and

IT* {f | F=NZ" 5 fJGfol}-

Exercise 4.47: (1) Prove that 3_§° = NP°. (2) Prove that 55° # H €. (3) Prove that
BPP®® c 3°2° n [15°. (4) Find complete problems for "¢ and [T,

Open Problem 4.48: Is 5 2¢ = [[5°?

4.6. The Disjointness Function

In this section we study the disjointness function, DISJ. We prove a property of this
function (Lemma 4.49) that is used (in Example 3.22) to show that the distributional
communication complexity of DISJ, and hence its randomized communication com-
plexity, is linear. These bounds are very strong and useful (see also, Example 2.19 and
Section 5.2). Therefore we provide a detailed proof of this result.

Let n = 4£ — 1 (for some integer £). We define a probability distribution p(x, y) by
describing an algorithm 4 for producing pairs (x, y):

Choose a random partition T = (T;, T3, {i}) of {1, ..., n} into three disjoint sets
suchthat|T;| = |T;| = 2¢—1.Choose atrandomsets x C TyU{i}and y C T,U{i}
such that [x| = |y| = £. Output (x, y).
Denote
A={(x,y):u(x,y)>0andx Ny = @}
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and
B={(x,y):u(x,y)>0andx Ny # @}

Note that if (x, y) € B then x Ny = {i} (in particular, |x N y| = 1). It is convenient
to think of w in the above manner although it can be noted, by a symmetry argument,
that A is simply all pairs (x, y) such that |[x| = |y| = £ and the intersection is empty
(each such pair with the same probability) and similarly B is all pairs (x, y) such that
|x| = |y| = £ and the intersection is of size 1 (again, each such pair with the same
probability). We will prove the following lemma:

Lemma 4.49: Let A, B and u be as above. Let R = C x D be any rectangle. Then,
w(BNR)>a-u(ANR)—27%", for some constants a, 8 > 0.

In other words, in any rectangle the weight of B-elements is at least some linear
function of the weight of A-elements. Clearly, there are rectangles containing only A-
elements and no B-elements, but the lemma says that these rectangles must be “small”
(that is, of weight at most 27%" /&). For a given partition T = (T}, T3, {i}), we define

Row(T) =Pr[x € C|T] Col(T) =Pr[y e D|T]
Rowo(T) =Prix e C|T,i & x] Coly(T) =Prlye D|T,i ¢ y]
Row (T) =Pr[x e C|T,i € x] Col((T) =Prlye D|T,i € y]

where the probabilities are those induced by the algorithm 4. The following are basic
observations:

1. Pr[i € x|T] = ¢/2¢ = 1/2. Therefore, for any partition T the probability of getting
(x, y) that are not disjoint is simply Pr[i € x | T]-Pr[i € y|T] = 1/4. Hence, u(B) =
Pr[(x,y) € B] =1/4.

2. Since Pr[i € x | T] = 1/2 we also get Row(T) = (Rowy(T) + Row(T))/2 and simi-
larly Col(T') = (Coly(T') + Coly(T))/2.

3. Let T = (T, T, {i}) and T' = (T, T, {i'}) be two partitions such that T, = T,.
Then, Coly(T) = Coly(T’) and Row(T) = Row(T"’) (because in such a case T; U {i} =
T/ U {i'}). Similarly, if T and T' are such that T = T, then Row((T) = Row(T") and
Col(T) = Col(T").

4. Forall T, E[Row(T) | T»] = E[Row(T') | T»] (where the expectation is taken uniformly
over all partitions T with the given T,). Note that for a specific T we may have Rowy(T') #
Row(T) but here we take the average over all partitions T with the same T,. The reason
for the above equality is that we get the same distribution of xs if we choose x at random

in {1, ...,n}\T; or if we first choose i ¢ T, at random and then choose x at random in
{1,...,n}\(T> U {i}). In particular, in both cases we have the same probability to get
x eC.

We need a few more definitions. We say that a partition T is x-bad if Row,(T) <
Row(T)/3 —27%" and is y-bad if Col,(T) < Coly(T)/3 —27". We say that T is bad
if it is either x-bad or y-bad. Let Bad,(T), Bad,(T), and Bad(T') be random variables
taking the value 1 if T is x-bad, y-bad, and bad (respectively) and O otherwise. The
following technical claim gives a bound on the probability of bad partitions.
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Claim 4.50: For all T,, Pr[Bad,(T) = 1| T;] < 1/5. (Symmetrically, for all T|, we
have Pr[Bad,(T) = 1| T\] < 1/5.)

Suppose that the above claim is true. We show how to use it to prove Lemma 4.49
and only then we will provide the proof of the claim. The next claim says that the
“contribution” of good partitions to the random variable Row (7T )Coly(T') is significant.

Claim 4.51: E[Rowy(T)Coly(T)(1 — Bad(T))] > %E[ROW()(T)COI()(T)].

PROOF: We need to prove E[Row, (T )Coly(T)Bad(T)] < 2E[Row,(T)Coly(T)]. Be-
cause Bad(T) < Bad,(T') + Bad,(T), it is enough to prove that

E[Row(T)Coly(T)Bad,(T)] < %E[ROWO(T)COIO(T)].

A symmetric argument will show that this is also true with Bad, instead of Bad,. By
Observation 3 above, if we look at all the partitions with some fixed 7, then both
Row(T') and Coly(T) are fixed to some values rr, and cr, (respectively). Therefore it
is sufficient to prove for each T, separately.

E[Row (T )Coly(T)Bad,(T) | T,]
= cr,E[Rowo(T)Bad,(T) | T»]
< cr,E[2Row(T)Bad,(T) | T»] by Observation 2
= 2cr,rr,E[Bad,(T) | T3]
= 2cr,rr, Pr[Bad, (T) = 1| T3]

< e, by Claim 4.50
= fcnERow(T) | T
= Zcr,E[Row(T) | T1] by Observation 4

= ZE[Rowo(T)Colo(T) | T5],

as desired. ]

To prove Lemma 4.49 we would like to express (A N R) and w(B N R) in terms
of the measures Row, Col, and so forth. We will show

Claim 4.52: u(BN R) = iE[Rowl(T)Coll(T)] and p(ANR) = %E[RowO(T)
Coly(T)].

PROOF: (B N R) can be written as u(B) - w(R | B). By Observation 1, u(B) = 1/4.
To compute (R | B) we need to compute the probability that (x, y) € R given that x
and y intersect. This occurs if and only if both i € x and i € y. Therefore, we need to
compute Y . Pr[T]1Pr[(x,y) € R|T,i € x,i € y]. Now, given T, the choice of x and
the choice of y are independent, so this is the same as

ZPr[T]-Pr[xGCIT,iex,iey]-Pr[yeDlT,iex,iey].
T

Also i € yisirrelevant to x (and i € x is irrelevant to y) so this is the same as

D PrT]-Prlx € C|T,i ex]-Pry € D|T,i € yl.
T
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However, this by definition is simply > ; Pr[T]Row,(T)Col,(T) = E[Row,(T)
Col, (T)].

For the case of (A N R), we first note that the probability over pairs (x, y) obtained
by conditioning on those pairs where x and y are disjoint (in which we can have
i¢x,i¢yorie€x,i¢yori¢x,ie€y)isthesame probability obtained by
conditioningoni ¢ x Ai ¢ y (in both cases, it is the uniform probability on disjoint x
and y such that [x| = |y| = £). With this observation, the proof for this case becomes
similar to the previous one. O

PROOF (OF LEMMA 4.49): By Claim 4.52 we can write:
w(BNR) = iE[Rowl(T)Coll(T)] > iE[Rowl(T)Coll(T)(l — Bad(T))].

Now, if Bad(T) = 1, then the partition T does not contribute anything to the expectation.
On the other hand, when Bad(7') = 0 (that is, T is good), then by the definition of Bad
this expectation is at least

N TC e —

> LIE[Row(T)Colo(T)(1 — Bad(T))] — 2"
> L LE[Row,(T)Colo(T)] — 27" by Claim 4.51
= 1533M(ANR) —27% by Claim 4.52
Set o = 1/135 and the lemma follows. O

PROOF (OF CLAIM 4.50): By Observation 3, all of the partitions with the same 7, have
the same value Row(T'). The easy case is where this value satisfies Row(T) < 27%". In
such a case, using Observation 2, Row,(T) < 2Row(T) < 2 - 279", Therefore,

Rowo(T)/3 —27%" < 0 < Row(T).

Hence, in this case Bad, (T) = 0 and Pr[Bad,(T) = 1 | T,] = 0, and we are done. We
now have to deal with the case where Row(T) > 27%". Denote

S={x:xeC, |x|=¢xCT U/{i}}.

Then, Row(T) = Pr[x € C|T] = |S|/(%). Fix a partition T = (T}, T3, {i}) and
denote ' = {x:x € C, |x| = £, x € Ti}. Then,

Rowo(T) =Prix e C|T,i ¢ x]
111811 () 18]

SN s e sl

If we choose s uniformly in S, then Pr[i & s] = |S’|/|S| (because the condition x C T
is equivalent to x € T, U {i} Ai ¢ x). Plugging this identity into the above equa-
tion we get Rowy(T) = 2Row(T) Pr[i ¢ s]. A similar argument shows Row,(T) =
2Row(T) Pr[i € s]. Finally, note that if T is x-bad, then, in particular, Row(T) <
Rowy(T)/3,hence by the lastequalities Pr[i € s] < Pr[i & s]/3,thatisPr[i € s] < 1/4.
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Before we continue, let us denote the elements of 7} U {i} by ki, ..., ky, and let
S1, ..., 52 be random variables such that s; = 1 if k; € s and 0 otherwise. Note that
the random variable s is completely determined by the random variables sy, . . ., 53¢ and
that these random variables are not independent (because exactly £ gets the value 1).

We are now ready to deal with the second case. Suppose toward a contradiction that
Pr[Bad,(T) | T;] = 1/5. Given T, the choice of i determines 7. Hence for at least 1/5
of the 2¢ possible values of i (k, ..., ky;) we geta T that is x-bad. For each such value
k;, we proved that Pr[k; € s] < 1/4. Hence, the entropy of the corresponding random
variable s; satisfies H(s;) < H(1/4) < 0.82. The other 4/5 of the random variables
s; clearly satisfy H(s;) < H(1/2) = 1. Also recall that for any two random variables
s1, 82, H(sy, 52) < H(s1) + H(s2). Then,

2 20 8¢
H(s) =H(sy,...,52) < ZH(s,-) < ?H(1/4) + ?H(1/2)
j=1

20 8¢
2082+ 2 — 1.928¢.
= *s

On the other hand, s is uniformly distributed in S. Recall that we proved that |S| =
Row(T)(?%) and that we are now handling the case where Row(T) > 27" (and that

n =4£ — 1). We get,
2¢
H(s) =log|S| > log (( . )2-“")

which, using standard estimates of binomial coefficients, is larger (for some constant
A) than

22( s f
1 —=2"" ) =20 —6(4L — 1) —log AVl = £(2 — 45 — o(1)).
Og()“/z ) (4 — 1) —logAv'E = £( o(1))

Combining all these together we get that
(2—45—o(1))¢ < H(s) <1.928¢.

If we pick § to be small enough this is a contradiction (to the assumption that the
probability is greater than 1/5) a

The analysis given here for the function DisJ was already used in Example 3.22
(to determine the distributional and randomized communication complexity of DISJ)
and in Example 2.19 (to show a large gap between the rank lower bound and the
communication complexity). Note that the distribution @ used in the proof is not a
rectangular distribution (in the sense of Definition 3.24). Hence, this proof does not
contradict Exercise 3.25.

4.7. Communication with Partial Information

The problems we have considered so far have all required Alice and Bob to compute
the value f(x, y) for every possible pair (x, y). In this section we consider the situation
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where not all pairs are possible. That is, where the players have some partial information
on what the input pair might be. At this point even the problem of just sending the value
of x from Alice to Bob is not trivial. Information Theory deals with this type of questions
when communication is noninteractive. That is, the information should be delivered
using a single message from Alice to Bob. However, modern communication systems
allow interaction and hence may allow much more efficient communication.

This scenario is formalized as follows: There is some set of possible inputs S <
X x Y. Alice holds a value x € X, Bob holds y € Y, and these values are such that
(x,y) € S. The goal is for Bob to get the value of x. Note that there is a difference
between this setting and the usual setting that we have discussed so far. Here the
communication should enable Bob to learn what x is (using its knowledge of y) but an
observer cannot necessarily determine what x is by just viewing the communication (nor
it is necessary that Alice get any information about y). If we insist that x is determined
by the communication, then clearly at least log, | X | bits must be communicated and no
savings can be made.

» Example 4.53: The NBA problem is the following: Bob Holds y = [z, w], where z, w €
{0, 1}" are two different strings (think about y and z as two NBA teams who played against
each other last night). Alice holds a string x € {0, 1}" that is known to be one of y and
z (think about x as the winning team). She wants to send x to Bob. (Formally, define
S = {(x, [z, w]): z # w, x € {z, w}}.)If Alice wants to send x to Bob using a one-round
(that is, noninteractive), protocol, then she needs to send at least n bits. Otherwise, there
are two strings x and x’ on which Alice sends the same message. If Bob holds the input
[x, x'] he will not be able to distinguish between them (because in both cases his input
is the same and he gets the same message).

On the other hand, if we allow two rounds, then log n + 1 bits are enough: Bob sends
Alice an index i such that z; # w; (such an index exists because z # w), and Alice
answers with x;. Because we are guaranteed that x is one of z, w, then this bit allows
Bob to determine what x is. Hence, there may be an exponential gap between one-round
and two-round protocols (see Section 4.2).

Let us denote by D¥(S) the (deterministic) communication complexity of solving
the problem associated with aset S € X x Y, using a k-round protocol in which Bob is
the last to get a message (by the nonsymmetric nature of the problem it makes no sense
that Bob sends the last message). Similarly, D(S) is the communication complexity
when there is no restriction on the number of rounds.

Exercise 4.54: For every communication problem S, D(S) > log D'(S).

This extends Exercise 4.21 in Section 4.2 It means that an exponential gap is the
maximal possible, and hence the two-round protocol in Example 4.53 is optimal for
that specific S.

Exercise 4.55: Let0 < d < n/2. Let S be the set of all pairs (x,y) such that x,y € {0,1}"
and the Hamming distance between x and y (that is, the number of indices in which x
and y differ) is at most d. Prove that D(S) and D'(S) are both ©(log ().
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To analyze the rounds complexity associated with a problem S, define a hypergraph
Gs = (V, E) as follows: The vertices are the elements of X, and for every y € Y
there is a hyperedge e, = {x : (x, y) € S}. A coloring of G with c colors is a function
¥:V — {1,..., c} such that for every hyperedge e € E the vertices have different
colors (that is, for all v € e, the values ¥ (v) are distinct). The chromatic number of
Gs, denoted x (Gyg), is the minimal value ¢ for which a coloring exists. The degree of
G, denoted d(Gy), is the size (number of vertices) of the maximal hyperedge.

Exercise 4.56: For every communication problem S, D'(S) = [log x(Gg)]. (This ex-
tends Exercise 4.18.)

Exercise 4.57: For every communication problem S, D(S) > log (d(Gs))-

For studying the two-round complexity, we need the following claim that guarantees
the existence of a certain family of functions (sometime called “hash functions”).

Claim 4.58: Let m and t be any two integers. There exist constants ¢, and c;, and a
Jamily of k = c,t Inm functions, H,, ,, such that (1) every function h € H,, , goes from
{1,....,m}to{l,..., p}, where p = c1t?, and (2) for every subset A C {1, ..., m} of
size at most t, at least half of the functions in H,,, are 1 — 1 over A.

PROOF: The proof is by a probabilistic argument. Choose k such functions at random
(that is, the value of each 4 on each element of {1, ..., m} is chosen at random in
{1, ..., p} independently of all other choices). For a fixed set A of size at most 7, the
probability that a random function 4 is 1 — 1 is at least 1 - P;—‘ ces f%“ >(1-14)=
a- ;}—,)‘ , which for an appropriate choice of ¢, is at least 3/4. Now, if k random
functions k4, ..., hy are chosen, define random variables Z; tobe 1if #;is 1 — 1 over A
and 0 otherwise. By the above, E[Z;] > 3/4. The probability that at least 1/2 of them
are 1 — 1 over A is just the probability that Zf;l Z; > k/2, which, using the Chernoff
inequality, is at most e=%®_ Finally, the probability that there exists a set A for which
less than half of the functions are 1 — 1 is bounded by the number of such sets which
is m°® times e~°®. By an appropriate choice of c,, this product is smaller than 1,
which implies the existence of a family H,, , as required. a

We now use this claim to prove that two-round protocols are optimal (up to constants).
This is in contrast to the regular scenario, of computing a function f(x, y), where we
proved that for every k, k + 1-round protocols may be much more efficient than k-round
protocols (Section 4.2).

Lemma 4.59: For every communication problem S, D*(S) = O(D(S)).

PROOF: We present a two-round protocol for the communication problem S. This pro-
tocol uses the hypergraph Gg. Fix a coloring ¥ of G with x(Gs) colors, and fix a
family of functions H = H,g,).4(Gs), as guaranteed by Claim 4.58. Bob considers the
edge e,, which determines all possible xs that Alice may hold. He chooses a function
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h € H suchthatk is 1 — 1 on the colors of the vertices in e, and sends its name to Alice.
Such an 4 exists by the properties of H and since the size of e, is at most d(Gs). Due
to the size of H this requires O (logd(Gs) +loglog x (Gs)) bits. Alice sends the value
h(y¥(x)), which is O(log d(Gys)) bits long. Since A is 1 — 1 on the colors of vertices in
e,, Bob can determine from A(y (x)) what v (x) is and, by ¥ being a legal coloring,
what x is. The total number of bits transmitted is O (log d(G 5)+log log x (Gs)). Finally
note that, by Exercise 4.57 D(S) > logd(G5s) and, by combining Exercise 4.56 with
Exercise 4.54, D(S) > loglog x(Gs). All together we get that D*(S) = O(D(S)). O

Now consider the direct-sum version of this problem (see Section 4.1): Alice is given
x',...,x%", Bobisgiveny!, ..., y®suchthatforalli, (x’, y') € S. The communication
problem S¢ is for Bob to get from Alice the values x', . .., x¢. The naive approach for
doing so is by solving the problem independently for each of the £ instances (x’, y’). The
cost of this (using the above protocol) is D*(5%) = O(£-logd(Gs)+£-loglog x (Gy5)).
In what follows we show that sometimes a savings can be obtained.

Lemma 4.60: For every communication problem S,

D*(S8%) = O(£ -logd(Gs) + log £ - loglog x (Gs)).

PROOF: The idea is to use a protocol similar to the one presented in the proof of
Lemma 4.59, but instead of using a different 4 for each instance the players “recycle”
the hs. This uses the fact that not only does H contain a function that is 1 — 1 on the
colors of vertices in e, but that at least half of the functions have this property.

Bob considers the colors of vertices in each of the edges e, ..., e,. For each of
them, half of the functions in H are 1 — 1. Hence there exists a function #; € H that
is 1 — 1 for at least half of e, ..., ey,c. Now Bob considers the remaining half of the
hyperedges for which 4, is not 1 —1 (there might be less than half but this can only help).
He finds a function 4, € H thatis 1 — 1 for at least half of those hyperedges and so forth.
This way Bob finds O (log £) functions such that for every hyperedge e,. at least one of
the functions, denoted & ;, is 1 — 1. Moreover, each 4 ; is “responsible” for 1/ 2/ of the
hyperedges. Now Bob sends the names of these functions to Alice (O (log £(log d(Gs)+
loglog x (G5))) bits). In addition, for each i, Bob tells Alice which function in the list
should be used on e, (that is, j(i)). The obvious way for doing this is by sending
O (£ loglog £) bits. However, because 4, is good for % of the hyperedges, 4, is good for
ﬁ of the hyperedges, and so forth, then, by using a better coding, O () bits are enough
(for example, if we encode h; by a string of i 1s, then the total communication is of
size ij:“l"g o f— -i = O(¢)). Finally, in the second round, Alice sends for every i the
value & ) (¥ (x')), which as before enables Bob to determine what x' is. This requires
O(Llogd(Gy)) bits. All together the protocol has the desired complexity. ]

» Example 4.61: Consider the NBA communication problem S considered in Exam-
ple 4.53. Let G be the corresponding hypergraph. Observe that x (Gs) = 2" (because
every two vertices have a common edge) and that d(Gs) = 2. Hence D(S®) in this case
is O (£ + log £ log n), which is better than the O (£ log n) bound that can be obtained just
by repeating ¢ times the protocol for S.

66



4.8. BIBLIOGRAPHIC NOTES

4.8. Bibliographic Notes

The direct-sum question with respect to communication complexity was raised in the
work of [Karchmer, Raz, and Wigderson 1991]. First results were obtained by [Feder
et al. 1991] and then by [Karchmer et al. 1992a]. Related results were achieved by
[Edmonds et al. 1991, Héstad and Wigderson 1993, Impagliazzo, Raz, and Wigderson
1994b, Ahlswede and Cai 1994] and by [Tamm 1995]. Example 4.13 is from [Mehlhorn
and Schmidt 1982]. The direct-sum problem in the randomized case was handled in
[Feder et al. 1991] (which, in fact, presents a somewhat better solution than the one
given here) and in the nondeterministic case in [Feder et al. 1991, Karchmer et al.
1992a]. Lemma 4.15 and Example 4.16 are both due to [Dietzfelbinger, Hromkovic,
and Schnitger 1994].

The issue of rounds versus communication complexity was first discussed in the work
of [Papadimitriou and Sipser 1982]. Their results were later improved by [l§uri§, Galil,
and Schnitger 1984, McGeoch 1986] and [Nisan and Wigderson 1991]. Theorem 4.26,
which is due to the work of [Miltersen et al. 1995], abstracts the technique used in
most of these previous papers. The pointer jumping function PJ (Exercise 4.31) was
the example used in most of the above work, and Example 4.30 is a special case of it.
Randomized one-round communication complexity was discussed in [Ablayev 1993,
Kremer, Nisan, and Ron 1995, Newman and Szegedy 1995]. The model of simultaneous
protocols presented in Exercise 4.22 was considered in [Yao 1979, Kremer et al. 1995]
and the randomized communication complexity of EQ was determined in [Newman and
Szegedy 1996]. Part 3 of Exercise 4.22 is due to [Babal and Kimmel 1996].

The model of asymmetric communication complexity (Section 4.3) was considered
in [Miltersen 1994, Miltersen et al. 1995]. Other lower bounds for asymmetric com-
munication complexity were implicitly proved, using a round-by-round technique, in
Ajtai 1988] and explicitly in [Miltersen 1994, Miltersen et al. 1995].

Pseudorandom generators for communication complexity were introduced (in a more
general setting than what is presented here) in [Impagliazzo, Nisan, and Wigderson
1994a]. The construction of the generator presented here can use any other construction
of regular expanders with A < D.

Classes of communication complexity problems and the notions of reducibility and
completeness were presented by [Babai et al. 1986]. In addition to the classes presented
here, which are due to [Babai et al. 1986], analogues of various other complexity classes
were discussed. In particular, the analogues of the complexity classes FewP and UP
[Karchmeretal. 1992b], of the class PP [Paturi and Simon 1984, Alon et al. 1985], of the
class @ P [Krause and Waack 1991], counting classes [Damm et al. 1992], the class #P
[Meinel and Waack 1994], Arthur—Merlin games [Lam and Ruzzo 1989], and the class
Quantum-P [Yao 1993, Kremer 1995]. For a general treatment of the corresponding
computational complexity classes see, for example, [Papadimitriou 1994].

The distributional (and randomized) communication complexity of the disjointness
function (DISJ) was first handled by [Babai et al. 1986]. Their results were improved in
the work of [Kalyanasundaram and Schnitger 1987]. A simplified proof was presented
by [Razborov 1990a]. His proof is presented in this section.

67



ADVANCED TOPICS

Communication with partial information was extensively studied by [Orlitsky 1990,
Orlitsky 1991a, Orlisky 1992, Orlitsky 1991b, Naor, Orlitsky, and Shor 1993, Zhang
and Xia 1994] and [Alon and Orlitsky 1995] (in these papers the notion Interactive
communication is used). An explicit construction of a family H,, ,, which has the prop-
erties required in Claim 4.58 (with slightly different parameters), appears in [Fredman
1984]. Lemma 4.60 is based on [Feder et al. 1991].

68



PART TWO

Other Models of
Communication






CHAPTER 5

The Communication Complexity of
Relations

In the first part of this book we were interested in computing functions. That is, for
any input (x, y) there was a unique value f(x, y) that Alice and Bob had to compute.
More general types of problems are relations. In this case, on input (x, y) there might
be several values that are valid outputs. Formally,

Definition 5.1: A relation R is a subset R C X x Y x Z. The communication problem
R is the following: Alice is given x € X, Bob is given 'y € Y, and their task is to find
some 7 € Z that satisfies the relation. That is, (x,y, z) € R.

Note that functions are a special case of the above definition, where z is uniquely
defined. Also note that it may be the case that for a certain input pair (x, y) there is no
value z such that (x, y, z) € R. We say that this input is illegal and we assume that it is
never given as an input to Alice and Bob. Alternatively, we can assume that for every
(x, y) there must exist a possible value z. For example, by extending the relation R and
allowing every output z for the illegal pairs (that is, (x, y,z) € R forall z € Z).

The definition of a protocol (Definition 1.1) remains unchanged. The complexity
measures for relations are also simple extensions of the definitions given for functions:

Definition 5.2: A protocol P computes a relation R if for every legal input (x,y) €
X x Y, the protocol reaches a leaf marked by a value z such that (x,y,z) € R. The
deterministic communication complexity of a relation R, denoted D(R), is the number
of bits sent on the worst case input (legal or illegal) by the best protocol that computes
R. Other complexity measures are defined in a similar manner.

Note that the complexity of a protocol is the depth of its tree. An alternative definition
of cost may restrict the tree to legal inputs only. It can be easily seen that the two
possible definitions of cost are equivalent. Also note that measures such as N 1(R)
are not as interesting anymore, since the value “1” has no important role in this case.
Yet, N(R) is still defined and useful. Many of the basic properties of the complexity
measures that were proved for functions hold for relations as well. However, we need
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Figure 5.1: Covering for a relation with monochromatic rectangles

to check carefully before applying any of these properties to relations. For example,
we will see below that the gap between the deterministic communication complexity
and nondeterministic communication complexity of relations may be exponential (as
opposed to at most quadratic in the case of functions (Theorem 2.11)).

The notion of monochromatic rectangles is central to the study of relations as well.
Formally,

Definition 5.3: A x B is a monochromatic rectangle (with respect to relation R) if
there exists a value z such that for every (x, y) € A x B either (x,y,z) € Ror (x,y)
is illegal.

For example, in Figure 5.1 a relation is considered for which X =Y = {0, 1) and
Z = {1,2,3}. A triple (x, y, z) satisfies the relation if the z-th bit of x is different
than the z-th bit of y. The figure shows a partition of X x Y into monochromatic
rectangles (each row in the figure represents x € X, each column represents y € Y,
and the entry (x, y) contains the set of all z such that (x, y, z) € R). Note, for example,
that the upper-right rectangle is monochromatic, because the value 1 is common to all
entries. Also note that the upper-left rectangle is monochromatic, because the value 3
is common for all legal inputs (the pair (000,000) for example is illegal). This partition
corresponds to the protocol in which Alice sends her first bit. Bob outputs 1 if his first
bit is different or “continue” if not. Then Alice sends her second bit and Bob outputs 2
if his second bit is different or otherwise he outputs 3.
As in the case of functions, the following is true:

Proposition 5.4: Any t-bit protocol P that computes the relation R induces a partition
of X x Y into at most 2 monochromatic rectangles.

Asbefore, the main issue is how to prove lower bounds. The following example shows
that the fooling set method and the rectangle size method (Section 1.3), appropriately
modified for the case of relations, may still be useful.

» Example 5.5: We saw that givensets x, y C {1, ..., n}, itis difficult for Alice and Bob
to decide whether these sets are disjoint or not. That is, we proved that the communication
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complexity of the function DISJ is 2 (n) both in the deterministic case (Example 1.23) and
in the randomized case (Example 3.22). Certainly, computing the size of the intersection
can only be more difficult. Consider the approximation variant of this problem. That is,
the relation

n n
R = .Y, - — < n — .
{(xym)||xﬂy| 12_m5|x y|+12}

We will show that D(R) = Q(n) by exhibiting the existence of a large “fooling set.” To
do so, we pick ¢t random subsets Sy, ..., S; of {1, ..., n} and consider the pairs of inputs
(81, 81), ..., (S, S). In each such pair the two sets are disjoint. Hence, Alice and Bob
need to output some value m that is at most n/12. We claim that in a “successful” choice
of the sets no two of these pairs can be in the same monochromatic rectangle. For this, itis
enough to prove that |S; N S;| > n/6 (foralli # j), because this implies that any output
that is at most n/12 is invalid for (S;, S;). Therefore, we now compute the probability
that two random subsets S; and S; of {1, ..., n} have intersection of size at most n/6 (if
§; is a random subset then so is S i). Let Z; be a random variable, which gets the value
1 if k belongs to both S; and S;. Hence, E[Z;] = 1/4. By the Chernoff inequality,

“ " Ze 1
PF[szSH/6 SPTHQ——
par n 4

> | <2e 2" < —

— 12 2en’

1 j' an2? 1

for some constant c. Hence, the probability that |S; N S‘,-l < n/6 for some S;, S‘,, is
smaller than t22=<". For t = 2"/ this probability is smaller than 1. In other words, there
existt = 2™ sets S; such that the pairs (S}, S)), ..., (S;, S;) must all belong to distinct
monochromatic rectangles. That is, D(R) = Q(n).

On the other hand, the randomized communication complexity of R is low; O(1) in
the public coin model, and O (log n) in the private coin model. To see this, let Alice and
Bob pick at random (using the public coin, with no communication) £ = 200 points
in {1, ..., n}. For each of these points Alice sends a bit indicating whether i € x. Bob
computes Z; = 1 if i belongs to both x and y and outputs m = n - Z§=l Z;/¢ (rounded
to the closest integer). The probability that the output is wrong, that is, m is too far from
|x N y| is, by Hoeffding inequality,

¢
Pr[21=121_|xm)’| 1

- i} < 2e~21/12)% _ 7

l n ~ 12

as desired.

Exercise 5.6: For x,y < {0,1}", denote by d(x, y) the Hamming distance between
x and y (that is, the number of indices in that x and y differ). Let R be a relation
consisting of all triples (x, y, m) such that |[m— d(x, y)| < n/3. In other words, computing
R is the problem of approximating the Hamming distance between x and y. Prove that
D(R) = Q(n). (Observe that computing the Hamming distance exactly is as hard as
computing the equality function, eq.)

Many of the relations we will analyze are of the following nature: Alice holds an

input x € X, Bob holds aninput y € Y, and they are looking for an index i such that the
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i-th bit of x is different from the i-th bit of y. The motivation for studying these relations
(as well as explanations for the choice of names for them) will become clear only in
Chapter 10 when we discuss the applications of the results for lower bounds on circuit
depth. One property that we will prove for this type of relation is that the gap between
the deterministic communication complexity and the nondeterministic communication
complexity may be huge. Hence, the fooling set method and the rectangle size method,
that actually give lower bounds for the nondeterministic communication complexity,
cannot yield strong lower bounds. In addition, it is not clear how to generalize the rank
lower bound method (Section 1.4) so as to make it applicable to relations. Hence, we
need to develop new lower bound techniques.

5.1. Basic Examples

We start by giving some upper and lower bounds for simple relations.

» Example 5.7: The universal relation U C {0, 1}" x {0, 1}* x {1, ..., n} consists of all
triples (x, y, i) such thatx; # y; (pairs (x, y) suchthatx = y areillegal). Thecasen = 3
is exactly the relation shown in Figure 5.1. An obvious upper bound for this relation is
D(U) < n + logn (Alice sends x and Bob finds an index i as needed). On the other
hand, we prove D(U) > D(NE) — 2 = n — 2 (where NE is the nonequality function,
as in Example 1.21). To see this, assume a protocol Py for U is given and construct
a protocol for NE as follows: Alice and Bob use Py on (x, y). If the communication
does not correspond to any output i € {1, ..., n}, then the output is O (that is, x = y).
Otherwise, if they get an output i, then Alice sends x; to Bob, who outputs 1 if indeed
x; # y; and O otherwise. If x # y, then Py is guaranteed to output i such that x; # y; so
the output will be 1. If x = y, then although Py was not designed to take care of such
inputs, still its communication on (x, y) may correspond to some output i (if it does not
then the protocol outputs 0). However, no matter what the output i of Py may be, the
result in this case will always be 0.

Note that N(U) = O(logn). Alice “guesses” i and sends i together with x; to Bob,
who can verify this guess (recall that inputs with x = y are illegal). This implies
that, when relations are considered, the gap between deterministic and nondeterministic
communication complexity may be exponential.

The universal relation allows the input x to be any n-bit string, and similarly y could
be any n-bit string. We will be interested in the communication complexity of relations
for which X and Y are restricted.

> Example 5.8: Let X C {0, 1}" be the set of all strings whose parity is 1 (that is, x such
that Y-, x; mod2 = 1)and Y C {0, 1}" be the set of all strings whose parity is 0. Let
the parity relation, Rg, be the set of all triples (x, y,i) such that x € X,y € Y, and
xi #yi1 (XNY = @, hence x # y and so such index i always exists). We show that
D(Rg) < 2logn. Alice and Bob will do a binary search for a bit i such that x; # y;. At
each stage they willhave aset {j, . . ., k} such that the parity of x , . . ., x is different than
the parity of yj, ..., yx. They start with the set {1, ..., n}. At each stage they compute
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= |(j +k)/2]. Alice sends the parity of x;, ..., x¢ (one bit) and Bob sends the parity

of yj,..., ye (one bit). If these parities are different, then they set k = £ and continue.
If the parities are equal, they conclude that the parity of x¢4, ..., x; and the parity of
Ye+1, - - - » Yk are different, so they set j = £ + 1 and continue. In each case the size of

the set {j, ..., k} is divided by two. All together there are logn stages, at each stage 2
bits are exchanged, and when the set is of size 1, then the index j = k is the desired bit.

The next lemma shows that this is the best possible protocol for Rg. In fact, the
lemma is much more general.

Lemma 5.9: Let X and Y be disjoint subsets of {0, 1}". Let
C={(x,y):xeX,yeY,dx,y) =1}

where d(x, y) denotes the Hamming distance between x and y (that is, the number of
indices in which x and y differ). Let R be the relation defined by all triples (x, y, i)
such that x € X,y € Y, and x; # y;. Then the partition number of R satisfies
D c

Co(R) = -

PROOF: Let Ry, ..., R, be the monochromatic rectangles (with respect to the relation
R) in the optimal partition of X x Y. Denote by m; the number of C-elements in R;
and by |R;| the number of elements in the rectangle. By definition,

cl=3 m. 5.1
i=1

Also, since we start from a partition,
t
> IR = IX|IY]. 52
i=1

On the other hand, let j be the output corresponding to the rectangle R;. In every row x
of R; there is at most one C-element; this is because all ys in the rectangle differ from
x in the j-th bit and for (x, y) to be in C the string y must differ from x in exactly one
bit. Similarly, in every column of R; there is at most one C-element. Hence, both the
number of rows and the number of columns in R; are greater than m; and so

|Ri| = m}. 53
We get
, 2
IC|? = (Zmi) By Equation 5.1
i=1
t
<t Z m? By Cauchy—Schwartz inequality
i=1
t
<t) |R|  ByEquation53
i=1
=t|X||Y] By Equation 5.2
Altogether we get t > |_|xcﬁ;_| O
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To use Lemma 5.9 for the relation Rg, we take X to be the set of all strings whose
parity is 1 and Y to be the set of all strings whose parity is 0. In this case, the relation R
defined in Lemma 5.9 is exactly Rg. In addition, note that | X| = |Y| = 2"~!, whereas
|C| = n2"! (because for every x € X each of the n strings in Hamming distance 1
from x is in Y). Hence, C?(Rg) > n?, which implies D(Rg) > 2logn.

Exercise 5.10*: Let X c {0, 1}” be the set of all strings in that the number of 1s is larger
than the number of 0s, and Y < {0, 1}" be the set of all strings in that the number of 1s
is at most as large as the number of 0s. Let the majority relation, R,,,, be the set of all
triples (x, y,i) such that x € X, y € Y, and x; # y;. Prove that D( Ry,,) = ©(log n). Hint:
For the upper bound, prove first that D{R,.,) = O(log 2n) and then improve this bound.

Exercise 5.11: Prove that CP(R) > r? is the best lower that can be proven by using
Lemma 5.9.

» Example 5.12: We now return to the universal relation and show that its randomized
complexity, R(U), is O(logn). In fact, for convenience, we will prove RP*(U) =
O (log n). However, the transformation of public coin protocols to private coin protocols,
presented in Section 3.3, works for relations as well.

Alice and Bob repeat the following ¢ times: They choose (using the public coin)
a random string r € {0, 1}". Alice sends Bob the inner product (x, r) (one bit) and
similarly Bob sends (y, r). If these two bits are different, then Alice and Bob restrict x
and y (respectively) to the bits where r; = 1. On these bits the parity of x is different than
the parity of y, and so they can use a (deterministic!) binary search, as in Example 5.8, to
find a bit i such that x; # y; (and the protocol terminates with i as its output). The cost of
the binary search is O (logn) bits. If they fail in all # attempts to find a string r such that
(x, r) # (y, r) they output an arbitrary i. The number of bits exchanged is 2t + O (log n).
The error probability is 2~ because for x # y the probability that (x, r) # (y, r), for
a random r, is exactly 1/2. For t = logn we get O(logn) communication and error
probability of 1/n.

Note that this can be extended to show that the zero error complexity, Ry(U) is also
O(logn). This is done by letting Alice, in case that in all 7 stages no r was found, send
her input x to Bob. Because the probability of this event happening is only 1/n, then the
expected number of bits exchanged remains logarithmic and error never occurs.

» Example 5.13: A similar relation is the universal monotone relation U,, C {0, 1}* x
{0, 1}* x {1, ..., n} that consists of all triples (x, y, i) such that x; = 1 and y; = 0 (pairs
(x, y) forthat no such exists are illegal). As for U, here we also have D(U,,) < n+logn.
Also, D(U,,) = D(DiSJ) — 2 = n — 2 (see Example 1.23). To see this, assume we are
given a protocol Py, for U,, and construct a protocol for DIS] as follows: Given an inputs
(x, y), Alice and Bob, use Py, on (x, y'), where y’ is obtained from y by flipping all the
bits. Note that x and y intersect if and only if there exists some i such that x; = y; = 1,
which occurs if and only if there exists some i such that x; = 1 and y; = 0. When they
get an output i, then Alice sends x; to Bob, who outputs 0 if indeed x; = 1 and y; = 0
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and 1 otherwise. If indeed x intersects y, then Py, is guaranteed to output i such that
x; = 1 and y; = 0 so the output will be 0. If x and y are disjoint, then no matter what
the output i of Py, is, the result in this case will always be 1.

The same proof shows that R(U,,) > R(DISJ) —2 = Q(n) (see Example 3.22), which
exhibits a significant difference between U and U,,.

5.2. The Pair-Disjointness Relation

Examples 5.7 and 5.13 show that sometimes lower bounds on the communication
complexity of relations can be proven by reducing the problem of computing these
relations to that of computing certain functions and then using results (and machinery)
developed for the case of computing functions. The following example goes in the same
direction but is much less obvious.

Let n = 3m. Let X consist of all ordered sets P of m pairs of elements out of
{1, ..., n}, where the 2m elements in P are all distinct. Let Y consist of all sets S of
m—1elementsoutof{l, ..., n}. The pair—disjointnessrelation M C X xY x{1, ..., m}
consists of all triples (P, S, i) where P and S are as above and i is such that the i-th pair
of P contains no element of S. Note that due to the cardinalities of S and P such anindex
i always exists. For example, letm =5, P = {(4, 7), (2, 13), (1, 3), (15, 10), (8, 11)},
and S = {3, 4, 10, 15}, then (P, S, i) satisfies M fori = 2 and i = 5. We will prove
that D(M) = Q(m).

First, note that the problem only becomes easier if the input is restricted to (P, S)
such that any pair in P contains at most one element of S (that is, all other input pairs
are illegal). Call this new relation M’. We have D(M’') < D(M). Now consider the
following relation f (in fact, f is what we call a partial function): Bob gets as an input
a set S, this time of size m. Alice gets P as before, where again (P, S) is such that no
pair in P contains two elements of S. If there is a pair in P that does not contain any
element of S, then f(P, S) = 0 and if each pair contains an element of S (S is of size
m, so this is possible), then f(P, S) = 1.

Lemma 5.14: R’l’;‘f(f) < 2(D(M’) + logn).

PROOF: Given a deterministic protocol Py for M’, we construct a randomized protocol
(in the public coin model), Py, that computes f with about the same communication
complexity and makes an error, with probability at most 1/2, only when the output is
0 (by repeating this twice, we reduce the error probability to 1/4). The protocol Py
works as follows: On input (P, S) for f, Bob erases the smallest element x from §
to get a set S* of size m — 1. Now Alice and Bob choose, using their public coin, a
random permutation 7 of {1, ..., n}. Bob applies 7 to $* to get a set S’. Alice applies
the same permutation 7 to the elements of P. In addition, she permutes the order of the
m pairs using another random permutation t. Denote by P’ the resulting list of pairs
(so far there was no communication). Alice and Bob run the protocol Py on (P’, §’)
and get some output i. Finally, Bob sends the element removed, x, to Alice (log n bits),
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who outputs 1 if 7 (x) belongs to the i-th pair of P’ and 0 otherwise. For the analysis,
consider two cases:

If f(P, S) = 1, this means that each pair of P contains exactly one element of S.
Therefore, when x is omitted from S, there is exactly one pair in P that does not contain
an element of S. After applying 7 and 7 to P, there is still exactly one pair p; of P’ that
contains no element of S’ (and w(x) € p;). Therefore, the output of the protocol Py
must be this i, which implies that in this case Bob always outputs the correct answer
(that is, 1). (Note that in this case permuting the elements neither helps nor hurts.)

If £(P, S) = 0, this means that there is at least one pair in P, say py, that does not
contain an element of S. Also, in this case some of the elements of S are not among the
2m elements of P. If x is such an element, then obviously 7 (x) is not in the i-th pair
found by the protocol P, and so Py always computes the correct answer (that is, 0).
The difficult case is when x is an element of some pair p,. In such a case there are at
least two pairs in P’ — the images of p, and p, — that contain no element of S’. We use
this fact to prove that with probability at least 1/2 the protocol for M’ outputs a pair
that does not contain 7 (x). For this, we associate, in a 1 — 1 manner, with each pair
of permutations 7, o another pair 7', o’ under that we get the same (P’, S’) but m(x)
and 7r'(x) are in different pairs of P’. Hence, because the permutations are chosen at
random, no matter what the output i on (P’, §') is, with probability at least 1/2 the
element 7 (x) is not in the i -th pair. For this, let p, = (a’, b") be the image of p, = (a, b)
under 7, o and, similarly, p; = (¢, d’) is the image of p, = (c, d). Let ' be identical
to exceptthat w'(a) = ¢’, n'(b) = d’', n'(c) = a’ and n'(d) = b', and 1’ be identical
to T except that t/(£) = k' and t'(k) = ¢’ (see Figure 5.2). Under m and 7 we get
m(x) € p,, whereas under 7" and t’ we get n'(x) € p;, as desired. O

Finally, we show,

Lemma 5.15: R’l’}‘f (p1s)) < RY /"4b( f), where DIS] is the disjointness function for inputs
in {0, 1} x {0, 1}™.

PROOF: We show how to use a protocol Py for f to compute the function DISJ with
the same communication complexity and the same error probability. Alice on input
x € {0, 1} constructs a set P of m pairs as follows: forevery i (1 <i < m) the set P
includes the pair p; = (3i — x; — 1, 3i). Bob on input y € {0, 1} constructs a set S of
size m as follows: for every i (1 < i < m) the set S includes the element s; = 3i — y;
(that is, both p; and s; are chosen from {3i — 2, 3i — 1, 3i}). Alice and Bob execute Py
on (P, S).

P pe = (a,b) P = (c,d)

P pe=(@,Y) b= ()
Figure 5.2: The permutations = and t (solid lines) have the same image as the permutations
7" and ¢’ (dashed lines)
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If DIsI(x, y) = O (that is, the sets x and y are not disjoint), then there exists i such
that x; = y; = 1. For such i, the list P includes the pair p; = (3i — 2, 3i), whereas
S includes the element s; = 3i — 1 (clearly, for j # i, s; is not an element of p;).
Therefore, p; contains no element of S and the value of f in this case is 0. On the
other hand, if DISJ(x, y) = 1, then the sets x and y are not intersecting. Hence, for all i
either y; = 0 or y; = 1 and x; = 0. Therefore, after the transformation, for all i either
s; = 3i, in which case obviously the pair p; contains an element from S, or S contains
the element s; = 3i — 1 and so does p;. Therefore, all pairs in P contain elements of
S so the value of f is 1. Hence, the success probability of the protocol for DISJ equals
the success probability of Py, as desired. O

By Example 3.22, the randomized communication complexity of the function DISJ
is Q2(m) and because the difference between the public coin complexity and the private

coin complexity is at most O (log m), then also Rf’;ff’ (DISJ) = Q(m). Alltogether we get,

D(M) > D(M') = Q(RY; (f) — logm) = Q(R}) (DIsy) — logm) = Q(m).

5.3. The rork Relation

The following lower bound does not reduce relations to functions but rather gives a
direct proof using the properties of the specific relation.

Let X be an alphabet consisting of w letters, say {1, ..., w}. Let FORK be the relation
consisting of all triples (x, y, i) such that x, y € X¢ and i is such that x; = y; and
Xi+1 7 Yi+1. To simplify things, we think of x and y as having also a 0-coordinate in
that xo = yo = 1 and an £ + 1 coordinate in which x,,; = w and y,,; = w — 1. Thisin
particular implies that for all x and y there exists an index i such that (x, y, i) € FORK.
For example, let w = 3, x = 231213, and y = 321223, then FORK(x, y, i) is satisfied
fori =0,4,6.

Exercise 5.16: Prove that D(Fork) = O(log ¢ log w).

Our goal is to show that this upper bound is tight. For 0 < o < 1, we say that a
protocol is an (@, £) protocol if there exists a set § € X¢ of size | S| > « - w® such that
the protocol succeeds in solving FORK whenever x, y € S. That is, there is a fraction
« of the strings of size £ for that the protocol works correctly. With this terminology, a
deterministic protocol for FORK is just a (1, £) protocol. The proof of the lower bound
is by a series of transformations. The first kind of transformations actually holds for
any relation.

Lemma 5.17: If there exists a c-bit (a, £) protocol for the relation FORK, then there is
also a ¢ — 1-bit (a/2, £) protocol for FORK.

PROOF: Assume without loss of generality that Alice sends the first bit in the (e, £)
protocol P. Let S be the set guaranteed by the («, £) property, let Sp C S be those
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strings in § for that Alice sends O as the first bit, and similarly let S; € S be those
strings in S for that Alice sends 1 as the first bit. Let S, be the larger of the two sets, that
is |Sy| > |S]/2. Let P’ work like P but without sending the first bit, and the players

assuming that this value is 0. Then, P’ isa c — 1 -bit (a/2, £) protocol for FORK. O

The main tool will be the following “amplification” lemma, that allows us, using an
(e, £) protocol, to construct another protocol that works for shorter strings (of length
£/2) but with a larger fraction of successful pairs. More precisely:

Lemma 5.18: Let « > A/w (for a large enough constant 1). If there exists a c-bit
(a0, £) protocol for FORK, then there is also a c-bit (\/a /2, £/2) protocol for it.

The proof uses the following technical claim:

Claim 5.19: Consider an n x n 0 — 1 matrix. Let m be the number of 1s in it, and m;
be the number of 1s in the i-th row. Denote by a = m/n? the fraction of 1-entries in
the matrix and by a; = m; /n the fraction of the 1-entries in the i-th row. Then, either
(@) there is some row i with a; > \/aJ2 or (b) the number of rows for that o; > a/2

is at least \Ja /2 - n.

PROOF (OF CLAIM): Intuitively, the claim says that either one of the rows is “very
dense” or there are a lot of rows that are “pretty dense.” Consider Y ;_, ;. On one
hand, 37, @; = >°/_, m;/n = m/n = « - n. On the other hand, suppose both (a) and
(b) do not hold. This means that for all rows o; < +/a/2 and that for less than /a/2 - n
rows «; > o /2. Therefore,

Zai < (Wa/2-n) - a/2+n-a/2 =an.
i=1

A contradiction. O

PROOF (OFLEMMA 5.18): Let S be the set corresponding to the («, £) protocol. Consider
a matrix whose rows and columns correspond to strings in £*2 and whose (u, v) entry
contains 1 if the string u o v is in § and 0 otherwise. Note that by the assumptions on
S the density of 1s in the matrix is at least o. Applying the claim to this matrix, we get
that it satisfies either (a) or (b). For each of the two cases we construct the desired c-bit
(v/@/2, £/2) protocol. In case (a) there exists a row, corresponding to some string u,
whose density is atleast /& /2. The new protocol works as follows: oninputx, y € £¢/?
Alice and Bob use the original c-bit protocol on the length-£ strings u o x and u o y (and
subtract £/2 from the output). Because the same string u is concatenated to both x and
y, then the output of the protocol is guaranteed to be in the second half of the string. The
protocol succeeds whenever the entries corresponding to x and y (in row u) contain 1.
The fraction of strings with this property is at least /a/2 > /a/2, as needed.

In case (b) we need to do something else: Let S’ be the set of all rows with density
at least o /2. We will find two function f, g : £¢?2 — Z%? and a set S” C S’ such that
the following properties hold:

1. forallx € S”, x o f(x) € S,
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2. forally e §", yog(y) €S,
3. forall x, y € ", the strings f(x) and g(y) are different in all coordinates, and

4. S” contains /a /2 of the strings in T¢/2,

Assuming that such functions exist, the new protocol works as follows: on input
x,y € Z%? Alice and Bob use the original c-bit protocol on the length-£ strings
x o f(x)and y o g(y) (each player can modify its own input). By property (3), for all x
and y in S” the output of the protocol is guaranteed to be in the first half of the string,
and therefore the protocol succeeds. By property (4) (combined with (1) and (2)), this
is a (,/a/2, £/2) protocol.

It remains to prove the existence of such f, g, and S”. Consider £/2 subsets A; of X
where each A; is of size w/2. If we guarantee that f(x)isastringin A = A X X A¢p
and g(y) is a string in B = A; X - -+ x Ay, then property (3) immediately holds. So
it remains to show that there exist such sets for that the other properties also hold. The
ideais to choose each of the A;s at random and to show that this happens with non-zero
probability. To simplify the analysis we choose the A;s as follows: We first choose at
random w/2 strings v', ..., v*/2 each of length £/2. Then we define A; to include the
i-th letter in each of these w/2 strings and extend it into a set of size w/2 randomly.
(Note that this indeed gives random and independent A;s.) Now, fix x € §’. We wish
to compute the probability that it has an extension f(x) € A such thatx o f(x) € S.
It is enough to show that with high probability one of the vectors v; is such an exten-
sion. This is because the probability that none of the vectors is good is smaller than
(1 — a/2)¥/? < e=*»/*, Therefore, the probability that either A or the corresponding
B (that also consists of £/2 sets each of size w/2) are not good is at most 2¢ ~**/4, In
other words, for every x € S’ a fraction of 1 — 2e=**/* of the partitions (A, B) is good.
Hence, there is a partition that is good for 1 — 2e~**/* of the elements of §’. Let S” be
this set of elements. The fraction of elements in S” is (1 — 2e~**/4) . \/a/2, which is
at least 4/ /2, as long as @ > A/w (for some constant 1). O

We get:

Corollary 5.20: D(FORK) = 2 (log £ log w).

PROOF: Denote by c(c, £) the number of bits required by an («, £) protocol for FORK.
Clearly, c(1,£) > c(1/w'/?, £) so it is enough to prove that c(1/w'/?, £) = Q(log ¢
log w). By applying Lemma 5.17 ©(logw) times, c(1/w'/3,£) > Q(logw) +
c(1/w??, £). By Lemma 5.18, c(1/w??3, £) > c(1/w'/3, £/2), hence c(1/ w'/?, £) >
Q(log w)+c(1/w'/3, £/2). Using this inductively © (log £) times, we getc(1/w'/3, £) >
Q(log £ log w). O

Exercise 5.21: Let Fork’ be the relation consisting of all triples (x, y, i) such that x, y €
=t and i is such that x; = y; and either x;.1 # y;.1 OF X;_1 # y;_1. Prove that D(Forx’) =
Q(log ¢ log w).
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CHAPTER 6

Multiparty Communication
Complexity

It is very natural to generalize the two-party model of communication complexity to
more than two parties. The obvious generalization that we may imagine is to let k players
evaluate a k-argument function f(x, ..., x;), where the i-th player only knows the
i-th argument, x;. The exact form of communication between the k players should be
specified somehow. For example, we can assume that every message by any one of the
players is seen by all the others (that is, a broadcast).

This model is in a sense weaker than the two-party model, because the input is
distributed among more players and hence evaluating functions may be more difficult.
Therefore, it should not be surprising that the techniques we already have from the
two-party model are strong enough to prove good lower bounds in this model.

Exercise 6.1: Let x4, ..., xx each be an n-bit string. Define the generalized equality
function eQf(x;, .. ., x) to be 1 iff all k strings are equal, and the generalized nonequality
function Ne&(xq, .. ., x,) to be 1 iff all k strings are distinct (o and NeX are complements
only for k = 2). Use reductions from the two-party model to show that if player i knows
only x;, then the communication complexity of eaX is ©(n) and the communication com-
plexity of NeX is ©(kn).

In what follows we will be interested in a different model, which is stronger than
the above model. The main new ingredient that this model captures is the overlap of
information. Each part of the input will be known by many of the players. Because
this model is stronger than the two-party model, we will require stronger tools to prove
lower bounds. On the other hand, these lower bounds will teach us new things on the
nature of communication and will have more applications.

6.1. The “Number on the Forehead” Model

Let f(xi, ..., xx) be a Boolean function whose input is k arguments each n-bit long.
There are k parties, denoted Py, ..., Py, each having unlimited computational power,
who wish to collaboratively evaluate f. The twist in this model is the large overlap of
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information: The i-th party knows all the input arguments except x;. In other words,
x; is known to all parties but P;. It is convenient to imagine the i-th party having x;
written on his forehead — observed by all players but himself.

The communication between the parties is by “writing on a blackboard” (broadcast):
any bit sent by any party is seen by all others. They exchange messages according to a
fixed protocol. The protocol must specify the following information for each possible
sequence of bits that is written on the board so far:

e Whether the run is over. If the run is over then the protocol should also specify the value
computed by the protocol. This should be completely determined by the information
written on the board.

e If the run is not over then the protocol should specify which party writes the next bit;
this as well should be completely determined by the information written on the board so
far.

e What that party writes: this should be a function of the information written on the board
so far and of the parts of the input that the party knows.

Definition 6.2: The cost of a protocol is the number of bits written on the board for
the worst case input. The multiparty (deterministic) communication complexity of f,
D(f), is the minimal cost of a protocol that computes f.

As in the two-party case, the definition of multiparty protocols is clearly equivalent
to protocol trees, where the internal nodes may query functions depending on at most
k — 1 of the x;s, and the leaves hold the value computed. The cost of the protocol is
the depth of the protocol tree. Obviously, for every function f, D(f) < n + 1 (say, P,
writes on the board x,, and P,, which now knows all the & parts of the input, computes
f(x1, ..., x¢)). The following examples show that the overlap of information may be
very useful.

» Example 6.3: Consider the function EQfl from Exercise 6.1. We show that for k > 3,
D(EQ¥) = 2. In contrast, for k = 2, D(EQ?) = D(EQ)= n + 1 (Example 1.21). Player
Pj sends a single bit indicating whether x, = x3 = - - - = x; and Player P, sends a single
bit indicating whether x; = x3. Both tests succeed if and only if all x;s are equal to each
other.

» Example 6.4: For bits a, b, ¢ denote by MAJ(a, b, ¢) their majority. Consider the 3-
argument function MIP defined on ({0, 1}")? as follows:

n
MIP(x1, X2, X3) = )  MAI(X1,i, X2,i, X3,)(mod 2).
i=1
This may seem like a generalization of the inner product function IP (Example 1.25) to
three vectors (and three parties), where we take the bitwise majority. However, while Ip
has high communication complexity, we get D(MIP)= 3. To see this, note that

MAJ(a, b, ¢) = ab + ac + bc (mod 2),
thus

n n n
MIP(xy, X2, X3) = le,ixz.i + le,ix3,i + sz.ix3,i (mod 2).
i=1 i=1

i=1
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The value of each of these three terms can be computed by one of the three parties alone
and communicated to the rest using one bit of communication.

In this chapter we present the known lower bounds on multiparty communication
complexity of explicit functions. It is quite interesting that in most of these examples
there are also surprising upper bounds that we also present. Note that lower bounds for
nonexplicit functions can be easily proven:

Exercise 6.5: Prove that for most Boolean functions f: ({0,1}")¢ — {0,1}, D{f) = 2(n).
Hint: Count the number of protocols of a given cost.

6.2. Cylinder Intersections

In two-party communication complexity the main objects of study are rectangles—
these are the pieces into which a protocol partitions the space of inputs. These objects
are obtained by the fact that each message sent by a player depends on his input only.
The analogous objects for multiparty complexity are “cylinder intersections,” which are
obtained by the fact that each message sent by a player depends on k — 1 of the inputs.

Definition 6.6: Let X; be the set of possible values for x;. A subset S C X, x --- X X;
is called a cylinder in the i-th dimension, if membership in S does not depend on the
i-th coordinate. That is, for all x,, .. ., x;_y, X;, Xi41, . . ., X and x],

(x1,... s Xil1s Xiy Xitly ---»Xk) € S & (xy,.. .,x,-_l,x,f,x,-“, ..., X;) €S.
A subset S is called a cylinder intersection if it can be represented as an intersection

of k cylinders, that is § = ﬂf-;l S;, where S; is a cylinder in the i-th dimension.

Figure 6.1 shows a cylinder (for £ = 3). As is shown below, cylinder intersections
play a central role in the analysis of multiparty protocols. The following definition gives
us a different way to look at cylinder intersections.

Definition 6.7: A star in X, x - -+ x X, is a set of k points of the form:
(g, X2, ooy Xk), (X4, Xy ey Xi), ooy (X0, X2, o0y X)),

where for each i, x; # x| and x;, x| € X;. The point (x, X2, . .., Xx) is called the center
of the star (the center does not belong to the star).

An example of a star (for k = 3) is shown in Figure 6.2. The star consists of the
3 points (x|, X2, x3), (x1, X3, x3) and (x;, x2, x3). Its center, (x;, x2, x3), is not part of
the star. The following lemma connects the notion of star to the notion of cylinder
intersection.

Lemma 6.8: A set S is a cylinder intersection iff for every star that it contains it also
contains its center.
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(flyfz,l'g)

(r'l,r.z,ra)

Figure 6.2: A star with center (xy,x2,x3)

PROOF: (Only if): Let S be a cylinder intersection. Thatis, S = (), S;, and S; a cylinder
in the i-th dimension. Assume that S contains a star
(xi,xz, v ,xk), (xl,xé, e ,xk), ey (xl,X2, e ,x,'().

Thus, for each i, (x,...,x],...,x) € § C §;. Since membership in S; does not de-
pend on the i-th coordinate, also (x, ..., x;, ..., xx) € S;. Thus, the center of the star
(X1,...,Xi,...,x;) belongs to ), S; = S.
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(If): Define the set
S = {(xl, ey Xiy ...,xk)lEIx,.' € X;(xy, ...,xi’,...,xk) € S}

By its definition, S; is a cylinder in the i-th dimension. We will show that if S contains
the center of every star it contains then S = (), S;. One direction, that S C ), S; is im-
mediate from the definition (it is true for any S and not only S with the “star property”).

For the other direction, consider a point (x, ..., X;, ..., x) € [); Si. Then, for each i,
by the definition of §;, there exists x] such that (x;, ..., x/, ..., xx) € S. But this set of
k points is a star contained in S, and thus its center, (x, ..., x;, ..., X;) is alsoin §.0

Lemma 6.9: Fix a k-party protocol P and consider a leaf £ of the protocol tree. Then,
the set Ry, of inputs that reach this leaf, is a cylinder intersection.

PROOF: As in the two-party case (Proposition 1.14), we can prove by induction, using
the first definition, that the set of inputs reaching a node of the protocol tree is indeed a
cylinder intersection. Again, it is perhaps more instructive to consider a proof that uses
the second definition.

Fix a star in R,. That is, k points such that for every i, (x;, ..., x{, ..., xx) € Ry. We
will show that its center, (xy, ..., X;, ..., x¢) is also in R,. That is, we need to show that
oninput (xy, ..., X;, ..., x¢) the protocol still reaches the same leaf £. At each step, the
party that needs to send the next message, say P;, cannot distinguish between the input
(x1,...,Xi,...,x) and the input (x;, ..., x/, ..., x;), because he does not see the i-th
part of the input. Thus, P; will send the same message in both cases. Hence the whole
communication on the center is the same as on all elements of the star, as needed. O

We can now summarize this section by:

Lemma 6.10: Any c-bit multiparty protocol for f partitions X, x --- x X, into at
most 2° f-monochromatic cylinder intersections.

6.3. Bounds Using Ramsey Theory

In this section we present a lower bound technique for multiparty communication
complexity that is based on Ramsey theory.

» Example 6.11: For an n-bit integer N let the exactly-N function, Efv (x1,...,xx),bel
iff ZL, x; = N, where the inputs, xy, ..., x;, are each an n-bitintegerin {1, ..., N}. To
analyze the communication complexity of the function EX,, we use the Ramsey number,
£ (N), defined next: & (N) is the smallest number of colors needed tocolor {1, ..., N}¥~!
such that for all vectors (xy, ..., x¢—1) and for all integers A # O, if the k vectors

(X1, oy Xk=1)s
(1 + A, x2, .0, x51),
(X1, x2+A, ..., xk-1),

(x1,x2, ..., X1 + A)
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are all in {1, ..., N}*~1, then not all of them are colored with the same color (see, for
example, [Graham et al. 1990, Section 2.3]).

For an upper bound, we present a protocol with communication complexity of
O(k + log £ (N)). Fix a proper coloring of {1, ..., N}*~! with & (N) many colors. Now,
for 1 <i <k — 1, player P; first computes x; = N — ) i Xj (that is, x] is the number
that together with the k — 1 parts of the input that P; sees would make the sum exactly N).
If x; < 0, then P; already knows that the sum is larger than N. In this case he can already
output 0. Otherwise, P; computes the color with which the vector (xy, ..., x/, ..., xx_1)
is colored. Player P, computes the color of the vector (xy, ..., x¢—1). The players now
compare the k colors they computed and output 1 iff they are all the same. For doing this,
only the first player actually needs to send his color (log & (N) bits) and each of the other
players only needs to send a single bit indicating whether or not he has the same color.
It remains to prove the correctness of the protocol. If , x; = N, then each of the first
k — 1 players computes x; = x; and hence all players compute the color of the same vec-
tor (that is, (xy, ..., xx_1)). Therefore, in this case, the output is 1. On the other hand, if

> i Xi = N — A # N, then the colors they computed belong to the vectors (xy, . .., xx—1)
(player Py), (x; + A, ..., xx—1) (player P;),up to (xy, ..., xk—1 + A) (player Pc_;). All
these vectors are in {1, ..., N}*~! therefore, by the legality of the coloring, the colors

of these k vectors are not all the same and so the output in this case is 0.

For a lower bound, we show that D(E N) > log {-‘k(L = 1J) For this, we present a
legal coloring of {1, ..., k_l N-1 k-1 with at most L colors, where L < 2PN is the
number of leaves of the optimal protocol for E,’§, The point (xy, .. xk 1) is colored
by the name of the leaf reached by the input (xy, ..., x—1, N — Z | x;) (for every
l1<i<k-—1,wehavel <ux; < L J and therefore the k-th component of the input
isanumberin{l,..., N}as needed) ThlS coloring is legal, because if there are k vectors
in{1,..., 3= J}k ¥ of the form

(X1, .00y Xk—1),
1+ A, x2, .00, Xk—1),
(x1, 02+ A, .0, Xk—1),

(X1, x2, ..., Xk—1 +A)

which are colored with the same color, then there exist k inputs (in {1, ..., N}¥)

k—1
(xl,--.,xk_l,N—in),
x1+A s Xk—1, N — ZX,—A)

[
<x1,x2+k , X1, N — Zx,—k)
.

k-1
s Xk—1 +A, N — Zx,—l)

i=1
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which are all in the same 1-monochromatic cylinder intersection. However, such points
form a star whose center is (xy, ..., xx—1, N — Zf;,l x; — A), hence by the results of
Section 6.2 the center also belongs to the same cylinder intersection. But this center has
a sum of N — A and hence it cannot be in the same cylinder intersection. Therefore, the
coloring must be legal.

The reader can verify that & (N) < k - §&(N/k). Hence, for any fixed k, we get
D(EX) = ©(log&:(N)). Although this gives an exact characterization of D(EY), it
is not clear at all what this value is, that is what is the value of & (N). The best lower
bound known states that for any fixed k, & (N) = w(1) (see [Graham et al. 1990]),
which implies that E ',i, cannot be computed with a constant number of bits. On the other
hand, a surprising upper bound for k = 3 is known: &(N) < exp(,/log N loglog N)
[Chandra, Furst, and Lipton 1983]. This implies that D(E%,) = O(+/nlogn). Also note
that D(E%) = D(EQ)=n + 1.

Exercise 6.12: As in the two-party case, we can define the nondeterministic com-
munication complexity of a function as the number of bits that the players need to ex-
change in order to be convinced that f(x;,...,xx) = 1. Similarly, the co-nondeterministic
communication complexity of a function is the number of bits that the players need to
exchange in order to be convinced that f(xy,..., xx) = 0. Prove that the nondetermin-
istic communication complexity of E}{,, for every fixed k, is 9(log&x(N)), whereas the
co-nondeterministic complexity is 8(log log&,(N)).

Exercise 6.13: Prove that the randomized communication complexity of EX, for every
fixed k, is 6(loglog&x(N)) in the private coin model and (1) in the public coin model.

6.4. Discrepancy Lower Bound

The basic lower bound techniques we use for the two-party model cannot be used
for k > 3 parties. The only technique from two-party communication complexity that
generalizes to the multiparty case is the discrepancy method (Section 3.5).

Definition 6.14: Let f : X| x --- x X; —> {0, 1} be a function. Let . be a probability
distribution on X x --- x X. The discrepancy of f according to w, Disc,(f), is

mSax er[f(xl,...,xk)=O/\(x|,...,xk) € S]
—l:;r[f(xl,...,xk)=1/\(x|,...,xk) e S,

where the maximum is taken over all cylinder intersections S.

As in the two-party case, upper bounds on the discrepancy give lower bounds on
the multiparty communication complexity. In fact they even give lower bounds on the
randomized complexity.
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Exercise 6.15: Let f be a function. For every distribution p,

1. Ug _.() = log(2¢/Disc, (f)); and

2. R% _c(N) = log(2¢/ Disc, (f)).
(Obviously this implies D(f) = Q2(log(1/Disc,(f))).)

Hint: The first part is the analogue of Proposition 3.28, and the second part is obtained
from the first part together with the analogue of Theorem 3.20.

In the next subsection we use this exercise to prove a lower bound for a natural
generalization of the inner product function, IP. We start with the upper bound for it.

» Example 6.16: The k-wise generalized inner product function on k n-bit strings is
defined by GIP: (x1, ..., xx) = 1if the number of locations in which all of the x;s have 1
is odd, and 0 otherwise. We show in the next subsection that D(GIP¥) = Q (n/4*). This
lower bound deteriorates exponentially with k. The following protocol for GIPX shows
that at least for this function this is unavoidable.

Itis convenient to view the input for GIP’; asak x n matrix whose rows are xy, ..., Xk.
With this view, the task is only to count (modulo 2) the number of (1, ..., 1) columns.
The protocol goes as follows: the players divide the columns into blocks, each block
contains (at most) 2¢~! — 1 columns. The first observation is that if we compute the GIP¥
with respect to each block, then by summing the results (modulo 2) we get the desired
value of GIP¥ with respect to the whole matrix. Consider a specific block. Player P,
announces a k-bit vector « that is not a column in this block. Although P; does not know
the first row (x;), this is still possible because there are only 2¥~! — 1 columns that the
sees without their first bit, and for each of them he can eliminate both ways to extend
them (with 0 or 1). Still, this eliminates at most 2 — 2 of the 2¥ combinations.

Now all players know a vector « that is not a column in the block and they use it to
compute the GIPﬁ in this block. If ¢ = (1, ..., 1) we are done because this implies that
GIPf, = 0 (without any communication). Otherwise, a contains at least one 0. Assume,
without loss of generality, that « is of the form (0, ..., 0, 1, ..., 1), that s it starts with £
Os and then k — £ 1s (if this is not the case we can permute the indices and the players ac-
cordingly). Let y; be the number of vectors (in the block) of the form (0, ..., 0,1, ..., 1),
that is, those that start with i Os and the rest are 1s. Let z; be the number of vectors of the
form (0, ...,0, %, 1,..., 1), thatis, those that start with i — 1 Os then an arbitrary bit in
the i-th position and the rest are 1s. Each player P; (1 <i < £) announces the value of
z;. Note that P; has the information needed to do so. Also note that z; = y;_; + y; and
that y, = 0 by the assumption that o does not appear as a column. Hence the players
can use the z;s to compute the values of all the y;s and in particular of y,, which is the
number of (1, ..., 1) columns, and hence GIPﬁ can be computed for this block.

During this stage the players communicate k numbers and hence need & log n bits. A
more careful observation shows that nothing is changed if all calculations are done mod
2, hence k bits are enough. All together, there are O(5) blocks, in each of them k bits
are used to communicate « and k to compute the GIP, in total O (k - a¢) bits.
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6.4.a. The Discrepancy of GIP

In this subsection we prove a lower bound for GIP by using the discrepancy method.
Specifically, we show that DisCunifom(GIPY) < exp(—n/4X).

We first introduce a slightly modified notation to facilitate easier algebraic handling.
Define a function f as follows: f(xy,...,x;) is 1 if GIPﬁ(x., ..., x)=0and —1if
GIP"n (x1, ..., x) = 1. In this case, instead of working directly with the discrepancy we
will use:

Ay(n) = Jmax (1N ) A C TP 75 R ST C ST 75 RERY 4 C TN /9] | §

15

where the maximum is taken over all functions ¢; : ({0, 1}*)* — {0, 1} suchthat ¢; does
not depend on x;, and the expectation is over all 2" possible choices of xi, . .., x;.

First, it should be clear that Discu,,,-fo,,,,(GIP"n) = Ay (n). This is because the product
d1(x1, ... xk) - de(xy, ..., xx) gives 1 on a collection of points that forms a cylinder
intersection, and, conversely, any cylinder intersection can be written as such a product.
In addition, because we changed to the {—1, +1} notation, the expectation plays the
same role as the difference in probabilities previously did.

We define constants B recursively: §; = 0, and g, = \/%. It follows by induc-

tion that B, < 1 — 4!% < ¢=*"™, We will prove the following upper bound on A (n).
Lemma 6.17: A, (n) < (By)", forallk > 1,n > 0.

PROOF: Observethat A;(n) = 0, because inthis case ¢, mustbe constantand E,, [ f (x;)]
= 0 (in the case that n = 0, we get A;(0) = 1. To overcome this, we define 0° = 1 for
this proof ). We proceed by induction on k. Let k > 2, and fix ¢, ..., ¢ that achieve
the value of A, (n). Because ¢, does not depend on x;, and is bounded in absolute value
by 1,

Ak(n) 5 Exl,.‘ ,xk_l[lEka(xlv OIS xk) * ¢l(xlv ey xk) s ¢k—l(xlo ey xk)l]'

In order to estimate the right-hand side, we will use a special case of the Cauchy-
Schwartz inequality stating that for any random variable z: (E[z])? < E[z?]. Thus our
estimate is:

Ak(n) < (Exl....,xk_l[Exk[f(xla DRI xk) : ¢1 (-xlv ey xk) o '¢k—1(xl7 ey xk)]]2)1/2
= (Eu,v,xl, ,Xk_l[f(xl’ cev s Xk—1» u) : f(xl’ cees Xk—1, U)
R R '4’:—1])1/2

where ¢} stands for ¢; (xi, ..., xk_1, u), and ¢! for @; (xi, ..., Xk_1, V).

Now observe that for every particular choice of u and v, we can express the product
fGr, oo, xkm1, u) f(xy, ..., xk—1, v) interms of the function f onk — 1 strings of pos-
sibly shorter length. Inspection reveals that the value of f(x, ..., xx—1, u) f(x1, ...,
Xi—1, V) is simply f(zj,...,zx—1), Where z; is the restriction of x; to the coordinates
J such that u; # v; (here is where the particular properties of f are used). We will
now view each x; as composed of two parts: z; and y;, where z; is the part of x; where
u;j # vj, and y; the part of x; where u; = v; (this is done separately for every u, v).
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For every particular choice of u, v and consequently y,, ..., yx—1, we define func-
tions of the “z-parts”:
E'_“'v'ylv et (zl’ sy zk—l) = ¢i(x1’ e s Xk—1> u)¢i(xla ey Xk—1, U),

where the x;s are obtained by the concatenation of the corresponding y; and z;. We can
now rewrite the previous estimate as

Ag(n) < (BuulE,y,, . . [S“"" IRl | RA
where S*V:1- %1 is defined as

E, . ... [f(Zl, cees Thm1) E;"U’yh. 2y ey Zht)

CETT M T 2 )]
Now §*V-21:- %1 can be estimated via the induction hypothesis, because f and the
&:s are all functions of k — 1 strings. Moreover, note that £""”"""*"' does not depend

on z;. Thus the previous estimate of A,(n) is bounded by

Ak(n) = (Eu,u.yl,,.,yk_l[Ak—l(mu,u)])l/z = (Eu,u,yl, . ,yk_l[ ]:n_,,‘l.,])lﬂ’

where m,, , is the length of the strings z;, which is equal to the number of locations j
such that u; # v;.

Because u and v are distributed uniformly in {0, 1}", m,, , is distributed according to
the binomial distribution. For any constant m, the probability that m, , = m is exactly
()27 Thus the previous estimate gives:

n 12
Ag(n) < [Z (;) 2_"&"_1} =[27"(1 + Bi_)"1* = By,
m=0

which completes the proof of the lemma. a

To conclude, this shows that Discniom(GIPY) < 1/ ¥, which implies that the de-
terministic (and even randomized) communication complexity of GIP is Q(n/4*). In
fact, by Exercise 6.15, we also get a bound for D'I'io""(f) and R;_.(f) of Q(loge+

2

n/4%).

6.5. Simultaneous Protocols

The protocols presented in Examples 6.3 and 6.4 are of a very restricted form: the
communication sent by each party does not depend at all on the previous communication
sent by other parties. We can imagine all parties speaking “simultaneously” and each
writing, on a common blackboard, a function of the k — 1 parts of the input it can see.
After all parties have spoken, the answer should be determined by what is written on
the blackboard. We call such protocols simultaneous.

Definition 6.18: The simultaneous communication complexity of f, D'/( f), is the cost
of the best simultaneous protocol that computes f.
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Exercise 6.19: Showthat DI/(EK) = O(k - log&,(N)), where EF is the exactly-N function
of Example 6.11.

It turns out that simultaneous protocols, although very simple, have surprising power
as is shown by the following generalization of Example 6.4.

Lemma 6.20: Fix a ring R. Let R[x; ;] (1 <i <k, 1 < j < n) be the set of all poly-
nomials over the ring R with variables x; ;. For every polynomial p in R[x; ;] of degree
at most k — 1, associate a k-party communication problem where x; = (x; 1, ..., Xin)
(each x; ; is an element of R, that is log |R|-bit long) and the goal is to evaluate p.
Then D''(p) < klog|R|.

PROOF: Because p is of degree at most k — 1, each monomial of p contains at most
k — 1 variables. Thus, some party can compute the value of this monomial by itself.
The protocol will first fix a partition of the monomials of p into k sets, with set i only
containing monomials that can be computed by P;. Each party will compute all the
monomials assigned to it, add them up (in R), and write the answer (an element in R
that takes log | R| bits) on the blackboard. Clearly, the value of p can be determined by
what is on the blackboard, because this value is just the sum of values written by the k
parties. O

The power of this lemma will be best appreciated when we consider the complexity
class ACC® in Section 11.4 This also motivates the following open problem:

Problems 6.21: For some explicit function f:({0,1}")¥ - {0,1}, prove a super-
logarithmic lower bound on D//(f) with k > log n parties.

Recall that in two-party communication complexity proving strong lower bounds for
1-round communication was rather easy (Exercise 4.18). For multiparty communication
we can obtain easily only rather weak bounds even for the simultaneous case.

» Example 6.22: Let A be a k — 1 dimensional array of bits, where each dimension has
n entries. Forevery j (1 < j <k —1),leti; be aninteger 1 < i; < n. Thus A is repre-
sented by N = n*~! bits and each i ; by log n bits. The function INDEX (i}, iz, . . . , ik—1, A)
is defined to be the (iy, ..., ix_1)-th entry of A, thatis A[iy, ..., ix—1].

We will show that D/(INDEX)= Q(n/k) = Q(N"*D/k) using a reduction to 1-
round two-party communication complexity. Let us consider the two-party variant where
Alice gets A and Bob gets all the indices iy, ..., ix—;. This problem is completely
equivalent to the one considered in Example 4.19 (on N bits) and its 1-round (Alice
speaks, then Bob can tell the answer) complexity is N = n*~!. Now, assume that the
k-party version can be solved with cost ¢c. We will build a 1-round protocol for the
two-party case where Alice only sends kcn*~2 bits. Thus, ckn*=2 > n*~! and the lower
bound on ¢ follows.

Alice will simulate all the parties except the k-th party (the one not seeing A), that is
simulated by Bob. The difficulty is that party j in the multiparty case has access to all

93



MULTIPARTY COMMUNICATION COMPLEXITY

indices but i ;, whereas Alice does not. Alice will thus simulate the j-th party for all pos-
sible values of these k — 2 indices. The number of these values is n*~2. Each possibility
requires ¢ bits of communication, and this should be done forall 1 < j <k — 1. All to-
gether Alice sends O (ckn*~2) bits. Bob knows iy, ..., ix_, which is all the information
required to simulate the k-th party (he will do so without actually sending the message).
In addition, using his information, Bob can also figure out what the real message sent
by the simulated j-th party is. Therefore, he can determine the answer.

Exercise 6.23: Prove that D(INDEX) = (logn). That is, k parties without the restriction
to simultaneous protocols can do better. Hint: For the lower bound generalize Exer-
cise 4.21.

Problems 6.24: How big can the gap between D(f) and D'/(f) be when k > logn?

Exercise 6.25: Let A be an n-bit string, and 1 < j,i < n. Define the 3-argument
function sum-INDEX(A,j,i) = A[j® i, where & denotes bitwise xor. Prove that
Dl (sum-INDEX) = (+/n). Hint: Reduction from INDEX.

» Example 6.26: Surprisingly, the function SUM-INDEX can be computed with less com-
munication than the obvious O (n) upper bound. Below is an O (n%°?) protocol for this
function.

The firstideais that A can be thought of as a Boolean function A : {1, ...,n} — {0, 1},
instead of a string, by letting A(k) be the k-th bit of A. The second idea is that such
a function A can be written as a multilinear polynomial over G F(2) in the Boolean
variables xi, ..., x;, where t = logn. Let k, ..., k, be the binary representation of k,
then to get A(k) we evaluate the polynomial on the assignment x; = ki, ..., x;, = k. To
see how to get this polynomial, note that for every k there is a multilinear polynomial
Dr that gets 1 only for the value k. For example, if k = 1010, then the polynomial p;
is obtained by simplifying the expression x; - (1 — x3) - x3 - (1 — x4). The multilinear
polynomial corresponding to A is obtained as A(x) = >, Aty=1 Pk(x). So we can write,
A(x) = Y gcq1. 1y as [Les Xe, where each ag is a 0-1 coefficient of the corresponding
monomial. In this terminology, the players are required to evaluate

AGoi =Y as[JUe+io= > as[[Ue+io+ > as[Jte+io,

N tes S:151<2t/3 Les S°18|>2t/3 LeS

where the motivation for decomposing the sum into two terms will soon become clear.
The protocol for SUM-INDEX will work as follows: The player holding both j and i writes
on the board these two values (this is only O (log ) bits). Now note that each player who
sees A knows all the values ags. Therefore, if one of these two players broadcasts, all
the values ag, for S such that | S| > 2¢/3, then from this communication (and the values
of j and i, which are already on the board) the second term in the above summation
can be computed. This requires Z;D% (1) bits. The question is how the first term

can be computed. Note that if the players write all these coefficients as well, then the
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communication will exceed 2' = n bits, which is not useful. To overcome this difficulty,
we manipulate the first term:

> as[JUetio= > as > 1T I1:

S:|S|<2t/3 LesS S.1S1<2t/3 T\,T; : TIUL=S,INT,=8 (€T, (€T,
= E arur, H Je H 7
|Th|+|T21<2t /3, iNT,=9 teT, (€T,
= E E arur, H i H Je
T ITh|<t/3 \Th:|T7|<2t/3—|T\|,T\NT,=0 leT, LeT
+ E E arur, H Je H 72
Tr:|Th1<t/3 \T:t/3<|T1|1<2t/3—|T»|, TTNT,=0 LeT LeT,

Therefore, we get a sum of two terms. The first term can be considered as a polynomial
in j, whose coefficients are known to the player holding A and i, whereas the second
term is a polynomial in i, whose coefficients are known to the player holding A and j.
Each of these two players writes on the board all the coefficients of the corresponding
polynomial (312, (;) bits). Hence, we get a simultaneous protocol, such that the value
of A(j @ i) can be computed from its communication. The communication complexity

of this protocol is
t/3 t/3

t
t t t
2+ ) (m) +23° (m) <2t+3) <m)
m>% m=0 m=0
2tH(1/3)
)

nH(l/3)
= 21 + 0 s

where H denotes the entropy function. Since H(1/3) = 0.918, ..., this is O (n%%?).

=2t+0(

Problems 6.27: Does there exist a protocol for sum-iNnDEx where two parties are allowed
to send poly— log(n) bits each, and the third o(n)? See Section 11.3 for motivation.
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et al. 1995]. Similar results for different functions appear in [Pudlak and R6dl 1993].
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CHAPTER 7

Variable Partition Models

In the standard two-party model the input (x, y) is partitioned in a fixed way. That is,
Alice always gets x and Bob always gets y. In this chapter we discuss models in which
the partition of the input among the players is not fixed. The main motivation for these
models is that in many cases we wish to use communication complexity lower bounds
to obtain lower bounds in other models of computation. This would typically require
finding a communication complexity problem “hidden” somewhere in the computation
that the model under consideration must perform. Because in such a model the input
usually is not partitioned into two distinct sets xi, . .., x, and yy, . . ., y,, such a partition
must be given by the reduction. In some cases the partition can be figured out and fixed.
In some other cases we must use arguments regarding any partition (of a certain kind).
That is, we require a model where the partition is not fixed beforehand but the protocol
determines the partition (independently of the particular input). Several such “variable
partition models” are discussed in this chapter.

Throughout this chapter the input will be m Boolean variables xi, ..., x,,, and we
consider functions f : {0, 1} — {0, 1}. We will talk about the communication com-
plexity of f between two disjoint sets of variables S and T'. That is, one player gets all
bits in S and the other all bits in 7

7.1. Worst-Case Partition

The simplest variable partition model we may consider is the “worst-case’” partition:
split the input into two sets in the way that maximizes the communication complexity.

Definition 7.1: Let f : {0, 1} — {0, 1} be a function. Let S and T be a partition
of the variables x|, . .., x,, into two disjoint sets. The (deterministic) communication
complexity of f between S and T, denoted D57 (f), is the complexity of computing f
where Alice sees all bits in S, and Bob sees all bits in T. The worst-case communi-
cation complexity of f, denoted D*°™(f), is the maximum of D57 (f) over all such
partitions.
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Note that for all f, D***'(f) < 5 + 1 (because for any partition S : T, the player
with the least number of bits can send them to the other player). Proving lower bounds
for the worst-case communication complexity is quite simple because it suffices to find
a single hard partition and then rely on techniques (and results) for the regular two-party
model.

» Example 7.2: Let the function PAL,(xy, ..., x,) be 1 iff the string x; ---x, is a
palindrome (that is, the string x; - - - x,, equals the string x,, - - - x;). Then D*°"/(PAL,,) =
5 + 1. The hard partition is the first m /2 bits versus the last m /2 bits. Computing PALy,,
according to this partition, is equivalent to computing the function EQ on two m/2-
bit strings (that is, check whether x; - - - X;n/2 = Xp, - - - X /241). By the lower bound of
Example 1.21, the result follows.

Exercise 7.3: Let the function fn(xq, ..., xm) be 1 iff the m-bit string x; - - - x, contains
two consecutive 1s. Prove that D"o's!( f,) = ©(m).

» Example 7.4: Let MAJ,, be the majority function on m-bit strings. We show that D¥°™*
(MAJ,,) = log m. For the upper bound, let the player whose set in the partition is smaller
send the number of 1s in its input (log 7 bits) and the other player can compute the
output. For the lower bound, we need to show a hard partition. Consider any partition
S : T of the bits into two sets of size m /2 (all such partitions are equivalent because the
function is symmetric). Let n; be the number of 1s in § and n; be the number of 1s in
T . Intuitively, the parties must simply check whether n; 4+ n, > m/2, or equivalently
whether n; > m/2 — n,. This is simply the GT problem on (logm — 1)-bit strings (for-
mally, given log 7 -bit inputs (i1, i) to the GT function, Alice can produce a string with
exactly i, 1s and Bob can produce a string with exactly m /2 — i, 1s. The output of MAJ,,
on this string is exactly the output of GT(i}, i;)). The required bounds for this function
are given in Exercise 1.22.

A similar argument shows that DW"’”(Tan) = log min(k, m — k) + 1, where for an
integer k (the “threshold”), TH, is a function that gives 1 iff at least k of the m input bits
are 1s.

We can also talk about variable partitions for multiparty communication complex-
ity (where “multiparty” refers to the “number on the forehead” model discussed in
Chapter 6.

Definition 7.5: The k-party worst-case communication complexity of f, D*os'k=party
(f), is the worst-case multiparty communication complexity over all partitions of the
variables of f into k disjoint subsets (where each player sees the variables in k — 1 of
these subsets).

» Example 7.6: Recall Lemma 6.20. In our terms it states the following: Fix a ring R, and
let p : R™ — R be a polynomial in R[xy, ..., x,] of degree d. Then, D"°rs"@+D-party
(p) < dlog|R|. (Here the input is m elements of R. These m elements are partitioned
among the players and not the m log | R| bits representing them.)
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Below we prove lower bounds for stronger variable partition models. All these lower
bounds also apply to the worst-case partition complexity.

7.2. Best-Case Partition

In many cases we are faced with models that may choose the locations in that input
variables are accessed (in some specific sense depending on the model) according to
the function that must be computed. In some cases lower bounds in the model would
only follow if all partitions (of a certain kind) yield hard communication complexity
problems. The simplest way to capture this is the following model:

Definition 7.7: Let f(xy, ..., x,) be a function. The best-case communication com-
plexity of f, D**'(f), is the minimum D57 (f) over all partitions of xi, ..., X, into
two sets S, T of equal size.

Note that here we insist that S and T are of equal size (as opposed to the “worst
partition” case where they could be of any size) because otherwise the partition of
all the variables versus none of them clearly has 0 complexity. Lower bounds for the
best-case complexity do not follow directly from the two-party model because we must
argue somehow that all partitions are hard. Indeed, in some cases in the best partition
the problem is much easier than in the worst partition:

» Example 7.8: D%*(PAL,,) = 2 (in contrast, Example 7.2 shows that D*°"(PAL,,) =
7 +1). An easy partition is the second and third quarters of the bits versus the first
and last quarters. Alice simply verifies that the second quarter is the reverse of the third
quarter, and Bob verifies that the first quarter is the reverse of the last quarter. They
output 1 iff both tests succeed, which requires one bit of communication from each.

For some functions there is no big difference between the various partitions. For
example, consider the function MAJ,, (Example7.4). By the symmetry of the function
all the partitions of bits into two equal size sets are equivalent. Example 7.4 therefore
shows that D% (MAJ,,) = logm. Next we show a more interesting example, and a
technique that is often very useful.

» Example 7.9: Forx,y € {0, 1}"and 0 <i < n — 1, define the “shifted equality” func-
tion SEQ(x, y, i) to be 1 iff the string x = x¢x; - - - x,—; equals to the string y shifted
circularly by i-bits to the right, that is to y;yi4+1---Yn—1Y0- - - Yi—1- In other words,
SEQ(x, y,i) = liff forall 0 < j < n, x; = Yiy jmodn- Then DP*5'(SEQ) = Q(m), where
m = 2n + logn is the size of the input.

As is the case in Example 7.8, for certain partitions checking equality may be easy.
The idea will be to show that for some values of i the bits are partitioned between the
players in a way that makes the equality-test “hard.” First, observe that each of the two
players holds a “significant” number of bits from a different string. To see this, note
that each player gets 2 = n + ; logn bits, out of them at least n — ] logn are bits of
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either x or y. Without loss of generality, Alice holds 5 bits of x, and hence Bob holds at
least k = % - %logn bitsof y. Let A € {0, 1,...,n — 1} be k bits of xo, . .., x,—1 held
by Alice, and B € {0, 1, ...,n — 1} be k bits of yo, ..., y,—1 held by Bob (each player
possibly holds other bits as well from x, y, and i).

Consider the special case where all bits of x and y not in A and B (respectively) are
Os (as we are proving a lower bound, we are allowed to restrict the input). We are now
going to fix the value of i in a way that yields high communication complexity between
Alice and Bob. For this, let us see what is the communication complexity for some
fixed value of i. Denote B; = {j|(i + jmod n) € B}. We claim that for any fixed 7, the
communication complexity between A and B is at least |A N B;|. To see this, we further
restrict the input by letting x; = 0 and y; 4 jmoa » = 0, for all j ¢ A N B;. Now observe
that the induced function is 1 iff for all j € AN B;, x; = yijmod n- Because j € A the
bit x; is held by Alice, and because j € B;, we have (i + jmod n) € B, that is, the bit
Yi+jmod » is held by Bob (and none of these bits is already fixed). By the lower bound for
EQ (Example 1.21) applied to strings of length |A N B;|, the claim follows (in the sense
that a better protocol for this problem implies a protocol for EQ whose communication
complexity is better than the lower bound). Finally, it remains to show that for some i,
|A N B;| = Q(m). For this, we write

Y 1An B =) I{ilj € B}l
i jeA
(to see this, think of a matrix whose rows are j € A and columns are the sets B;; The
entry (j, B;) is 1 if j € B; and 0 otherwise. With this view, the right-hand term of the
equality counts the 1s of this matrix row-by-row, whereas the left-hand term counts the
1s column-by-column). Now,
> lilj € B}l = Al - |B] =k~
jeA

Hence, for some i we have |A N B;| > k2/k = k = Q(m), as needed.

Exercise 7.10: Let matcH be the function that accepts a 3m-bit string x and an m-bit
string y and returns 1 iff y is a substring of x. Prove that D?®s!(matcH)= Q(m).

Exercise 7.11: Let sum(a,b,i) be the function that takes two n-bit integers a,b and a
log n-bit integer i and returns the i-th bit of the binary representation of the sum a+ b
(the length of the input is m = 2n + log n). Similarly, let prop(a,b,i) be the function that
takes the same inputs and returns the i-th bit of the product a - b. Prove

1. Dbesf(sum) = O(log m); but
2* DP¢S!(proD) = Q(m/ log (m)).

We may think of several generalizations of D% Perhaps the most natural one is to
allow partitions into two sets that are not exactly of equal size, but only approximately
so. Say, each set must hold at least a third of the input bits. Lower bounds for such a
generalization may be proved in similar ways as for D***' but may be used more easily
in proving lower bounds in some models. A generalization that is significantly stronger
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is considered in the next section. Thus, the lower bounds proven below directly imply
lower bounds on D%,

7.3. Best Partition with Information Overlap

Let S and T be two disjoint subsets of xp, ..., x,, which do not necessarily cover all
the variables. The definition of DS T(f) (Definition 7.1) can be extended to be the
complexity of computing f where Alice sees all bits in S, Bob sees all bits in 7', and
all bits notin S U T are seen by both Alice and Bob. This is equivalent to the maximum
over all possible values for the bits not in S U T of the communication complexity of
the induced function on the variables of SU T'.

Definition 7.12: Let f : {0, 1}* — {0, 1} be a function. The n-best communication
complexity of f, D"~%!( f), is the minimum of D5:T (f) over all disjoint sets S, T of
size n each.

By the definitions, D%*'( f) = D™/>b¢'( ). In some cases, the overlap of informa-
tion may be very useful. For example, the function SEQ (Example 7.9) can be computed
with O (1) bits as long as each player holds at most /2 bits (and the rest are common).
This is because partitions in which the two players get, say, only bits of x (and y and
i are common) are easy; each player checks for every bit x; that he holds whether

Xj = Yi4+jmod n-

» Example 7.13: Consider the function MAJ,, defined in Example 7.4. We show that
D"~%¢{(MAJ,,) = log n. For the upper bound, notice that for any setting of the bits not in
S U T (which are known by both parties) a protocol for MAJ,, can start by Alice sending
to Bob the number of 1s in her part of the input (log n bits), and Bob can then compute
the value of the function. Because the function is symmetric, the choice of S and T does
not matter. To prove the lower bound, it suffices to exhibit some setting for variables not
in S U T that gives complexity log n. For example, set exactly half of these variables to
0 and half to 1. This returns us to the case of majority on n variables, and because the
function is symmetric this is the same as in Example 7.4.

» Example 7.14: Let ED be the element distinctness function: its input is k integers in
the range 0, 1, ..., 4k — 1 (thus, each integer is given by log(4k) bits). It returns 1 iff
all k integers are distinct. We show that, for all n, D"~%¢(ED) = Q(n/log m), where
m = k(logk + 2) is the size of the input (in particular, D***'(ED) = Q(m/ log m)).

Let S and T be two disjoint sets of n bits each. Each of these bits is the j-th coordinate
(for some 0 < j < log(4k)) of one of the k numbers. Let jg be the coordinate most often
used in S and jr be the coordinate most often used in 7. Let A be the subset of the k
input numbers for which S contains the js-th coordinate. Similarly, let B be the subset of
the k input numbers for which T contains the jr-th coordinate. Then, |A| > n/log(4k)
and |B| > n/log(4k). Without loss of generality, we assume that the sizes are actually
equal (otherwise, we simply reduce the larger of A and B). We also assume that A and
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0 a 0 0 O 0 5 0 0 O

0 a 0 0 1 0 5 0 0 1

0 as 01 0 0 b3 010
A = B =

0 a0 0 1 1 0 b5 0 1 1

0 as 1 0 0 0 b 1 0 O

0 ag 1 0 1 0 bs 1 0 1

Figure 7.1: Case 1 (j = js = jr = 2); Reducing Ea to ep

0 a 010 010 b] 0

0 as 0 1 1 010 b2 1

0 as 1 1 0 0 1 1 bg 0
A = B =

0 as 1 1 1 01 1 b 1

1 as 0 1 0 1 1 0 b5 0

1 as 01 1 1 1 0 bc, 1

Figure 7.2: Case 2 (js = 2, jT = 4); Reducing pisJ to ED

B are disjoint. Otherwise, we split common elements equally between the two sets (this
may reduce the size of A and B by a factor of at most two).

We now fix all input bits, except for the js-th and jr-th coordinates of the numbers in
A U B, as follows: Forall 0 <i < |A|, the i-th number in A and the i-th number in B get
the binary representation of i (padded with Os) written in the coordinates excluding js and
Jr (see Figures 7.1 and 7.2). All numbers notin A U B get unique binary representations
of numbers larger than |A| — 1 written in these coordinates. This is possible since there
are (at least) log k “free” coordinates and only k£ numbers. For numbers not in A U B
we also fix the js-th and jr-th coordinate to 0. Notice that these restrictions already
ensure that the only equalities between input numbers that may occur are between the
i-th number in A and the i-th number in B, for some i. For all other pairs, inequality is
ensured. We distinguish two cases, whether js = jr or not.
Case 1: js = jr = j (seeFigure7.1). Inthis case EDis 1 ifand only if forall 0 < i < |A|,
the j-th bit in the i-th number in A is equal to the complement of the j-th bit in the i-th
number in B. This problem is equivalent to the equality function (EQ) on | A|-bit strings,
for which we have the required lower bound of |A| (Example 1.21).
Case 2: js # jr (see Figure 7.2). We further restrict the input by fixing the js-th coor-
dinate of all numbers in B to 1, and the jr-th coordinate of all numbers in A to 1. Now
ED is O if and only if for some 0 < i < |A|, the js-th bit in the i-th number in A (held
by Alice) is 1 and also the jr-th bit in the i-th number in B (held by Bob) is 1. This is
equivalent to the disjointness function (DISJ) on subsets of 1, ..., |A|, for which again
we have the required lower bound of |A| (Example 1.23).

102



7.4. BIBLIOGRAPHIC NOTES

Exercise 7.15*: The undirected s — t-connectivity problem, ustcon, accepts as input a
graph on ¢ vertices (that is, m = (3) input bits representing the edges), and outputs 1 if
and only if there exists a path between vertices s and t in the input graph (s # t). Prove
that for all n, D"~%¢s(ystcon) = Q(n/¢). Conclude that D?8St(usTcon) = Q(+/m).

7.4. Bibliographic Notes

The Best-Case Partition model was introduced by [Papadimitriou and Sipser 1982],
and in fact many results in communication complexity were first introduced in this
model. It was heavily used for proving lower bounds for VLSI [Lengauer 1990, Chu
and Schnitger 1991] (also see references in [Lengauer 1990], as well as Section 8.3
below). In particular, the technique used in Example 7.9 was developed in this context.

In [Lam and Ruzzo 1989] a general transformation is given from a fixed partition to
the best partition. The n—best complexity is implicit in [Alon and Maass 1986]. Exercise
7.15 is implicit in [Meinel and Waack 1994]. The graph connectivity problem in the
best partition case was considered in [Hajnal, Maass, and Turan 1988]. Other graph
theoretic problems were considered, for example, in [Duris and Pudlék 1989].

The definitions given in this chapter can be extended in various ways. In particular,
there is no special reason to discuss only the deterministic case and we may define in
a similar way measures like R*°"'(f) (the randomized communication complexity of
f with respect to the worst partition), and so forth.
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CHAPTER 8

Networks, Communication,
and VLSI

Results about communication complexity have all kinds of applications. The most
obvious ones are applications to communication problems. For example, for the man-
agement of a distributed system it is often required to check whether two copies of a file
that reside in two different sites are the same. Clearly, this is just solving the “equality”
problem EQ, whose communication complexity was extensively studied in the first part
of this book. It is also very useful to compare a whole directory. Namely, to get for
each file in the directory a bit indicating whether the copies of this particular file are the
same or not. This is the same as solving the direct-sum version of EQ (see Section 4.1).

Most of the results in Part III of this book are devoted to applications in which
communication does not appear explicitly in the statement of the problem. These ap-
plications show that in fact communication is an essential part of more problems than
it may seem at first glance. We start (in Sections 8.1 and 8.2) with several applica-
tions in which the relation to communication complexity is obvious. Then, we show
(in Section 8.3) how to apply communication complexity results to the study of VLSI
chips.

8.1. Bisection Width of Networks

A network of k processors can be viewed as a graph G, where nodes correspond to
the processors in the network and edges represent the connection of two processors
by a communication channel. We will be proving lower bounds and we will do so
regardless of the implementation of “processors” and “channels.” We will only rely on
the assumption that in each time step a single bit can be sent on each of the channels.

The network consists of k processors P, ..., P.. Each processor P; of the net-
work gets as an input some value x; and together they wish to compute the value of
f(x1, ..., x). Let Te(f) be the time required to compute this value on the network
G by the best protocol. There are essentially two general lower bound techniques for
such networks. The first is the “network diameter” lower bound. It claims that (for
nontrivial functions) information must travel from one end of the graph to the other
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51 S-g
Figure 8.1: A network partitioned into two sets S;: S,

end, and thus the computation requires €2 (diameter (G)) time. The other method for
proving lower bounds is based on identifying communication bottlenecks in the net-
work. This method, which is presented here, makes use of communication complexity
lower bounds.

For any partition of the nodes in the graph into two sets Sj, S, denote by B(S; : S)
the number of edges connecting S; and S,. For example, in Figure 8.1 a network of 9
nodes is presented, whose nodes are partitioned into two sets: S of size 3 and S, of
size 6. For this partition, B(S; : S;) =2. The next lemma relates the time complexity
of computing f on the network G (that is, T¢(f)) to the communication complexity
of computing f by two players, Alice and Bob, with respect to a certain partition of
the input bits. For this, recall the definition of D57 (f) (Definition 7.1). In this section,
we denote by D552 ( ) the communication complexity with respect to the partition in
which Alice sees all input bits seen by processors in S; and Bob sees all input bits seen
by processors in S, (note that here S; and S, are sets of processors and not sets of bits;
the input of each processor may consist of several bits).

Lemma 8.1: Let G and f be as above. Let S, : S, be any partition of G. Then

D55:(f)
T _—
c(f) = BS, . S)

PROOF: Consider the best protocol for computing f on the network G. We construct
a two-party protocol for f (with respect to the partition S : S,) as follows. Alice will
simulate all processors in S; (her input is exactly the input to these processors) and Bob
will simulate all processors in S, (his input is exactly the input to these processors). The
only communication needed at any time step is the bits going between the processors
of S) and the processors of S,. The number of these bits is at most B(S; : S,) and hence
DSS(f) < To(f) - B(S: : S2). O

» Example 8.2: Consider a ring of k = 2¢ processors. That is, a network consisting of
k edges (P1, P2), ..., (Pc—1, Pt), (Px, P1). Each processor holds an n-bit string x; and
the goal is to determine whether every two opposing processors hold the same string.
That is, foreach i (1 <i < £) x; = x;+¢. By partitioning the network into two equal
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parts (thatis, §; = {Py,..., Pi}and S; = {Pe41,---, Pi}, we get B(S) : §p) = 2.
The induced two-argument function is simply the function EQ on strings of length £n.
Hence, by Lemma 8.1, a lower bound of €2(£n) on the time required to complete this
computation follows.

In general, the bisection width of a network G, denoted B(G), is the minimum of
B(S;:8;) over all Sy, S, that form a partition of V. Usually, the bisection width is
defined with respect to sets S}, S, of equal size (assume for simplicity that | V| is even
so |Si| = |%:] = g). The above lemma says that for our purposes it is not necessary to
consider only balanced partitions as long as good bounds on D5"%(f) can be proven.
In fact, as can be seen by Example 8.3, it is sometimes better that S; and S, be only
almost balanced sets (for example, each is of size at least k/3).

» Example 8.3: Consider the following problem ED’, which is a variant of the element
distinctness function, ED, of Example 7.14. The input for each of the k processors is a
number in the range 1, . . ., k*(O (log k) bits each). The goal of the processors is to check
whether these k numbers are distinct. We first show that for any partition S : S, of the
processors in which each of the two sets is of size €2 (k) the communication complexity is
D55 (ED') = Q (k log k). Observe that a protocol for ED’ under a partition S : S, gives a
protocol for the disjointness function, DISJ, on inputs of size n = k2, where Alice gets as
an input a set of size |.S;| and Bob gets as an input a set of size |S|. In fact, this problem is
no easier from the function DISJy of Example 2.12, where k' = min(|S, |, |S2]) = Q (k).
(Here the sizes of the sets are not necessarily equal, but we do not change the problem
by much if we increase the domain to k> + k. Then, we only restrict the input if we

insist that for the larger set only k' elements are in the range 1, ...,k and the rest
are in the range k% + 1, ..., k% + k.) It follows from Example 2.12, that DS-2(ED) =
Q(klogk).

Now, we consider computing ED’ on several networks. In each case we partition the
network into two sets S and S, each of Q2 (k) processors and hence, by using Lemma 8.1,
we can use the communication complexity lower bound D552 (ED) = Q (k log k) to get
lower bounds on the time required to compute ED’ on the corresponding network.

e Suppose that the network is a linear array (that is, a line graph). Then the network can
be partitioned into two sets S; and S; in the middle (that is, each set contains about
k/2 processors). In this case B(S; : S;) = 1, hence Tygray(ED') = Q (k log k).

e Suppose that the network is a two-dimensional array (that is, a vk x +/k grid, also
known as a mesh). Again, we can partition the network in the middle into two sets S
and S, of vk x (v/k/2) = k/2 processors. In this case B(S; : S;) = +/k and hence
Tyesy(ED') = Q(Vk logk).

o Suppose that the network is a binary tree. Then there is always a single edge that cuts
the tree into two parts, each of at least 1/3 of the nodes (see for example, the proof of
Lemma 2.8). Hence Trgge(ED') = Q2(k logk).

e Suppose that the network is planar. It is known that such a network can be partitioned
into two sets Sj, S,, each of size at least k/3 such that B(S;:S;) = O (v/k). Hence,
Tpranar(ED') = Q(Vk log k).
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Note that in all these cases we get bounds that are better than the bounds that are obtained
by considering only the diameter of the network.

» Example 8.4: Suppose we are given a network, and an order of its processors so that
adjacent processors in this order are also neighbors in the network. For example, such
an order on the MESH network will be to take the rows in the natural order, inside even
rows to take the processors from left to right, and inside odd rows to take the processors
from right to left. In the SORT problem, each of the k processors of the network is given
an input number in the range 1, ..., k%(O(logk) bits); at the end the input numbers
are permuted so that if we look at the processors according to the specified order, we
get a nondecreasing sequence of numbers. We claim that lower bounds proved for ED
can be transformed into lower bounds for SORT as well. To see this, note that TG (ED) <
T (SORT) + O(log k). This is because to compute ED (that is, to check whether all k num-
bers are distinct) the processors can simply compute SORT, and then adjacent processors
check in O(log k) time (because they are neighbors) whether their numbers are equal.
Hence, for example Tyesy(SORT) = Q(Wk log k). A matching upper bound for SORT
exists.

Similar types of lower bounds can be applied to other multiprocessor computing
devices:

Exercise 8.5: Consider a parallel machine where the k processors communicate via
a shared memory whose total size is b bits. Each time unit a processor can read an
arbitrary number of bits from the shared memory and write an arbitrary number of bits
into the shared memory (the values written in time unit t will be read only in time unit
t + 1). If more than one processor tries to write into the same bit, then conflicts are
resolved by assuming that the value written by the lower numbered processor is the
value that is actually written into this bit. Denote by T;( f) the time needed to compute the
function f in this model and recall the definition of the measure D*°'s! (Definition 7.1).
Prove that T,( f) > D"'S!(f)/b.

8.2. Total Communication

Consider a network that has to compute some function f. In the previous section we
considered the time that it takes to compute the function f on the network, ignoring
the number of bits transmitted in each time step. It is interesting to ask what is the
total number of bits exchanged between the processors of the network. Of a particular
interest is the line network, consisting of k + 1 processors Py, Py, ..., P, with edges
only between P; and P, , for 0 < i < k — 1 (see Figure 8.2). The processors wish
to compute a function f(x,y) where x is stored in Py and y is stored in P;. The
complexity of a protocol is the total number of bits exchanged on all edges. Let D, (f)
be the complexity of the best protocol for f. Obviously, D;(f) < k- D(f). This is
because the processors can simulate the best two-party protocol for f (P, simulates
Alice, P, simulates Bob, and the intermediate processors behave as a relay; that is, they
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Figure 8.2: A line network (for k=7)

just propagate the messages they receive). The main question here is whether we can
do better.

Open Problem 8.6: Is it true that for every function f,D(f) = Q(k- D(f))?

Many of the techniques that were used to prove lower bounds for the two-party
(deterministic) communication complexity, D(f), can be extended for D;(f).

Exercise 8.7: Let 1:{0,1}" x {0,1}" — {0,1} be a function.

1. Let D,‘((f ) be the complexity of computing f in such a line network when communication
is one-way. That is, message are allowed only from P; to P 1. Assume that t is the
number of distinct rows in the matrix My, associated with f (see Section 1.4). Then,
D,“(f) =0O(klogt). (This extends Exercise 4.18.)

2. If f has a fooling set S (see Section 1.3) of size t, then Dy(f) > klog,t. (This extends
Lemma 1.20.)

The best general lower bound that we know for D, (f) is the following.
Lemma 8.8: For every function f: {0, 1} x{0, 1}"—{0, 1}, Dy(f)>k - RZ°(f).

PROOF: Given a protocol for the line network that uses a total of D,(f) bits, we
construct a public coin, randomized, zero error, two-party protocol for f. Alice and Bob
choose together (using their public coin, with no communication), uniformly at random,
one of the k edges (P;, P;1). They simulate the line protocol, where Alice simulates
Py, ..., P; and Bob simulates P;.y, ..., P,. Note that the only bits that they actually
need to exchange are those going through the chosen edge. The expected number of
bits used by the simulation is therefore at most D (f)/k. Hence, RA(f) < Dy(f)/k.

O

Corollary 8.9: For every function f:{0, 1}" x {0, 1}* — {0, 1},
Dy (f) = Q(k - (v/D(f) — logn)).

PROOF: By Exercise 3.15, Ry(f) = O(Rg“b(f) + logn). By Section 3.2, Ry(f) =
Q(+/D(f)). Combining these two facts with Lemma 8.8 the corollary follows. a

Exercise 8.10: Show that for every function f,Dc(f) > k - (Ro(f) — log k). Conclude
that Dy(f) = Q(k - (1/ D(f) — log k)).
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8.3. AT? Lower Bounds for VLSI

Without getting into any details concerning the technology involved in VLSI chips, we
can abstractly view a chip as follows (in practice chips are more restricted but because
we are mainly interested in proving lower bounds, this only makes the results stronger):
A chip is a planar rectangle, whose size is measured in terms of A, which is essentially
the minimal width of a wire (A is of course, technology-dependent). On this rectangle
(of size a x b, where the size is measured in units of A), there are gates (processors) and
there are wires connecting them. A chip has m input ports and 1 output port (connected
at any point on the chip) and its goal is to compute some function f: {0, 1} — {0, 1}.
Figure 8.3 shows a chip with 10 input ports (denoted x, ..., xj0) and one output
port.

A chip works in cycles; in each cycle a (single) signal can “cross” a wire connecting
two gates and all gates can complete their computation. The work time, T, of the
chip is the (worst case) number of cycles from the time the inputs were fed into the
input ports until the result appears at the output port. The area A of the chip is simply
a - b. One of the main advantages that a designer of such a chip has is the ability to
choose where to locate the ports and which input bit to feed into which input port
as to make the chip layout efficient (in area and time). The following lemma gives a
way to prove lower bounds on the quantity AT, using the measure D% introduced in
Section 7.2.

Lemma 8.11: Suppose that there is a VLSI chip as above (with area A and time T) that
computes a function f. Then D**'(f) < «/AT.

PROOF: Assume that the chip is an a x b rectangle with a < b. We can find a cut in
the chip of length at most @ + 1 < +/A + 1 that separates the input ports into two sets
of size m /2. This is because we can “‘sweep” an imaginary line in parallel to the length
a axis of the rectangle until reaching the maximal location where the number of input
ports to the left of the imaginary line is at most m /2. Then, if this number is not exactly
m/2 we may need to add a “shoulder” to our line, in order to get a cut as required (see
Figure 8.3 for such a cut with a “shoulder”).
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Figure 8.3: A chip partitioned into two parts.
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With this cut in mind, we choose a partition of the m input bits between Alice and
Bob exactly as the partition of input bits between the two sides of the cut. Alice and Bob
simulate the chip, cycle by cycle, where each player is responsible for the simulation
of one side of the chip. At each cycle the only information needed for continuing the
simulation is the information that “crosses” the cut. By definition, the number of wires
(and hence number of bits) that cross the cut is at most |C|, the size of the cut. Hence,
in each of the T cycles this many bits could be sent, which gives T - |C| = O(T+/A)
in total. O

» Example 8.12: Consider the “shifted equality” function (SEQ) for which we proved
(Example 7.9) that DYst(SEQ) = Q(m). By the above lemma, any VLSI chip for this
function satisfies AT? = Q(m?).

Many other models for VLSI chips are discussed in the literature. The same type of
bounds apply for most of them.

Exercise 8.13: Consider a model similar to the one defined above but in which many
input bits can appear at the same input port at different, predefined, time units (still any
particular input bit appears in a single input port). Prove that computing the function sea
in this model still requires AT? = Q(m?).

8.4. Bibliographic Notes

For a discussion on the notion of bisection width and its applications for proving lower
bounds in various architectures, see [Leighton 1991]. In Example 8.3, we use the fact
that the nodes of any planar graph can be partitioned into two sets, each with at least
|V|/3 nodes and with O (4/[V]) edges connecting the two parts. This fact was proved
in [Lipton and Tarjan 1980].

The question of total communications, discussed in Section 8.2, is due to [Tiwari
1984]. It is interesting to note that, in addition to the methods mentioned in Exercise 8.7,
he proved that D, (f) > k- log rank( ). Hence, whenever the rank lower bound (Sec-
tion 1.4) is tight, then D; = Q (k- D(f)). The largest known gap between D, (f) and
k- D(f) is given by [Kushilevitz et al. 1995].

For an extensive survey on VLSI and especially of applications of communication
complexity for VLSI, see [Lengauer 1990].
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CHAPTER 9

Decision Trees and Data Structures

9.1. Decision Trees

One of the simplest models of computation is the decision tree model. In this model we
are concerned with computing a function f: {0, 1} — {0, 1} by using queries. Each
query is given by specifying a function g on {0, 1} taken from some fixed family Q of
allowed queries (the queries need not be Boolean). The answer given for the query is
simply the value of g(x1, . . ., x,,). The algorithm is completely adaptive, that is the i-th
query asked may depend in an arbitrary manner on the answers received for the first
i — 1 queries. The only way to gain information about the input x is through these
queries. The algorithm can therefore be described as a labeled free, whose nodes are
labeled by queries ¢ € Q, the outgoing edges of each node are labeled by the possible
values of g (xy, . .., X,), and the leaves are labeled by output values. Each sequence of
answers describes a path in the tree to a node that is either the next query or the value of
the output. In Figure 9.1 a decision tree is shown that computes (on inputs x, ..., X4)
whether at least three of the input bits are 1s. It uses a family of queries Q consisting
of all disjunctions of input variables and conjunctions of input variables.

The cost measure we are interested in is the number of queries performed on the
worst case input; that is, the depth of the tree.

Definition 9.1: The decision tree complexity of a function f using the family of queries
Q, denoted Ty (f), is the minimum cost decision tree algorithm over Q for f.

Recall the definition of the measure D%°™s! (Definition 7.1).
Lemma 9.2: Denotecg = max,c oDV°™"(q). Then, forall f, To(f) > D™ °™'(f)/cq.

PROOF: Fix an arbitrary partition of the input bits into two disjoint sets. Here is a
possible communication protocol for f with this partition: Alice and Bob simulate the
decision tree for f; each time they encounter a query g they compute g(xy, ..., X,)
using the best protocol for computing g with respect to that partition. This requires at
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Figure 9.1: A decision tree

most ¢ bits, for all queries g and for all possible partitions. Because the tree has depth
To(f), the whole simulation uses cg - To (f) bits. Therefore, D™ (f) < cq - To(f).
O

Decision trees are often used with queries that are just single variables (that is, of
the type q(xy, ..., x») = x;). In this case, obviously cyp = 1 so by Lemma 9.2, for
all f, To(f) = D™°™!(f). We now show that we can get good lower bounds on the
decision tree complexity even when considering stronger families of queries.

» Example 9.3: Consider a decision tree whose queries are “unweighted threshold
queries” (UT); that is queries of the form “} ", ¢ x; > 67" for some subset S of the input
bits and integer 6. Then, Ty (IP) = Q(m/logm), where IP(x, ..., X23XB 40,y Xm)
is the inner product function defined in Example 1.25. The proof is immediate from the
above lemma together with the communication complexity lower bound D*°"5!(1p) =
Q (m) (Example 1.25), and the upper bound Dw"’“(THf’") = O(logm) (Example 7.4).

Exercise 9.4: Let a weighted threshold query (in WT) be of the form *)", w;x;>6?"
where w; and 6 are arbitrary reals. Show that Ty 1(iP)= Q(m/ polylog(m)). Hint: Use (1)
the fact that without loss of generality, each w; and 9 are O(mlog m)-bit integers, and,
(2) randomized communication complexity.
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Exercise 9.5: Let A(d,R) be the set of all degree d polynomials over the ring R (see
Lemma 6.20). Prove that Tag, f)(GP3 ") = 2(n/(49dlog | RI)), where aip is the general-
ized inner product function defined in Example 6.16. Hint: Use multiparty communication
complexity and Example 7.6.

9.2. Data Structures and the Cell Probe Model

Suppose we want to implement a data structure that allows storing a “database” D in a
way that queries in a certain family Q of queries can be answered. For example, we may
want to store a k-element subset S of {1, ..., N} such that we can answer membership
queries of the form “i € S?” for each i. A very abstract model for studying time/space
tradeoffs in this setting is the cell probe model described below.

An implementation for the family Q in the cell probe model consists of a way of
mapping a “database” D into s cells (numbered 1, ..., s), where each cell consists of
b bits of information (that is, D determines the values of all cells; however, this is not
necessarily done by distributing the bits of D among the s cells). Each query g, in this
model, is defined by a decision tree, where each node of the tree probes (that is, reads
the value of) a single cell, and branches according to the 2° different values that may
appear in that cell. Each leaf is labeled by an answer to the query. The time used, ¢, is
the maximum number of probes to the database needed; that is, the depth of the worst
decision tree (over all possible queries ¢ € Q). Considering for example the case of
membership queries, a simple solution, which requires a single step, is to use s = N
cells with the i-th cell indicating whether i € D. However, we want to minimize the
time while at the same time keeping the space, s, as small as possible.

Lemma 9.6: Consider the function f(q, D) defined as the answer to the query q on
database D. Assume that there is an implementation that allows storing D using s cells
of b bits each so that any query q can be solved using at most t probes. Then f can be
computed by a t-round communication protocol where at each round Alice (who holds
q) sends log s bits and Bob (who holds D) sends b bits.

PROOF: Alice simulates the decision tree corresponding to the query g, starting from
the root. Each probe is implemented by Alice sending the cell index to Bob (logs
bits), Bob replying with the cell’s content (b bits), and Alice updating her current node
accordingly. Since there are at most ¢ such probes, the lemma follows. m]

» Example 9.7: Suppose we want to store U, a vector subspace of Z7, in such a way that
for every vector g € {0, 1}" we can answer the query “q € U?”. Consider the case where
the cell size, b, is exactly n bits. One possible way to store the subspace U is by keeping
a set of n—dim(U) linear equations defining U. This requires a cell for each equation
(since an equation in Z7 is described by n bits). On a query g, we need to access all
cells and check whether g satisfies each of them. This requires in the worst case s = n
cells and the query time is t = n. Suppose we want to answer queries faster; that is, in
t = o(n) time. How many cells are needed?
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To obtain a lower bound using communication complexity note that here f (g, U) is
exactly the SPAN problem discussed in Example 4.38, where it is shown that either Alice
sends () bits or Bob sends 2 (n?) bits. By Lemma 9.6, an s cell solution would imply
a protocol where Alice sends ¢ log s bits and Bob sends ¢n bits. Since we wish to have
t = o(n), this implies that Bob sends o(n?) bits, and hence Alice must send £ (n) bits.
Thus s > 28¢/9,

Exercise 9.8: Show that for every value of 1 < t < n, there exists a solution that uses
only s =t- 291 cells.

9.3. Dynamic Data Structures

In the dynamic data-structure problem, we need to maintain a database D under various
update operations, as to allow a set of queries Q. The model employed is again the cell
probe model, described above, where, in addition, update operations may also change
the values of cells. Thus each node in the decision tree for an (update or query) operation
may also be a “store” node in which some value is written into a cell.

For any k we can associate with the dynamic problem a function f;(q, u), where
U = uy,...,u is a sequence of k updates and g is a query. The value of f is the
answer to that query after all updates in & have been performed on the initial content
of the database. Clearly, maintaining a data structure that allows dynamic changes (and
is not static, as is the case considered in the previous section) is only more difficult.
The following lemma allows getting time lower bounds for dynamic data structures (in
opposition to time—space tradeoffs we had in the static case).

Lemma 9.9: If every update operation and every query operation can be performed in
at most t probes, in the cell probe model with cell size b, then f; has a communication
protocol where Alice sends O (t log(kt)) bits and Bob sends O (t (b+log | Q|)+log(kt))
bits.

PROOF: Bob first simulates (with no communication) the sequence of updatesuy, . . ., u;
and fixes W to be the set of cells whose values were changed during these updates.
Because during each update at most ¢ cells may be written, we have |W| < kz. Bob
then finds a prime p, p < |W|? such that for all w, w’ € W, w # w’ mod p, and sends
p (O(log(kt)) bits) to Alice (a random prime in the range 1, ..., |W|* will have this
property). Alice now simulates the decision tree corresponding to query g as follows.

Every probe into cell m is handled as follows. Alice sends m mod p to Bob. Bob
finds the unique w € W such that w = m mod p, if such w exists, and sends to Alice a
“description of w” as well as the value stored in the cell w. Alice first checks whether
w = m, and, if so, Bob has sent her the contents of cell m. Otherwise, if w # m,
Alice knows that none of the update operations changed the value of cell m and thus
its value is still the initial value that is known and fixed. In both cases she now has
the value stored in cell m. For each of the ¢ probes, Alice sends m mod p, which is
an O (log(kt)) bit number, and Bob replies with b bits, and the amount of information
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needed to specify the name of the cell w. This can be done by simply sending the
address of the cell (log s bits). Therefore, we get that Alice sends O (¢t log(kt)) bits and
Bob sends O (¢ (b + log s) + log(kt)) bits.

This complexity is small if we know that the number of cells, s, is small enough.
However, it may be the case that the number of cells, s, is much larger than the number
of queries | Q| (because the database not only needs to keep the answers to all queries
but it should also be possible to answer all queries after future updates to the database).
In other words, the communication complexity of Bob that involves both ¢ and s may
be useful for getting time—space tradeoffs but is not useful if we wish to get time lower
bounds. To get the complexity as in the statement of the lemma, Bob uses the following
encoding of w with log | Q| bits. For this, Bob considers all the queries that are consis-
tent with the communication so far. For each of these queries, there is the cell that is
supposed to be probed next (according to the corresponding decision tree). Bob sends
Alice the name of an arbitrary query ¢’ on which the next probe is w (or says that no
such g’ exists). Notice that if m = w, then such a query exists (¢’ = ¢) and so Alice
gets the value w. If m # w, either Bob says that he does not find an appropriate query,
or Alice will know that m # w by determining the cell w that is probed by ¢'. i

» Example 9.10: Suppose we want to maintain a vector subspace U C ZJ under an
update operation: add(u) which replaces U by span(U U {u}), so as to allow the single
query dim(U) which returns the dimension of U. Assume again that the cell size, b, is
n. First, observe that any solution to this problem also allows answering queries of the
form “q € U?” for any given vector g € Z7, because such a query can be simulated by
asking the query dim(U) before and after adding g to U. Therefore, it is sufficient to
prove a lower bound for the later problem.

The function f, (g, i) for queries of the type “q € U?” is equivalent to the SPAN
problem (Example 4.38), where here the subspace is not necessarily given by a basis but
by any set of vectors. Thus, any protocol for it requires 2(n?) bits from Bob or Q(n)
bits from Alice. In both cases, by Lemma 9.9 (with |Q| = 2"), the number of probes
needed is t = Q(n/logn).

9.4. Bibliographic Notes

Proving lower bounds for decision trees using communication complexity was intro-
duced explicitly in [Nisan 1993] and implicitly in [Groger and Turan 1991], where a
slightly better bounds than those given in Example 9.3 and Exercise 9.4 are proven.
The first hint of Exercise 9.4 is due to [Muroga 1971]. A proof can also be found in
[Goldmann, Hastad, and Razborov 1992].

The first lower bounds for data structures, in the static case, were proven for the
range-query problem in [Ajtai 1988]. Additional such proofs were given in [Xiao 1992,
Miltersen 1994, Miltersen 1995]. The connection to communication complexity was
discovered by [Miltersen 1995]. The dynamic case was discussed in [Miltersen et al.
1995], where, in particular, Examples 9.7 and 9.10 were given.
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CHAPTER 10

Boolean Circuit Depth

In this chapter we present interesting connections between communication complexity
and the depth of Boolean circuits. Using these connections, several results regarding
circuits depth are proven.

10.1. Introduction

In this section we provide the definitions of Boolean circuits, the way these circuits
compute functions, and their complexity measures.

Definition 10.1: Let zy, ..., z, be a set of variables. A Boolean circuit is a directed
acyclic graph with two types of nodes: (1) nodes with in-degree 0, called the input
nodes, each is labeled by either a variable z; or a negated variable 7;, and (2) nodes
with in-degree 2, called gates, each is labeled by a Boolean operation—either v (logical
OR) or A (logical AND). There is a single node with out-degree 0 that is called the
output node.

A monotone circuit is a circuit in which all input nodes are labeled by variables (and
none is labeled by a negated variable 7;).

A circuit in which each node has out-degree 1 (except for the output node) is called
a formula. (Note that we allow many input nodes to have the same label).

Definition 10.2: The function computed by a Boolean circuit is defined inductively in
the natural way: the function computed by an input node is g(z,, ..., z,) = z; if the
node is labeled z; and g(z,, . . ., z,) = Z; if the node is labeled 7;. For the gates: if one
of the two nodes entering the gate computes the function g,(z,, ..., z2,) and the other
node computes the function g,(z,, . . . , 2,) then the gate computes the function

8z, z) = 8121, -, 2) V 8221, - -5 20)

if the gate is labeled v and it computes
8z, ... z) =811, -, 20) A g2(204 -4, 20)
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Figure 10.1: A circuit

if it is labeled A. The function computed by the circuit is the function corresponding to
its output node. (Note that in this definition we use the fact that the circuit is described
by an acyclic directed graph.)

For example, in Figure 10.1 a circuit is presented whose input is 3 variables z;, z,,
and z3 (all edges are directed upward; the bottom nodes are the input nodes and the top
node is the output node). The function computed by the circuit is 1 iff at least 2 of the
3 variables are 1s. Note that the circuit is monotone. In fact, it is also a formula.

Observe that for every Boolean function f: {0, 1}* — {0, 1} there is a circuit com-
puting it. For example, we can write f in disjunctive-normal-form and generate the
corresponding circuit. In fact, the resulting circuit is even a formula. However, this
circuit may be huge.

Exercise 10.3: For x,y € {0,1}" we say that x < y if for all i, x; < y;. A function
f:{0,1}" — {0,1} is called monotone if x < y implies f(x) < f(y). Prove that (1) the func-
tion computed by a monotone circuit is monotone, and (2) for every monotone function
there is a monotone circuit computing it. Note: This does not say that a monotone
function cannot be computed by a nonmonotone circuit.

Naturally, we are interested in finding small circuits. We now define (some of) the
measures of complexity for circuits and functions:

Definition 10.4: The depth of a circuit C, denoted d(C), is the length of the longest
path from the output node to an input node. The size of a formula F, denoted L(F), is
the number of input nodes.

For a function f, the depth complexity d(f) is the minimum depth of a circuit
computing f and the size complexity L (f) is the minimum size of a formula computing

f.
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For the special case of monotone circuits and monotone functions, the measures
d,(C), L, (F), d,(f), and L,,(f) are defined in a similar way.

The definition given here assumes that circuits contain only Vv, A gates. Allowing
other types of gates, for example @-gate (exclusive-or), usually have only a small in-
fluence on the complexity of the circuits (particularly their depth) for a given function
f. Also, the (nonmonotone version of the) definition allows using negations only on
the input variables. Once again, circuits that use negations in internal nodes can be con-
verted to circuits with negations only on the variables without changing the complexity
significantly.

10.2. The Connection to Communication Complexity

We now present a connection between Boolean circuits and the communication com-
plexity of relations (see Chapter 5). To define the connection, it is useful to think of
Boolean circuits not as a tool to compute functions but rather as a tool to separate
between two sets (by outputting 0 on elements of one set and 1 on the elements of the
other set). We will associate with every Boolean function f: {0, 1}* — {0, 1} arelation
R . We will show that there is an isomorphism between Boolean circuits that compute
f and communication protocols that compute R;. This isomorphism has some nice
properties, in particular, the depth of the circuit and the number of bits exchanged in
the corresponding protocol are equal. This will imply that d(f) = D(Ry). Formally:

Definition 10.5: For a Boolean function f: {0, 1}" — {0, 1} let X = f~'(1) (that is,
the set of all xs such that f(x) = 1)and Y = f~'(0). Let Ry C X x Y x {1, ...,n}
consist of all triples (x, y, i) such that x; # y;. If, in addition, f is monotone we also
define My C X x Y x {1,...,n}asall triples (x, y, i) such that x; = 1 and y; = 0.

Observe that, both in the definition of R, and in the definition of M, for all (x, y)
there is always an i such that (x, y, i) satisfies the relation (in the case of Ry because
f(x) =1and f(y) =0, then x # y; in the case of My, if no such i exists, then y > x.
Hence, because f(x) = 1 by the monotonicity also f(y) = 1—a contradiction). As an
example, consider the parity function ®(zy, - . ., Z,). The corresponding relation Rg, is
exactly the relation defined in Example 5.8.

Lemma 10.6: For every circuit C for f there is a corresponding protocol P for Ry in
which at most d(C) bits are exchanged.

PROOF: The idea of the protocol is the following: Alice and Bob traverse the nodes
of the circuit C, starting from the output node and continuing toward the input nodes,
while maintaining the following invariant: the function g computed by the current node
satisfies g(x) = 1 and g(y) = 0.

Because x € f~!(1)and y € f~'(0), the invariant is true at the beginning (that is, at
the output node). Suppose that the current node is an OR-gate computing a function g.
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Let g, and g, be the functions corresponding to the nodes entering the current node.
By definition,

g8z, ...,z =811, ..., 20) V 8221, .-, Zn).

Hence, because g(y) = 0, also g,(y) = g2(y) = 0. In addition, because g(x) = 1,
either g,(x) = 1 or g,(x) = 1 (or both). Alice, who knows x, sends a single bit
indicating for which i (i € {1, 2}) g;(x) = 1 (if both are 1 she chooses, say, g;) and
they both proceed to the corresponding node, which obviously satisfies the invariant.
Symmetrically, if the current node is an AND-gate computing a function g, and g,
and g, are the functions corresponding to the nodes entering the current node, then
because g(x) = 1 we get g,(x) = g2(x) = 1. In addition, because g(y) = 0, either
g1(y) = 0or g(y) = 0 (or both). This time Bob sends a single bit indicating for which
i (1 €({1,2}) gi(y) = 0 and they both proceed to the corresponding node.

Finally, when the players reach an input node, labeled by either z; or z; they both
know that i is an appropriate output. This is because, if the node is labeled z;, then by
the invariant x; = 1 and y; = 0, and if the node is labeled Z;, then by the invariant
X; =0andy,- = 1.

The number of bits exchanged in the protocol is bounded by the length of the longest
path from the output node to an input node, that is d(C). m]

Figure 10.2 shows the protocol (and the corresponding partition into monochromatic
rectangles) obtained by applying Lemma 10.6 to the circuit of Figure 10.1. The relation
corresponding to the function f of Figure 10.1 is defined by X = {101, 111, 110, 011}
and Y = {100, 000, 001, 010}. Note, that the 5 input nodes of the circuit correspond to
the 5 monochromatic rectangles induced by the protocol.

Lemma 10.7: For every protocol P for Ry there is a corresponding circuit C for f
such that d(C) is at most the communication complexity of P.

PROOF: Given the protocol P, consider the corresponding protocol tree (as in Defini-
tion 1.1). Convert this tree into a circuit as follows: each internal node in which Alice

sends a bit (that is, a node labeled by a function of x) is labeled by Vv and each internal

100 000 001 010

T
|
I

101 3 1 1 1
..... i
|

111 2 1 1 1
|
|

1mo| 2 1 1 1 1
|

o] 2 2 2 13
|

Figure 10.2: The protocol (and partition) induced by Lemma 10.6
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node in which Bob sends a bit is labeled by A. In addition, each leaf of the tree is a
monochromatic rectangle A x B with whom an output i is associated. We claim that
either (1) forall x € A, x; = 1 and for all y € B, y; = 0, in which case this leaf is
labeled by z;; or (2) forall x € A, x; =0 and for all y € B, y; = 1, in which case this
leaf is labeled by z;. To see this, take any x € A and let x; = 0. Because forall y € B
the value i is a legal output on (x, y), then this implies that for all y € B, y; = . This
in turn implies that forall x € A, x; = 0.

Obviously, the depth of the circuit equals the depth of the protocol tree; that is, the
worst case number of bits exchanged in the protocol. It remains to prove that the circuit
computes the function f. It is sufficient to prove that for every node of the circuit, the
function g corresponding to that node satisfies g(z) = 1 forallz € Aand g(z) =0
for all z € B, where A x B are the inputs that reach the corresponding node of the
protocol. This immediately implies that the function computed by the output node is
f, because it is 1 for all inputs in f~'(1) and O for all inputs in f~!(0).

The claim is proved by induction starting from the input nodes toward the output
node. It is true in the input nodes because this is the way in which the labels of these
nodes are defined. Now, consider an internal node computing a function g such that
the claim was already proved for its two children (computing the functions g, and
g2)- Let A x B be the inputs reaching this node in the protocol tree. Assume, without
loss of generality, that Alice sends a bit in this node (the case that Bob sends a bit is
symmetric). Her bit partitions A into A; and A,. By the induction hypothesis, for all
y € B,g1(y) = g2(y) =0; forall x € Ay, g1(x) = 1;and forall x € Ay, g2(x) = 1.
By the construction,

g8, o z) =811, -, ) V &2(21, -1, Zn)-

Hence, g satisfies g(y) =0forally e Band g(x) = 1foralx e A=A UA,. O

Note that applying the transformation of Lemma 10.7 on the protocol described by
Figure 10.2 gives the circuit of Figure 10.1.

Applying Lemma 10.6 and Lemma 10.7 to the optimal circuit and to the optimal
protocol (respectively) we get:

Theorem 10.8: d(f) = D(Ry).

Recall that we proved in Lemma 2.8 that D(R) = ©(log C?(R)) (in fact this was
proved in the context of functions but extends as it is to relations). A similar proof can
be applied to formulae proving that d(f) = ®(log L(f)) (one direction, showing that
d(f) = log L(f) is trivial). Hence, we get that L(f) = @(CP(Rf)). This connection
can be made even tighter:

Exercise 10.9: Prove that L(f) = CP(Ry). Hint: The above constructions have the
desired properties.

Exercise 10.10: Let f be a monotone function. Prove that dp( f) = D(M¢) and Ly( f) =
CP(My). Hint: The above constructions have the desired properties.
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With this connection between communication complexity and circuits we can now
use the examples presented in Chapter 5. In particular, from Lemma 5.9 we get the
so-called Khrapchenko’s Bound:

Corollary 10.11: Let f: {0, 1}* — {0, 1} be any Boolean function. Let X C zf"(l),
Y C f7'(0),and C ={(x,y):x € X,y € Y,d(x,y) = 1}. Then L(f) = Il

From Example 5.8 and the discussion following Lemma 5.9 we get

Corollary 10.12: The parity function &(z,, ..., z,) satisfies d(®) = 2logn and
L(®) =n%.

Exercise 10.13: The majority function, mas: {0,1}” — {0,1} is defined to be 1 iff the
number of 1s among the input variables is larger than the number of 0s. Prove that
d(maJs) = O(log n). Hint: Use Exercise 5.10.

10.3. Matching and ST-Connectivity

The question of proving good bounds (w(log n)) on d(f) for any explicit function f is
a long standing open problem in computational complexity that goes back to Shannon.
We do know however to prove such lower bounds on the depth of monotone circuits.
In this section, we show two such proofs that use lower bounds on the communication
complexity of the corresponding relations M.

» Example 10.14: A matching in a graph G = (V, E) is a set of edges in the graph such
that no pair of them has a common vertex. The function MATCH is the following: Given
a graph G on n vertices, represented by n’ = (3) Boolean variables (each indicating
whether a certain edge (i, j) appears in the graph or not), MATCH(G) = 1 if there is a
matching of size at least n/3 in G and MATCH(G) = 0 if no such matching exists. Note
that MATCH is a monotone function. Assume, without loss of generality, that n is divisible
by 3, thatis n = 3m. We will prove a lower bound on d,,(MATCH) of Q(n) = Q (v/n) by
proving such a lower bound on D(Myarcy). Recall, that the relation Myarcy is defined
by letting X be the set of all graphs with a matching of size m, and Y be the set of all
graphs with no such matching. Alice is given x € X, Bob is given y € Y, and they have
to find an edge that is in the graph x but is not in the graph y (that is, an index i such
that x; = 1 and y; = 0).

The first step is to concentrate on a relation M’ that is the same as Myarcy but on a
restricted domain X’ x Y’, where X’ C X and Y’ C Y. Clearly, D(M’) < D(Myatcu)-
Let X' be the set of all graphs on n vertices that are matchings of size m (that is, the
graph consists only of m, mutually disjoint edges). The set ¥’ consists of all graphs in
which the vertices are partitioned into two sets S of size m — 1 and T of size 2m + 1,
and the edges are all the pairs in which at least one vertex is in S (in other words, every
vertex in S is connected to all vertices in the graph, whereas the set T is an independent
set). Such a graph cannot contain a matching of size m because every edge has at least
one vertex in S and there are only m — 1 such vertices. Hence, Y’ C Y.
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Next we show how a protocol for M’ can be used to solve the pair—disjointness relation
defined in Section 5.2. Alice, given a list P of m mutually disjoint pairs (of elements in
{1, ..., 3m}), transforms it into a matching of size m (in a graph with n = 3m vertices),
hence obtaining x € X'. Bob, givenaset S of m—1 elements (in {1, ..., 3m}), transforms
it into the graph y € Y’ corresponding to this set S. They use the protocol for M’ to find
an edge that is in x but not in y. By the definition of graphs in Y’, the only missing edges
in y are those in which both elements are not in S. Hence, the output of the protocol
determines a pair of P that contains no elements of S. Finally, Alice sends the index of
this pair in the list P (log m bits). Hence we get D(M) < D(M’)+1log m. By Section 5.2,
D(M) = Q(m). All together we have

d,y(MATCH) = D(Myarcu) = D(M') > D(M) — logm = Q(m) = Q(n).

Example 10.15: The s-z-connectivity function STCON is defined as follows: Given a
directed graph G on n nodes, two of which are marked as s (source) and ¢ (target),
STCON(G) = 1 if there is a directed path in the graph G connecting s and ¢ and otherwise
STCON(G) = 0(without loss of generality assume thats = 1 and ¢t = n). Note that STCON
is amonotone function. The corresponding monotone relation Mgrcon is defined by letting
X be all the directed graphs with a directed path from vertex 1 to vertex n, Y be all the
directed graphs with no directed path from vertex 1 to vertex n, and the task of Alice
and Bob is given x € X and y € Y to find an edge that appears in x but not in y.

Once again, our first step will be restricting the domain of the relation to some
X' C Xand Y’ C Y. We define a relation M that is identical to Mgcon on X’ x Y, hence
D(M) < D(Msrcon). The domains X’ and Y’ are obtained by restricting our attention to
layered graphs that consist of £4-2 layers 0, 1, .. ., £, £+ 1 each of them with w vertices,
where £ + 2 = w = /n. Each edge connects a vertex in some layer i to a vertex in the
adjacent layer i + 1, where the source (vertex 1) belongs to layer 0 and the target (vertex
n) belongs to layer £ 4 1.

Finally, we prove that D(M) > D(FORK), where FORK is the relation defined in
Section 5.3. Suppose we are given a protocol for M, then Alice and Bob can solve
the relation FORK as follows: Alice considers her string a € {1, ..., w}¢ as a directed
path from s to ¢ (this will be her graph x) by choosing from each layer i the vertex g;
and connecting them (for example, in Figure 10.3 the solid edges show the path Alice

Figure 10.3: Reducing Fork to M
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constructs on input a = 3614). Bob considers his string b € {1,..., w}‘ as a path p
from s to another vertex in the last layer (say n — 1), and constructs a graph y € Y’
that contains this path (the dashed edges in Figure 10.3 denote the path corresponding
to b = 3661) and, in addition, edges connecting each vertex not in the path to all the
vertices in the next layer (these are the dotted edges in Figure 10.3). Observe that the
path corresponding to b does not reach ¢ and hence s is not connected to ¢ in the graph
Yy, as desired (the only vertices connected to s in the graph y are those on the path). Now
Alice and Bob use the protocol for M on x and y and get as an output an edge (u, v)
that appears in x but not in y. In addition, u belongs to some layer i and v belongs to
layer i + 1. We claim that i is a legal output for the FORK relation. This is because (u, v)
belongs to the path a (those are the only edges in x) and in addition u belongs to b but
v does not (because these are the only edges missing in y). Since this is a protocol for
FORK we have

d,,(STCON) = D(Mstcon) > D(M) > D(FORK) = Q(log? n).

Exercise 10.16: Recall the undirected s-t-connectivity function ustcon (Exercise 7.15).
This function is similar to stcon but with respect to undirected graphs. That is, given
an undirected graph G on n nodes, two of which are marked as s and t, we define
USTCON(G) = 1 iff there is a path connecting s and t. Prove that dp(usTtcon) =
Q(log? n). Hint: Use the relation Fork’ (Exercise 5.21).

10.4. Set Cover

In this section we present a general technique that allows using any function g: {0, 1}" x
{0, 1}* — {0, 1} whose (deterministic) communication complexity D(g) is signifi-
cantly larger than its nondeterministic communication complexity N (g) to construct a
function f: {0, 1}} — {0, 1} for which a nontrivial lower bound on the size of mono-
tone circuits can be given. Using this technique, we prove such a lower bound on the
set-cover problem (to be defined). Functions that may serve as g are given, for example,
in Examples 2.12 and 4.13.

Let g be a function as above, and let Ry, ..., R, be a cover (possibly with intersec-
tions) of the matrix corresponding to g, M,, with monochromatic rectangles. Clearly,
this implies that N(g) < logt. We define a relation M C {0, 1}* x {0, 1}" x {1,..., ¢t}
that consists of all triples (x, y, i) such that (x, y) € R;. Note that because we started
with a cover of the matrix M., then for every (x, y) there exists such an i but because the
rectangles in the cover may intersect, there may be more than a single i that satisfies the
relation. Obviously D(g) < D(M) because given (x, y) Alice and Bob can compute
M and get as an output a name of a monochromatic rectangle to which (x, y) belongs.
The value in this rectangle is g(x, y).

The next step is to construct a function f: {0, 1}' — {0, 1} such that D(M;) >
D(M). We can think of the input to f as a subset of Ry, ..., R,. Let f(zy,...,2) be
1 if there exists a row x of the matrix M, such that for alli if x € R;, thenz; = 1. If
no such row exists, then f(zy,...,z) = 0. Obviously f is monotone. We now show
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how M can be solved using a protocol for the relation M. Alice, given x € {0, 1}",
constructs x” € {0, 1}’ by assigning x; = 1 if the row x belongs to R; and 0 otherwise.
By the definition, f(x’) = 1 (because x is a row of the matrix M, as required). Bob,
given y € {0, 1}", constructs ¥ € {0, 1}’ by assigning y; = 0 if the column y belongs
to R; and 1 otherwise. We get that f(y’) = 0 because for every row x the entry (x, y)
is uncovered (all the rectangles that cover it were assigned y; = 0). Now, Alice and
Bob use the protocol for the relation M on (x’, y’) and get as an output an index i
such that x; = 1 and y; = 0. This implies, by the definitions of x’ and y’, that both the
row x and the column y intersect R;. Therefore, i is a legal output for the relation M as
well. So if we start, for example, with a function g such that D(g) = N?(g), then the
function f has t = 2V® variables and d,,(f) = D(My) > D(g) = log®¢. Similarly
L(f) = Q(z'°¢"). Note that we can write the function f as:

f@,...,z)=3x {0, 1}": [x e R)=2> (@ =DIA---Allx € R) = (z, = D]

If deciding “x € R;” can be done in time polynomial (in ¢), then this implies that f is
a function in NP (also note that x = x;x; - - - x, can be thought of as a collection of n
Boolean variables). In such a case, f can be translated in a standard way to a 3-CNF
form. Namely, it can be written as

f(11,...,z,)—:—3x1--~xp:¢|/\¢2/\.../\¢s’

where x,41, ..., x, are auxiliary variables, each of ¢y, ..., ¢, is a disjunction of 3
literals on the variables x, ..., x,, and both p and s are polynomial in ¢.

Before going any further consider, for example, the function LNE ; 5, (Exam-
ple 4.13) and the “simple” cover for it. It consists of the 20(V" O-rectangles R; .,
that contain all the pairs (x, y) such that the j-th block of both x and y is x/, and the
20(/mlogm) 1_rectangles Ry, 5, .i Jnb,; that contain all the pairs (x, y) such that, for all k,
in the k-th block of x the i-th bit is b, whereas in the k-th block of y the i;-th bit is b;.
This cover is not the optimal cover (see Example 4.5) but it is convenient to work with
these rectangles because for each of them testing whether “x € R;” is very simple.

Now consider a function f in NP as above, we will show that it can be reduced to
the set-cover problem. This, again, is a standard fact that appears here for the sake of
completeness. The set-cover problem is the following: given a collection of m sets over
a universe of £ elements and a number d, is there a subcollection of d sets that cover
the whole universe. The reduction from f to the set-cover problem is done by letting
the universe be of size s + p. One element corresponding to each of ¢y, ..., ¢; and
an additional p element are associated with the terms x; V X;. Define a set A, _; that
consists of all the terms in which x; appears (out of the above s + p terms) and similarly
a set A,,—o that consists of all the terms in which X; appears. Finally, set d = p. We
claim that if f is 1, then there exists an assignment for xi, ..., x, that satisfies all the
terms. It is easy to verify that the corresponding p sets form a cover. On the other hand,
if there is a cover, note that for each i at least one of A,,_; and A,,_ is in the cover
(because we have to cover the term x; V X;) and because d = p this implies that actually
exactly one of these two sets is in the cover. Therefore, the cover induces an assignment
that is a satisfying assignment by the construction.
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Finally, if the reduction itself can be performed in a small (for example, O(logt))
depth, which is the case with the function LNE (due to the simplicity of its rectangles),
then this implies that monotone circuits for set-cover also require 2 (log? t) depth. This
is because a circuit for f can be constructed by combining a circuit for set-cover with
circuits for the reduction. Hence,

d,,(set-cover) > d(f) — O(logt) = SZ(log2 t).

10.5. Monotone Constant-Depth Circuits

The connection between Boolean circuits and communication complexity can be further
extended using the same isomorphism presented in Section 10.2. In particular, we want
to examine unbounded fan-in circuits (in oppose to the (bounded) fan-in 2 circuits
considered so far). Note that definitions like d(C) and L(F) still hold. We will keep
using the notations d(f) and L( f), although in this section we mean the best circuit
over all unbounded fan-in circuits. It is still the case that L(F), the size of a formula
F, translates to the protocol partition number C(f). The depth however is not equal
to the communication complexity anymore but rather to the rounds complexity of the
protocol (Section 4.2). This is because now at each step, if the players are at node v, it
is not enough to send one bit to indicate which child of v they should continue with,
but rather they need log(fan-in(v)) bits.

The following example shows a function that has a “small” monotone circuit of
depth k, but any depth £ — 1 monotone circuit for it has an exponential size.

» Example 10.17: Let n = m*. We start by defining a function f: {0, 1} — {0, 1}. We
do so by describing an appropriate depth k formula. The formula consists of a complete
m-ary tree of depth k. Each of its m* leaves is given a distinct label out of {xy, ..., x,}.
The gates in odd levels (including the root at level 1) are labeled A, and the gates in
even levels are labeled V. Obviously, by the way we define it, f has a depth k monotone
formula of size n = m*. To give a lower bound on the size of a k — 1 depth formula
for f we consider the relation M and show that C**~1(M/) is large (that is, the
partition induced by any k — 1 round-protocol for M is large). Note that if we prove
that D*~!(My) is at least some value b, then the number of rectangles in the protocol
partition is Q(2%/&*~D), because this implies that in some node of the protocol at least
b/(k — 1) bits must be sent.

To prove a lower bound on the communication complexity of M s, we use the lower
bound for the tree problem, 7}, of Example 4.30. Namely, we show that D¥Y(Ty) <
D*=1(M;) (recall that D*~!(Ty) = Q(m/polylog(m))). To do so, we show how Alice
and Bob can compute T using a protocol for M ¢. Recall that in the problem T there is
a complete depth-k m-ary tree. Bob has the labeling of each node in an odd level by a
number in {1, ..., m} (that can be interpreted as a pointer to one of its m children), and
similarly Alice has the labeling of each node in an even level by anumberin {1, ..., m}.
These labels define a unique path from the root to one of the leafs. The goal is to find
this leaf. Now, Alice computes a sequence of sets S, ..., S inductively as follows: §;
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contains only the root of the tree. If i is even, then for each node v € §; include in S;;
the child of v defined by the labeling given to Alice. If i is odd, then for each node v € S;
include in S; ) all the children of v. Hence, each set S; is just a subset of the nodes in level
i. Symmetrically, Bob computes a sequence of sets 01, ..., Oy as follows: Q) contains
only the root of the tree. If i is even, then foreachnode v € Q; includein Q; all children
of v. If i is odd, then for each node v € Q; include in Q;, the child of v defined by the
labeling given to Bob. Alice computes a string x of length n by putting 1 in all coordinates
j for j € S; and 0 elsewhere and Bob computes a string y of length n by putting 0 in all
coordinates j for j € Oy and 1 elsewhere (all this is done without any communication).
Finally, Alice and Bob use the protocol for My on (x, y) and output the result.

To prove the correctness of the above protocol, we first claim that f(x) = 1 and
f(y) = 0. To prove f(x) = 1, it is enough to prove (inductively) that if each node in
Si+1 computes the value 1, then so do all nodes in S;. This is enough because we start
with an x in which all nodes in S are assigned 1 and applying this claim k times we get
that the nodes in §; (which is just the root of the circuit) compute 1, then the value of
S is exactly the value of the circuit. The claim itself follows from the definition of the
sets: for each node v in S; if it is marked by V (that is, i is even), then one of its children
isin S;41, hence it is assigned 1 and so is v. If v is marked A (that is, i is odd), then all
of its children are in S;,;, hence because all of them are assigned 1 then so is v. In a
symmetric way we prove f(y) = O by proving that if each node in Q;;; computes 0,
then so do all nodes in Q;. Finally, we will prove that there is exactly one place where
xj = land y; = 0 and this is the variable corresponding to the leaf that the path defined
by the input T} reaches. To see this, it is enough to prove that for all i, §; N Q; includes
a single node v;, which is the node in level i that the path from the root reaches. It is
obviously true for i = 1. Also, if it is true for i, then in one of the sets, say S;;;, we put
all the children of nodes in S;, whereas in Q;;; we put only those that are defined by
the labeling. Therefore because v; € S; N Q;, then the next node on the path v;; is in
Si+1 N Qiy1. In addition, if vis anode in S;11 N Q; 41, then its father is in S; N Q;, which
means that it can only be v; and hence that v = v; ;.

To conclude, for any constant k, the size of any depth k — 1 formula for f is

cP My = Q@D*“Wﬁ/(k—l)) = Q(ZD“'(n)/(k—l)) = Q(2m/poblog(m))

10.6. Bibliographic Notes

Boolean circuits are widely used in practice and hence understanding their complexity
is of great importance. Although there has been a lot of success by hardware designers
in developing efficient circuits, the lower bounds achieved thus far for unrestricted
circuits (for example, nonmonotonic) seem somewhat pathetic (for excellent sources
of various results see [Wegener 1987, Dunne 1988, Héstad 1986, Boppana and Sipser
1990, Karchmer 1989] and the references therein). It appears that Boolean circuits
induce complicated combinatorial structures and that new approaches are required.

The approach presented here, which uses communication complexity of relations,

is due to [Karchmer and Wigderson 1988]. They showed the isomorphism between
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circuits and communication complexity of the appropriate relations, proved most of the
basic results and the lower bound for STCON. The proof presented here is simpler than
their original proof and is based on a paper of [Gringi and Sipser 1991]. Khrapchenko’s
Bound (Corollary 10.11) was first proved, without using communication complexity
arguments, in [Khrapchenko 1971]. The lower bound for MATCH is due to [Raz and
Wigderson 1990] and the lower bound for Set-Cover is due to [Razborov 1990b] (for
some standard facts about the complexity class NP such as translation of NP functions
into 3-CNF form, and reductions from 3-CNF to Set-Cover, see for example [Garey
and Johnson 1979]). Separations in monotone constant-depth circuits were first shown
in [Klawe et al. 1984] and later in [Nisan and Wigderson 1991] and by Yannakakis
(unpublished).

Related results were proved in [Hastad and Wigderson 1993, Karchmer et al. 1991,
Edmonds et al. 1991].

130



CHAPTER 11

More Boolean Circuit
Lower Bounds

In this chapter we describe several other ways to use communication complexity for
proving various results on Boolean circuits. These results differ from those in Chapter 10
in that they do not use the connection between the circuit complexity of f and the
communication complexity of the corresponding relation Ry and in that the circuits
considered here are not restricted to use only v and A gates but instead use richer
families of gates.

11.1. Small Circuits

A Q-circuit is a directed acyclic graph whose gates are taken from a fixed family of
gates Q. Each of the gates in the family takes as an input a sequence of bits that are either
inputs of the circuit or outputs of previously computed gates and its output is also a bit.
The circuit defines a function over {0, 1} in the natural way. The cost of a circuit here is
its size (the number of gates). The results proved in this section can be thought of as an
extension of the results proven in Section 9.1 for decision trees (Q-circuits are different
than decision trees over Q in that decision trees only apply functions from Q on the
input variables). In particular, we get lower bounds for the size of threshold circuits.

Definition 11.1: The Q-circuits complexity of a function f, denoted So(f), is the
minimum cost of a Q-circuit computing f.

Recall the definition of the measure D*°™*" (Definition 7.1).
Lemma 11.2: Denote cy = maxyco D" (q). Then, forall f, So(f) = D*™'(f)/co.

PROOF: The proof is similar to the proof of Lemma 9.2. Fix an arbitrary partition of
the input bits into two disjoint sets. To compute f with respect to this partition, Alice
and Bob agree on a “bottom-up” order of the gates (that is, an order in which the inputs
for each gate come from previous gates or from the input variables). Alice and Bob
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Figure 11.1: A threshold gate for the “greater than” function

simulate the Q-circuit for f according to this order; each time they encounter a gate
q, there are some inputs for g that are the results of previous gates (both players know
these values) and some input variables. They compute the value of g using the best
protocol for computing g with respect to any partition that has all the inputs to the gate
that are Alice’s variables in one set, all the inputs to the gate that are Bob’s variables
in the other set, and all the other inputs (that both players know) are partitioned in an

arbitrary way. Thus, to simulate each gate, cy bits of communication are sufficient.

Because the circuit is of size Sy (f), the whole simulation uses at most cg - So (f) bits.
a

Below we modify Example 9.3 for the case of circuits with threshold gates.
Exercise 9.4 and Exercise 9.5 can be modified in a similar way.

» Example 11.3: Consider a circuit with “threshold gates.” That is, each gate computes
a weighted sum of the edges entering the gate and outputs 1 iff this sum is larger than
some integer 6 (that is, the gate has ¢ edges entering it, zi, ..., z;, and there are ¢ + 1
integers associated with the gate w,, ..., w, and 6; the gate computes the result of the
comparison “ZL, w;-z; > 0”). Threshold gates may be very powerful. For example, the
gate in Figure 11.1 computes the “greater than” function GT(x, y) where x = x,, - - - x;
and y = y, - - - y; are two n bit numbers. This is so because

n n

Zzi—lx‘_ _l_z_zi—lyi —x—y

i=1 i=1

so comparing the weighted sum to 6 = 0 gives exactly the answer to the question whether

x > y or not. An important parameter of a threshold circuit is W, the total weight of the

gate; that is, the maximum (over all gates in the circuit) of > |w;|. In the example of

Figure 11.1

w =2-Zz"—l =t 9
i=1

We will show that an exponential weight, W > 2", is necessary for computing GT with a
single gate. More generally, any circuit of threshold gates with total weight W to compute
the function GT requires size at least (n + 1)/(log W + 1). This is because in this case
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cg < log W + 1: For any partition S : T of the input bits, Alice computes ), . w;,zi,
where w,, is the weight corresponding to z; (and each z; is either a bit of x or a bit of
y) and sends the result (a number between —W to W; that is, log W 4 1 bits) to Bob.
Now, Bob computes ) _, . w;,z;, adds the result to the number received from Alice, and
compares the sum with 6 to get the output (a single bit which he sends to Alice). All
together, log W + 2 bits (one bit can be saved by letting the player whose sum of weights
in absolute value is at most W /2 to take the first step). Because D*°™!(GT) = D(GT)
= n + 1 (Exercise 1.22), then by Lemma 11.2 the size is at least (n + 1)/(log W + 1),
as claimed. For example, if W = poly(n), then we get a lower bound of Q(n/logn).
Similar lower bounds apply to other functions f for which D*°™!(f) is large, such as
the inner product function, IP, or the equality function, EQ.

11.2. Depth 2 Threshold Circuits

Threshold circuits are circuits whose gates are threshold elements (as defined in
Example 11.3 above). The size of such a circuit is the number of gates, and the depth
is the number of gates on the longest path from the input gates to the output gate. As
shown in Example 11.3, W, the fotal weight of the gate, is also a very important pa-
rameter. Using the technique of the previous section we can prove at most linear lower
bounds on the size of such circuits (even if W is small). Here we present a different
approach that allows using two-party communication complexity (and multiparty com-
munication complexity) to prove exponential lower bounds on the size of certain types
of small depth, threshold circuits. Again, the method uses the total weight W.

Lemma 11.4: Assume that a function f : {0, 1} — {0, 1} can be computed by a depth
2 threshold circuit, where the total weight of each gate is bounded by W. Then,
RIN(f) < log W + 1.
2" aw

PROOF: Consider a circuit for f. It can be converted into another circuit C, which still
computes f but its top gate is a threshold gate whose threshold 6’ equals 0. This is done
by feeding the gate with the constant 1 with weight —6. Moreover, by multiplying each
weight by two and increasing the weight of the constant 1 by — 1, we do not change the
function computed by the gate but we guarantee that the weighted sum computed by
the gate is either positive or negative but it never equals 0. The new total weight of the
top gate after these transformations, W’, is at most four times larger than the original
total weight (that is, W’ < 4W). Denote by f, ..., f; the functions that are the inputs
to the top gate and wy, ..., w, their weights. These functions are either constants or
input variables of the circuit or threshold gates. In each case, D*°™'(f;) < logW + 1
(see Example 11.3).

Now consider the following randomized protocol for f (with respect to any partition
of the input, and in the public coin model): Alice and Bob choose at random an index
1 <i <t (nocommunication), where each i is chosen with probability |w;|/ W’. They
run the deterministic protocol for f; with respect to this partition and get some output b.

133



MORE BOOLEAN CIRCUIT LOWER BOUNDS

If b = O the output is chosen at random to be O or 1 with equal probability (thatis, 1/2). If
b = 1the outputis 1 if w; > 0and the outputis 0if w; < 0. Consider an input for which
f(x) = 1. Let « be the probability that the randomly chosen index i satisfies f;(x) =

The contribution of these indices to the probability that the output is 1 is «/2. With
probability 1 — & the index i chosen satisfies f; (x) = 1. In this case, by the correctness
of C, 3=, /(=1 Wi > 0 and because all the weights are integers the contribution of
these indices to the probability that the output is 1 is at least 5% + .. Therefore the
total success probability is at least % + WL The case of inputs for which f(x) = 0
is similar, where here it is important to note that 3, ), w; < O (in particular, we
ensured that 3, -\ w; ;é 0) To summarlze in both cases we get the correct answer
with probability at least 5+ W > 5 + 4w Because D*°™'(f;) < logW + 1, we are
done. a

» Example 11.5: Consider the IP function (see Example 3.29). By Exercise 3.30, we know
that R’.’“f 1% (1P) > m — O(log W). Combining this with the above lemma we get that
any depth 2 threshold circuit for IP requires gates with total weight W = 25,

A more natural complexity measure is the size of the circuit. Assume that all weights
in the circuit (the w;s and the 6s) are bounded by some value w. Clearly, the total weight
satisfies W < s - w. Therefore, we get that any depth 2 threshold circuit for Ip has size
s = 2% /. That is, as long as the weights are sufficiently small the size must be

exponential.

In fact, the proof of Lemma 11.4 implies the following general lemma:

Lemma 11.6: Let Q be a family of functions, and denote cy = maxyeco D" (q).
Assume that f can be computed by a depth 2 circuit with a threshold gate at the top
level that has total weight of W and arbitrary gates from Q in the bottom level. Then

b,
’i:_ vlvorxl(f) < co.

Exercise 11.7: Let Q be a family of functions, and denote rg = maxzeqR™>"*"(q).
Assume that f can be computed by a depth 2 circuit with a threshold gateggt the top
level whose total weight is W and arbitrary gates from Q in the bottom level. Then
Rﬁ"f worst(£) < rg. Conclude that if Q is the class of all threshold functions, then still
any c?lzcunt for p is of exponential size, hence strengthening Example 11.5. Hint: See
Example 9.3.

Exercise 11.8: Assume that f can be computed by a depth 3 circuit where the top
two levels contain threshold gates (with total weight bounded by W? and the third

level contains AND gates with in-degree at most k. Prove that Ff"“b (ke 1)-worst( £y
+aw

(k + 1)logW (Hint: Lemma 6.20). Conclude that such a cnrcuut for the function aipk*
(see Example 6.16) must have total weight W = 2%ar) . Moreover, if each weight is
bounded by w, then the size of the circuit is s = 25 2
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11.3. Size—Depth Tradeoffs: An Approach

In this section we present an approach that would allow using certain multiparty commu-
nication complexity lower bounds (once such bounds are proven) to prove size—depth
tradeoffs. Particularly, to prove that for certain functions there is no circuit that is
simultaneously of O (logn) depth and O(n) size.

Consider a function f(x, j, i) (forx € {0, 1}* and i, j € {1, ..., n}). We will show
that any Boolean circuit C (as in Definition 10.1) that on input (x, j) (thatis, n + logn
bits) outputs n values y; = f(x, j, 1),...,y, = f(x, j, n) (that is, the circuit has n
output gates) cannot have both shallow depth and small size, provided that f is “hard”
for 3-party communication complexity in a sense specified below. We first need the
following lemma:

Lemma 11.9: For any circuit C with m edges and depth d, there are km/log d edges
(wires) whose removal yields a circuit of depth less than d /2*=" (recall that the depth
is simply the number of edges in the longest directed path of the circuit).

PROOF: Mark each node v by a [logd] bit number, £ (v), indicating its height (the
length of the longest directed path from a leaf ending at v). That is, for each leaf & gets
the value 0 and A (root) equals d, the depth of the circuit. Mark each edge ¢ = (u, v)
by the index i of the most significant bit in which 4 (u) and 4 (v) differ. For some value
Jj (1 < j <logd) the set of edges marked by j is of size at most m/log d. Omit these
edges from the circuit and consider a new marking A’ of the nodes, where A’(v) is
obtained from /4 (v) by omitting the j-th bit. We claim that 4’ (v) is a monotone function
(and clearly it still gets the value 0 on the leaves) and hence A’(root) is a bound on the
new depth (after the omission).

For this, we consider any (directed) edge ¢ = (u, v) that remained in the circuit and
verify that 4'(u) < h’(v). Consider the index i of the most significant bit in which A (u)
and A (v) differ (in this case the i-th bit of z(u) is 0 and the i-th bit of £(v) is 1 since
we know that 2(u) < h(v)). If i = j, then this edge would be omitted. If i < j, then
the omission of the j-th bit does not matter and still A'(u) < A'(v). If i > j, then it
must be that the j-th bit of £(x) and k(v) are the same, and again the omission of the
Jj-th bit does not matter and &' (1) < h'(v).

Repeating this process k times we get that by omitting km /logd edges the depth
can be represented by [logd] — k bits instead of [log d] bits. The result follows. O

The following lemma shows that if 3-party protocols for f, with certain communica-
tion constraints, do not exist, then a circuit C as described above cannot have linear size
and logarithmic depth simultaneously. Recall the definition of simultaneous protocols
(Definition 6.18).

Lemma 11.10: Let C be a circuit as above of depth c log n, size ¢'n (with fan-in 2) and
f(x, j, i) the corresponding three-argument function (as defined above). Then f can
be computed using a 3-party simultaneous protocol in which
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1. the player holding x, j sends O(n/loglogn) bits;

2. the player holding x, i sends O (n®) bits, for a fixed constant ¢ (in fact, the bits he sends
are just a subset of the bits of x); and

3. the player holding i, j sends O (logn) bits.

PROOF: First, apply Lemma 11.9 on the circuit C with kK = log(c/¢) + 1 (thatis, k is a
constant depending on the constants ¢ and ¢). This implies that there are O (n/log log n)
edges that can be omitted from C (we use here the assumption that the depth is c logn
and that the number of edges is bounded by the size of the circuit) so that the depth
remains at most ¢ log n. This implies that if we are given the values on all omitted edges,
and in addition the values of all input variables that remained connected to y;, we can
compute the value of y;. Note that for each i this set of variables may be different,
however because we remained with a fan-in 2 circuit of depth ¢ logn, then for each
value of i the number of these variables is at most n°.

With this in mind the protocol is as follows: the player holding x, j knows the
computation of the circuit C(x, j), hence he can send the values of all omitted edges;
the player holding x, i knows what the set of n° important variables is and what their
values are and can send these values; the player holding i, j sends these values. By the
above, this information is enough to determine f(x, j, i) and the communication is as
guaranteed. O

» Example 11.11: Consider a circuit C as above that on input (x, j) outputs n bits
¥i = Xxjgi (Where @ here denotes bitwise exclusive-or). Observe that the corresponding
function f(x, j, i) is exactly the function SUM-INDEX of Example 6.26 for which a pro-
tocol with total communication O (n%°?) was given. Note that this still does not give the
desired tradeoff for the function C(x, j) since we should be able to show that the second
player (holding x, i) can send O (n®) bits for any fixed &. Also note that the Q (1/n) lower
bound on the total communication, given for the function SUM-INDEX, does not eliminate
this possibility since we are willing to allow the first player (holding x, j) to send even
O (n/loglog n) bits.

Open Problem 11.12: Let C(x,/) be as in the Example 11.11. Prove that there is no
circuit to compute C(x, j) with O(n) size and O(log n) depth.

11.4. ACC Circuits

ACC circuits are polynomial size, unbounded fan-in circuits that in addition to the OR,
AND, and NOT gates allow MOD,, gates (that is, gates that for some fixed m output 1
iff the number of input bits that are 1 is divisible by m). ACC® are ACC circuits that
are of constant depth. SYM™ circuits are depth-2 circuits whose top gate is a symmetric
gate (that is, a gate whose output depends only on the number of input bits that are 1) of
fan-in s, and each of the gates in the bottom level is an AND gate of fan-in at most d. The
importance of the class SYM* stems from the fact that such circuits can simulate ACC°
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circuits. More precisely, it is known that ACC? circuits can be transformed into SYM*
circuits with s = 27°»9¢™ and d = polylog(n). Recall the definition of simultaneous
protocols (Definition 6.18).

Lemma 11.13: If a function f belongs to SYM™" (with parameters s and d), then there
exists a (d + 1)-party simultaneous protocol with D''(f) = O(d log s).

PROOF: Similar to the proof of Lemma 6.20. Namely, because each AND gate of the
circuit contains at most d variables and because there are d + 1 parties, then the value
of each gate can be computed by some party (with no communication). The protocol
will first fix a partition of the AND gates into d + 1 sets, with set i only containing
AND gates that can be computed by the i-th party. Each party evaluates all the AND
gates assigned to it and broadcasts the number of gates that evaluated to 1 (log s bits).
Because the top gate is a symmetric one, this information is enough to determine the
output. a

» Example 11.14: Consider the function GIP? (Example 6.16). By Lemma 11.13, together
with the lower bound proved for the function GIP? (Section 6.4.1), it follows that any
SYM* circuit for GIP? with top fan-in s (and bottom fan-in at most d — 1) requires
5 > n/4

From Lemma 11.13 it follows that lower bounds of D'(f) = w(polylog(n)) for
d = polylog(n) for some function f would show that f does not belong to SY M* with
parameter s = 27°%%™ and d = polylog(n). This, by the discussion preceding the
lemma, implies that f ¢ ACC®. No explicit function f ¢ ACC? is currently known.
Note that Open-Problem 6.21 is a step in this direction.

11.5. Bibliographic Notes

Lower bounds similar to those presented in Section 11.1 were found by [Smolensky
1990]. The applicability of communication complexity for these kind of bounds was
formalized by [Nisan 1993, Roychowdhury, Orlitsky, and Siu 1994]. See also [Siu,
Roychowdhury, and Kailath 1995].

Example 11.5 is from [Hajnal et al. 1987]. Exercise 11.7 is from [Nissan 1993].
Exercise 11.8 is from [Hastad and Goldmann 1990]. See [Goldmann 1994] for a survey
on lower bounds for threshold circuits using communication complexity.

The approach described in Section 11.3 is the communication complexity variant of
a method proposed by [Valiant 1977]. In particular, Valiant proved Lemma 11.9 and
suggested considering the function of Example 11.11. The communication complexity
version of the approach is according to [Nisan and Wigderson 1991]. The original
approach they suggested was to look only at the fotal amount of communication;
however, Example 11.11, that is based on [Babai et al. 1995], as well as an example
in [Pudldk and Rodl 1993] shows that for some of the problems of the type discussed
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here the total communication may be too small. Hence, we present here a refined
approach.

[Yao 1990, Beigel and Tarui 1991] show how to transform ACC? circuits to SYM™*
circuits. Lemma 11.3 is due to [Héstad and Goldmann 1990]. For a survey on small
depth circuits see [Beigel 1993].
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CHAPTER 12

Time and Space

In many models of computation it is possible to imagine communication between
different stages of the computation. This communication is usually realized by one part
of the computation leaving the computing device in a certain state and other part of
the computation starting from this state. The amount of information “communicated”
this way can often be quantified as the “space” of this model; and the number of times
such a communication takes place relates to the “time” of the model. We then usually
get time—space tradeoffs by utilizing communication complexity lower bounds. In this
chapter we discuss several lower bounds concerning time and space in several models
of computations. Particularly, certain types of Turing machines, finite automata, and
branching programs.

12.1. Time-Space Tradeoffs for Turing Machines

In this section we discuss the standard model of multi-tape Turing machines; these are
finite automata with an arbitrary but fixed number k of read/write tapes. The input for
the machine is provided on another read-only tape, called the input tape. The cells of
the read/write tapes are initiated with a special blank symbol, b. At each step the finite
control reads the symbols appearing in the k + 1 cells (on the k 4 1 tapes) to which its
heads are pointing. Based on these k + 1 symbols and the state of the finite control, it
decides what symbols (out of a finite set of symbols) to write in the k read/write tapes (in
the same locations where it reads the symbols from), where to move the k+ 1 heads (one
cell to the left, one cell to the right, or stay on the same cell), and what is the new state
of the finite control (out of a finite set of states). There are two special states, “accept”
and “reject,” in which the machine halts. Figure 12.1 sketches a Turing machine with
3 tapes (an input tape and two additional read/write tapes). A Turing machine has time
complexity T (m) if for all inputs of length m the machine halts within T (m) steps, and
space complexity S(m) if for all inputs of length m the toral number of cells on the k
read/write tapes that are used is bounded by S(m).

We can find a communication bottleneck in this model by considering how infor-
mation can flow between the two sides of the (read-only) input tape. Such information
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Figure 12.1: A Turing machine

can be passed only by the movement of the input head from one side to the other. The
information that can be “carried” by the head must all be stored on the read/write tapes
(other than the state of the finite control that can “carry” a constant number of bits),
and thus is bounded in quantity by the space used by the algorithm. Formally, we can
get lower bounds using the following simulation.

Lemma 12.1: Ler f: {0, 1}" x {0, 1} — {0, 1} be a function. Let M be a multi-tape
Turing machine that runs simultaneously in time T (n) and space S(n) on inputs of size
m = 3n, accepts all inputs in

{x0"y|Ix| =yl =n, f(x,y) =1}
and rejects all inputs in

{x0"y|Ix| = Iyl =n, f(x,y) =0}.
Then D(f) = O(T (n)S(n)/n).

PROOF: Alice and Bob, on input (x, y), jointly simulate the execution of the Turing
machine M on input x0"y. They output 1 or O depending on whether the machine
accepts or rejects this input. At each point in time, the head of the Turing machine on
the read-only input tape is either in the x-region (that is, the first n bits of the input
tape), in the y-region (that is, the last n bits of the input tape), or in the O-region (that
is, the middle n bits of the input tape). In the first case Alice simulates the machine;
in the second case Bob simulates the machine; and in the third case the simulation is
done by the last player in whose region the head was before entering the O-region. In
other words, the player who is simulating the machine at any given time will continue
the simulation by himself until the head moves into the region of the other player.
Notice that the player who is simulating the machine at any single point knows the
contents of the cell of the read-only tape to which the head points. We still need to
make sure that this player has the rest of the information needed for carrying out the
simulation. Therefore, whenever the players change roles, all the information needed is
sent from the player who was responsible for the simulation until this time to the player
that has to continue the simulation. This information includes the state of the finite
control and the contents of all the read/write tapes (only the used cells of each tape,
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separated by some delimiter, including the location of the head on each of the tapes). All
together O (S(n)) bits of information. Now, because the head on the read-only tape can
move at most one position in any step, there must be at least n steps between the times
where the simulation switches from Alice to Bob and vice versa. It follows that there
can be at most T (n)/n such steps during the T (n) steps of computation. All together
at most O(S(n)T (n)/n) bits of communication are exchanged while simulating the
Turing machine. a

This allows proving time—space tradeoff lower bounds for many simple functions.

» Example 12.2: Consider the language of palindromes L = {ww®}, and concentrate on
the special case where the last third of w is all Os. Let M be any Turing machine for L that
runs in time T (n) and space S(n) on inputs of length m = 3n. Finally, let f(x,y) = 1
iff x = yR. Observe that such a machine accepts all inputs in

{x0"y|lx| =yl = n, f(x,y) =1}
and rejects all inputs in
{x0"y[lx| = Iyl =n, f(x,y) = 0}.

Also note that f is equivalent to the equality function, EQ, and thus D(f) = n + 1
(Example 1.21). Therefore, any Turing machine recognizing palindromes requires a
time—space tradeoff of T'(n) - S(n) = Q(n?).

It is not difficult to see that this language can be recognized in linear time using
linear space (by copying the first half of the input to one of the read/write tapes and
then checking that the first half matches the second half) and in quadratic time using
logarithmic space (by verifying for each i that the i-th bit matches the (m — i)-th bit).
Thus, this tradeoff is essentially tight.

Because for every function f, D(f) < n + 1, the best time—space tradeoff that we
can prove, using this method, is quadratic. Although this may seem very weak, we note
that this is essentially the only technique known for proving such bounds.

Exercise 12.3: Prove that recognizing palindromes requires Q(/og n) space. Namely,
we can get space lower bounds and not only time—space tradeoffs.

Exercise 12.4: Show that a co-nondeterministic Turing machine can recognize the
language of palindromes in logarithmic space and linear time but that a nondeterministic
one still requires a quadratic time—space tradeoff. (A nondeterministic Turing machine
is a Turing machine that makes nondeterministic steps; each input not in the language
is always rejected, whereas for each input in the language there is a sequence of steps
in which the machine accepts.)

Exercise 12.5: Consider a model of Turing machines that have two heads on the input
tape. Use multiparty communication complexity to prove a time—space tradeoff for such
machines.
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Exercise 12.6: In this exercise we are concerned with finite automata. Those are sim-
ilar to Turing machines but they have only an input tape (and no read/write tapes) and
the head is only allowed to move one cell to the right at each step. It is well known
that any nondeterministic automaton with k states can be transformed into a deter-
ministic one that has 2 states. For some constant c, consider the (finite) language
Lc = {ww|w ¢ {0,1}°}. (1) Prove that there is a co-nondeterministic automaton with
O(c) states that accepts the language L. (2) Use communication complexity to prove
that any deterministic automaton that accepts the language L. requires at least 2°¢
states. Conclude that the above-mentioned transformation from deterministic automata
to nondeterministic automata is optimal.

12.2. One-tape Turing Machines

In this section we show how to prove time lower bounds for Turing machines. There is of
yet no known super-linear time lower bound on an “explicit” function for general Turing
machines, as defined in the previous section. What we show here is a lower bound for
one-tape Turing machines (that is, these are machines that have a single tape; at the be-
ginning, the input is written on this tape and this time the machine is allowed to overwrite
this tape). A naive use of (deterministic) communication complexity, that argues about
the flow of information between the part before the middle of the input and the part after
the middle, can only be used to prove T'(n) < D(f). Thisis of no interest because for all
[, D(f)is atmostn+ 1 (and n steps are required by the machine just to read its input).
The following lemma enables us to achieve better lower bounds (at most quadratic):

Lemma 12.7: Let f:{0, 1}" x {0, 1}" — {0, 1} be a function. Let M be a one-tape
Turing machine that runs in time T (n) on inputs of size m = 3n, accepts all inputs in

{x0"y|lx| = Iyl =n, f(x,y) =1}
and rejects all inputs in

{x0"y|lx| = |yl =n, f(x,y) =0}.
Then RE“(f) = O(T (n)/n).

PROOF: Alice and Bob, on input (x, y), simulate the Turing machine M on input x0"y
using a public coin randomized (zero error) protocol. They output 1 or 0 depending on
whether the machine accepts or rejects this input. Alice and Bob first choose together,
uniformly atrandom, alocation in the O-region of the tape (without any communication).
Alice simulates the machine whenever the head is to the left of this location, and Bob
simulates the machine whenever the head is to the right of this location. Each time the
head crosses this location only the state of the finite control (O (1) bits) needs to be
sent. Because the total running time of the machine M on the input is at most T (n),
the expected number of times the machine crosses this location (which is chosen at
random among n different possibilities) is at most T'(n)/n. Thus, the expected total
communication is O(T (n)/n). O
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» Example 12.8: Consider the language of palindromes {wwX}. As in Example 12.2,
concentrate on the special case where the last third of w is all Os. Let M be any one-tape
Turing machine for L that runs in time 7 (n) on inputs of length m = 3n. Finally, let
f(x,y) = liff x = yR. Note again that f is equivalent to the equality function, EQ, and
that such a Turing machine accepts all inputs in

{x0"y|Ix| =yl =n, f(x,y) =1}
and rejects all inputs in
{x0"y||x| = |yl = n, f(x,y) = 0}.

We also know that Ry(EQ) = ©®(n) (Example 3.9) which implies, by Exercise 3.15,
that R?**(EQ) = ©(n). Using Lemma 12.7, we get that any one-tape Turing machine
recognizing this language requires 2 (n?) time.

As remarked in Example 12.2, the language of palindromes can be recognized in
linear time on a two-tape Turing machine. There is a simple quadratic simulation of
k-tape Turing machines by one-tape Turing machines. Combining the linear upper bound
for the language of palindromes on two-tape Turing machines with the quadratic lower
bound for one-tape Turing machines, we get that this simulation is optimal. Also note
that it is possible to recognize the language of palindromes on a one-tape Turing machine
in O(n?) time. Hence, for this language, the lower bound it tight.

It is not known whether the simulation in Lemma 12.7 can be made deterministic. On
the other hand, Lemma 12.7 can be extended in various ways. For example, it extends
almost as it is to zero error randomized one-tape Turing machines (the time complexity
is measured according to the expected running time). A more interesting version is the
following:

Exercise 12.9: Let :{0,1}" x {0,1}" — {0,1} be a function. Let M be a one-tape non-
deterministic Turing machine with the same properties as in Lemma 12.7. That is, the
machine M accepts all inputs in {xO"y||x1 = |y| = n, f(x,y) = 1}, rejects all inputs in
{x0o" y| |x| = |y| = n, f(x,y) = 0}, and runs in time T(n) (where the time of a nondetermin-
istic Turing machine is defined as the maximum over all inputs in {0,1}” and all possible
nondeterministic choices). Then, N'(f) = O((T(n)/n)+ log n). Conclude that such a
nondeterministic Turing machine for the language of palindromes requires Q(n?) time.

Open Problems 12.10: Prove any super-linear lower bound for computing an explicit
function on two-tape Turing machines.

12.3. Ordered Binary Decision Diagrams (OBDDs)

The branching program model is a model of computation that is very useful in studying
issues related to space. Many variants of this model are studied in the literature. Here
we are interested in leveled branching programs of various types. A leveled branching
program is a directed, leveled graph with £ + 1 levels. Each node in the first £ levels is
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Figure 12.2: A branching program

labeled by a variable in xy, ..., x,,; level 1 contains a single node (the root) and level
£ + 1 contains two nodes labeled 0 and 1. From each node in level i (1 <i < £) there
are two outgoing edges connected to (not necessarily distinct) nodes in level i + 1.
One of these two edges is labeled O and the other is labeled 1. A branching program
computes a function f(xj, ..., x,) in a natural way: start at the root; at each level
look at the current node whose label is some variable x;; check the value of x; in the
assignment and depending on its value (0 or 1) choose the corresponding edge going
out of this node, and proceed from the node reached. When level £ + 1 is reached the
label of the node reached (0 or 1) is the value of f. For example, Figure 12.2 shows a
leveled branching program that computes @(xy, .. ., X¢).

Let w be the maximal number of nodes in any level; we call w the width of the
program, and £ the length of the program.

Exercise 12.11: Let f:{0,1}" — {0,1} be any function. Show that there is a branching
program for f of length m and width 2™ and branching program of width 3 and length
O(m2™).

The above exercise shows that for every function f we can make the width or
the length of the branching program to be “small.”” An important question is, given
a function f, whether there is a branching program that has both “small” width and
“small” length. In this section (and the following one) we prove lower bounds of this
kind for certain types of branching programs.

A branching program is called oblivious if for each level i all the nodes in level i are
labeled by the same variable x; (for example, the branching program of Figure 12.2
is oblivious). Note that every branching program can be made oblivious by increasing
its length by a factor of w (and not changing its width). Oblivious branching programs
are discussed in the next section. An even more restricted type of branching program
includes those that are oblivious and, in addition, each variable appears in at most one
level. In other words, we can think of the variables as ordered in some order and the pro-
gram has m levels (or less) that are labeled according to this order. This kind of branching
programs is referred to as an OBDD (Ordered Binary Decision Diagram). The branching
program of Figure 12.2 is in fact an OBDD. The following lemma shows how to derive
lower bounds on the width of such programs. Recall the definition of D (Section 7.2).

Lemma 12.12: Let f: {0, 1}* — {0, 1} be a function that can be computed using an
OBDD of width w, then D**'(f) < logw + 1.
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PROOF: Given the OBDD, let S be the variables that appear in the first £/2 levels and
T be the variables that appear in the last £/2 levels (variables that do not appear in
the program are partitioned between S and T'; because each variable appears at most
once, S : T is indeed a partition of the variables). Now Alice can simulate the first £/2
levels of the OBDD, she then sends the name of a node in level £/2 + 1 from which the
simulation should continue (log w bits), and Bob can finish the simulation and compute
the output. We get D**'(f) < DST(f) < logw + 1, as needed. ]

» Example 12.13: Consider the “shifted equality” function (SEQ) for which we proved
(Example 7.9) that DbYt(SEQ) = Q(m). By Lemma 12.2, any OBDD for this function
has width w = 290,

12.4. Width—Length Tradeoff for Branching Programs

In this section we give a width—length tradeoff for oblivious branching programs, in
which there is no restriction on the number of levels in which each variable appears.
The main difficulty is that, in opposition to the case of OBDDs, it is not clear how to
partition the variables between the two players. We overcome this by using the measure
D"t (£), introduced in Section 7.3.

Lemma 12.14: Let f: {0, 1} — {0, 1} be a function that can be computed using an
oblivious branching program of width w and length £ < m(logm — 4)/8. Then,

DYt (f) = O(€log w/m).

PROOF: Because the branching program is oblivious, we can think of its labels as a
string z € {1, ..., m}‘. Suppose that we can find two sets S, T C {l,...,m} and a
number s such that

1. |S| = |T| = /m; and

2. zis (s, S, T)-good; that is, z can be partitioned into s substrings z;z; - - - z;, where each
z; consists of elements of either S or 7 but not both (in addition to elements which are
neither in S nor in T').

In such a case we can show that D5T(f) = O(s - logw). This is because Alice
can simulate the branching program in blocks of levels corresponding to z;s that use
elements of S (and elements not in SU T') and similarly Bob can simulate the branching
program in blocks of levels corresponding to z;s that use elements of T (and elements
not in S U T). To carry out the simulation, the players need to tell each other, at the
end of each of the s blocks, the name of the node in the next level from which the
simulation should proceed; for this log w bits are sufficient. Hence the bound follows.
Obviously, D¥V™~%5(f) < DST(f) = O(s - log w). To complete the proof, we will
show the existence of such sets S and T for which the partition of z usesonly s = 4¢/m
substrings. For this we need the following claim: a
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Claim 12.15: Let A, B C {1, ..., m} be two sets of size k. Let 7 € {1, ..., m}* be a
string such that each a € A appears in z at most t, times and each b € B appears in z
at most tg times. Then there are A’ C A and B’ C B of size at least k /2" such that 7 is
(t, A’, B')-good, wheret = t4 + t3.

PROOF (OF CLAIM): The proof goes by induction on ¢. If t = 1, then either #4 or
tp is 0, hence A and B already have the required properties. For the induction step,
assume without loss of generality that z contains each element in {1, ..., m} at least
once (otherwise, extend z with the missing elements in an arbitrary way). Examine the
letters of z one by one until reaching a location where you already have seen k /2 letters
of one of A and B but less than k/2 of the other (such a location exists by the above
assumption). Denote this prefix by z’ and the rest of z by z”. Without loss of generality,
assume that A is the set that k/2 of its letters appear in z'. Let A* be those letters of A
that appear in z’ and B* be those letters of B that do not appear in z'. It follows that both
A* and B* have size of at least k /2. Consider, the string z”; each letter of A* appears in
Z" atmost ¢, = t4 — 1 times. Hence, we can apply the induction hypothesis on z” with
respectto A*, B*and t' = ¢ — 1. Thatis, z" is (t — 1, A’, B") good with respect to some
sets A’ C A*, B’ C B* of sizes |A'| > |A*|/2'"! > k/2" and |B'| > |B*|/2"~! > k/2".
Since z’ contains only letters of A* and none of B*, it follows that z is (¢, A’, B') good,
and A’, B’ are as required. This completes the proof of the claim. a

To complete the proof of the lemma, consider the variables that appear in the branch-
ing program at least 2¢/m times. The number of these variables is at most m /2. Hence,
at least m/2 of the variables appear at most 2¢/m times. Partition these variables
into two sets A and B each of size m/4 in an arbitrary way. By Claim 12.15 (with
k=m/4;ty =tg =2¢/m; and t = 4£/m), there are sets A’ and B’ of size m/(4 - 2)
such that the string z corresponding to the program is (4£/m, A’, B')-good. Because
£ <m(logm —4)/8,thent < (logm —4)/2 and hence the size of A’ and B’ is at least
+/m. These two sets give the sets S and T as required.

» Example 12.16: Consider the function MAJ,, of Example 7.13. It is shown there, in par-
ticular, that Dvm—best (MAJ,,) = Q2(log m). It follows from the above lemma that any con-
stant width oblivious branching program to compute MAJ,, has length £ = Q(m logm).
By the discussion in Section 12.3, any constant width (non-oblivious) branching program
can be made oblivious in the cost of increasing the width to a larger constant. Hence, the
same lower bound holds for non-oblivious programs as well.

Exercise 12.17: Consider the element distinctness function, ep, of Example 7.14. Prove
that any oblivious branching program for ep requires either Q(mlog m) length or expo-
nential width.

12.5. Bibliographic Notes

For rigorous definitions of languages, Turing machines (of various types), and finite
automata see, for example, [Hopcroft and Ullman 1979]. In particular, the simulation
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of k-tape Turing machines on one-tape Turing machines, mentioned in Example 12.8,
appears in [Hopcroft and Ullman 1979, Chapter 7].

Time-space tradeoffs for Turing machines were first proved by [Cobham 1966]
and then by many others. The simulation of Lemma 12.1, and thus the lower bounds
obtained by using it, only apply to standard Turing machines with a single head on the
read-only input tape. [Babai et al. 1989] show the extension presented in Exercise 12.5;
more generally, they show a simulation of Turing machines with k heads on the input
tape by k + 1 player multiparty protocols. This way lower bounds for these types of
machines may be obtained from multiparty communication complexity lower bounds.

The branching program model and many variants of it have been widely studied;
see [Razborov 1991] for a survey of known results concerning branching programs.
OBDDs were introduced by [Bryant 1986]. They are widely used in logic design,
formal verification, and other fields. Lower bounds for them were given, for example,
in [Hosaka, Takenaga, and Yajima 1994, Wegener 1993].

Width—length tradeoffs for oblivious branching programs were proved in the work
of [Chandra et al. 1983, Alon and Maass 1986, Babai et al. 1990]. The method was
further generalized to use multiparty communication complexity in [Babai et al. 1989].
The technique presented in Section 12.4 is due to [Alon and Maass 1986].
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CHAPTER 13

Randomness

In Chapter 3 we considered randomized communication complexity, where Alice and
Bob are allowed to use randomness during the execution of protocols. In this chapter
we apply various communication complexity measures and results to the study of
randomness in other areas.

13.1. Quasirandom Graphs

Randomly chosen graphs have many nice properties. It is an interesting question
whether we can construct a graph with some of the basic properties of random graphs.
The following definition captures one family of such interesting properties.

Definition 13.1: Let G = (V, E) be a graph on N vertices. G is a k-quasirandom
to within ¢ if, when choosing at random k vertices vy, ..., v; from V, the induced
subgraph H is distributed to within statistical distance of at most € from the uniform
distribution on the 2® k-vertex graphs (if v; = v; there is no edge connecting them).

The intuition is that if G was a truly random graph (that is, for every two vertices
vy, U2 € V the edge (vy, v,) is in E with probability 1/2), then each k vertex graph
is equally likely to appear in G. It turns out that the distributional communication
complexity of a certain function associated with the graph is closely related to its being
quasirandom.

Definition 13.2: Let G be a graph on N = 2" vertices. The function EDGEg (X, y) on
two n-bit strings x and y is defined to be 1 iff there is an edge between the vertices x
and y in the graph G.

Lemma 13.3: If D" (EDGE;) > k, then G is k-quasirandom to within (%) - ¢.

b+
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PROOF: Enumerate the (4) possible edges of the randomly chosen H = (vy,...,
vx) according to some fixed order, say, €1, ..., €14, €21, --.,€—14 (that is, those
are bits e; ; indicating whether the edge between v; and v; is present in H or not). For
1 <i < (), let D; be the distribution induced on the first i edges (Dy contains the
empty string with probability 1). To prove the lemma, we show, by induction on i, that
D; is within statistical distance i - & from the uniform distribution on {0, 1}'. This is
obviously true for D,. For the induction step, it is enough to show that the statistical
distance between D; _; x U and D; is at most ¢, where U denotes the uniform distri-
bution on a single bit (because by induction hypothesis D;_; x U is within statistical
distance of at most (i — 1)& from the uniform distribution on {0, 1}}). Assume toward
a contradiction that the statistical distance is larger than ¢; we present a (k — 1)-bit
deterministic protocol that computes the function EDGEg with probability at least % +3
(with respect to the uniform distribution) contradicting the assumption of the lemma.
We start with a public coin (randomized) protocol P; for EDGEg that succeeds with
probability % + 5, where now the probability is taken over the input (with uniform
distribution) and the common random string.

The protocol goes as follows: Alice gets as her input x a uniformly chosen vertex of
G. Similarly, Bob gets as his input y a uniformly chosen vertex of G. They treat x and
y as the two end-points of the i-th edge, e¢; and choose at random, using their public
coin, k — 2 additional vertices. At this point they have obtained a uniformly chosen
k-vertex subgraph H of G. The existence or nonexistence, in H, of each possible edge
that does not involve x or y is immediately known by both parties. The edges involving
x are known by Alice, and she sends this information (k — 2 bits) to Bob. The edges
involving y are already known to Bob, which now knows all the subgraph H except
the existence of the edge e; = (x, y), which is what should be computed. Bob’s guess
for e; is a value b such that D;(ey, ..., e;_1, b) > D;(ey, ..., e;_, b). He sends this bit
to Alice as the output.

We now compute Pr[P; succeeds] — Pr[P; fails], where the probability is over the
input to the protocol and the random choices made. As remarked, these random choices
are equivalent to choosing a k-vertex subgraph H over all H's with uniform distribution.

Fix some valuestoey, ..., e;_; and let b be the corresponding output. The contribution
of Hs that agree with e, ..., e;_; to the success probability is D;(ey, ..., €1, b),
whereas the contribution of such H's to the failure probability is D;(ey, ..., e;_;, b).

Also note that
Di_i(ey,...,ei-1) = Di(ey, ..., €i_1,b) + Di(ey, ..., €1, b).
Hence, we have
Pr[P; succeeds] — Pr[P; fails]
= > (Dier....,ei-1,b) = Di(er, ..., €1, b)).

€, - 1€

By simple manipulation this is equal to

>

€1,.-,6i—1,€;

1
(Di(ey, ... ,ei_1,€) — EDi—l(el, o eion)|-
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The last sum is simply the statistical distance between D; and D;_; x U, which by
assumption is greater than £. This implies that the success probability of P; is at least
% + 5. Finally, a deterministic protocol with the same success probability follows, as
in Theorem 3.20. a

» Example 13.4: Consider the inner product function, IP. Let G, be the N = 2"-vertex
graph defined by the IP function (vertices in Gy have an n-bit name, and x is connected to y
iff (x, y) = 1). By the distributional lower bound for IP (Example 3.29) with & = 2.2¢~"/2)
we get that Gy is k-quasirandom to within k(k — 1)2¢—"/2,

13.2. Deterministic Amplification

The pseudorandom generators for communication complexity, described in Section 4.4,
may be used as building blocks for constructing pseudorandom generators that “fool”
other classes of algorithms. We give here a simple example.

Definition 13.5: A function G: {0, 1} — ({0, 1}")* is an e-pseudo-independent gen-
erator if for every sequence of sets Ay, ..., Ay < {0, 1}",

IPr{G(x) € Ay X -+ X Al = p(AD) - ... p(AW)] < g,

where the probability is taken over a random choice of x € {0, 1}" and p(A;), the
density of the set A;, is |A;|/2".

Intuitively, this means that the k output strings of a pseudo-independent generator
behave almost as if they are independent. Obviously, the challenge is to construct a
pseudo-independent generator, for given n and k, with m as small as possible (relative
to the trivial kn). Note that a pseudorandom generator for communication complexity
¢ > 2 (Definition 4.40) is also a pseudo-independent generator for k = 2 (because if
there were sets A; and A, for which the condition is not satisfied, then a 2-bit protocol
can be derived in which Alice and Bob test whether x € A, and y € A, and output 1
iff both tests succeed). For general k, we will construct pseudo-independent generators
recursively.

Define ny = n and foreach 1 <i < logk, let g;: {0, 1}+' — {0, 1} x {0, 1} be
a pseudorandom generator for communication complexity 2 with parameter &; denote
the two outputs of the generator by g’ and g/". Thus, using the construction of Sec-
tion 4.4, n;1; = n; + O(loge™"). Also denote k; = 2'.

The Generator
G: {0, 1} — {0, 1}" x {0, 1}* is defined by
Gi(x) = gi(x).
Fori > 1, G; : {0, 1}+' — ({0, 1}")% is defined by
Gi(x) = Gi—l(g:eﬁ(x)) ° Gi—l(gfigh'(x)),

where o denotes concatenation.
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Lemma 13.6: G; is an ¢'-pseudo-independent generator, where ¢’ = k;¢.

PROOF: We prove, by induction on i, that G; is in fact a (k; — 1)e-pseudo-independent
generator. For i = 1 this, as already mentioned, follows from the definitions. For the
induction step, let Ay, ..., Ay, € {0, 1}" be any sets and denote

A={yef{0,1}"|Gi_1(y) € Ay x --- x Ay,_,}
and
B={yef{0.1}" |Gi_1(y) € Ar_,41 X -+ X At }.
Notice that
Pr[Gi(x) € A; x -+ x Ay ] =Prlgi(x) € A x B].
Hence, we can write the following inequalities.

[Pr[Gi(x) € Ay x -+ x A ] — p(A)) - ... p(AL)]

|Al |B| |Al |B|
< |Pr[g; A X B]l— — — —p(A) ... )
< |Prigi(x) € A x Bl = =20 + | == = p(A) r(Ax)
|Al |B] |A]
< |Pr[gi(x) € A x B] — o o + o —p(A) ... p(Ax_)
| B|
+ E—p(Akx—I"'l) p(Ak.) .

The first summand is at most &, because otherwise a 2-bit communication protocol
that distinguishes the output of g; from random is just testing whether gi’eﬁ x)eA
and g'*"(x) € B (two bits) — a contradiction to the fact that g; is a pseudorandom

generator for communication complexity 2 (with parameter ¢). Each of the second and

third summands are at most (k;_; — 1)&, by the induction hypothesis, because by the
definition of A (and similarly for B)

|A]

o = Pr[Gi_i(x) € A; x -+ x Ag_,].
Hence, G; is ¢ + 2(k;_; — 1)e = (k; — 1)e-pseudo-independent. O

A particularly simple application of pseudo-independent generators is for, so-called,
“deterministic amplification” —reducing the error probability of randomized algorithms,
with a small penalty in the number of random bits used.

» Example 13.7: Suppose that we are given a randomized algorithm A to recognize a
language L, which uses n random bits on inputs of length £ (the relation between n and £
may be arbitrary) and has one-sided error probability 1/2 (i.e, the algorithm may err
only for inputs x € L). We construct another randomized algorithm A’ that uses O (n)
random bits and has error probability 27"/1°¢"  For this, we use an e-pseudo-independent
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generator G : {0, 1} — ({0, 1}")*), where k = n/logn 4 1, & = 27*, and thus using
our construction (with i = logk) we get m = O(n). The new algorithm A’ first flips m
random bits and feeds them to G to produce k strings of length n. The original algorithm
A is then run k times, each time using a different output string of G instead of truly
random bits. A" accepts iff some run of A accepts.

If x ¢ L, then clearly all runs of A reject (since error is one-sided) and so A’ always
rejects. To see what happens forx € L,denote A} = A, = --- = A, = R tobe the set of
random strings that make A reject (mistakenly). Thus p(R) < 1/2. The new algorithm A’
rejects only if all outputs of G; are in R. Because G is an e-pseudo-independent generator,
this happens with probability at most & + p(A;) - - - p(Ag) = 2/2k = 27"/logn,

Exercise 13.8: Obtain a similar deterministic amplification for algorithms with two-sided
error.

13.3. Slightly Random Sources

A randomized algorithm assumes that it has a source of truly random bits: each bit
is unbiased and, moreover, independent of all other bits. In practice though, this is
probably too optimistic. Even when we have a physical source of randomness (for
example, a zener diode), this source probably does have some correlation between the
different bits produced. We may model such a source of randomness as a distribution
where each bit is not completely determined by the previous ones.

Definition 13.9: A probability distribution D on {0, 1}" is §-slightly random if for all
l<i<mandforala,...,a;_ €{0,1},

S<Prx;=1llxi=0a,....,xici =a;1] (1 =9),

where x| ... x, are chosen according to D.

A truly random source satisfies the above definition with § = 1/2. Note that the
definition implies that in a §-slightly random source, the probability of all x € {0, 1}"
satisfies D(x) < (1 — §)™. It turns out that such a source suffices for simulating any
randomized algorithm. Such a simulation may be obtained using any function whose
discrepancy is sufficiently small (see Section 3.5). The following lemma, which is
required for the proof, may shed some light on how a function with small discrepancy
may be used to “gain” a little randomness.

Lemma 13.10: Let f: {0, 1}" x {0, 1} — {0, 1} be a function. Let C be a distribution
on {0, 1}" such that C(x) < v for all x € {0, 1}". Choose x at random according to
C and choose y uniformly at random in {0, 1}". Then the distribution of y o f(x, y) is
within statistical distance of at most 2"+' - v - DisCypiform(f ) from the uniform distribution
on {0, 1}"*1,
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PROOF: The statistical distance between y o f(x, y), constructed as above, and the
uniform distribution is given by

2.2

Pr[y o b] —

Pr[f(x,y) =0ly]l — —‘

‘2

1
+Pr[f(x,y)=1|y]—§’

2n+l

which by a simple manipulation is equal to
1 1
2, S cw( fey - 2k
y x

Partition the ys into two sets according to the sign of ), C(x)(f(x, y) — 1/2). Let B,
be the set of ys such that )~ C(x)f(x,y) > 1/2, and B, be the set of ys such that
>, Cx)f(x,y) < 1/2. Hence, the statistical distance equals to

25 (yg: C(x)<f(x y) — 5) + > C(x)<——f(x y)>>

y€EBy,x

Let A, be the set of xs such that Zyeﬂl(f(x, y) — 1/2) > 0, and A, be the set of xs
such that 3° 5 (1/2 — f(x,y)) = 0. The statistical distance is bounded from above

by

1 1 1
257‘)( > (f(x,y)—§)+ > <§—f(x,y)))-
YEB|,x€A, y€B;,x€A;

Finally, note that for every rectangle R, 3, ;) (f(x, y) —1/2) is exactly 22" /2 times
its discrepancy, that is, bounded by (22"/2) - Disc,niform(f). All together, the statistical
distance is at most 2"*! - v - DisCyniform( f)- a

We now return to the simulation of randomized algorithms using a §-slightly random
source D. Let A be a randomized algorithm that asks for k (truly) random bits and is
correct on every input with probability of at least 2/3. Choose n = O(logk) and let
f {0, 1}" x {0, 1}" — {0, 1} be a function with “small” discrepancy. Fix m = nk,
and view the string x € {0, 1} (chosen according to D) as composed of k blocks of
length n each: by, ..., by.

The Simulation

Choose x = by, ..., b, according to the distribution D on {0, 1}
Forall y € {0, 1}" do
Fori=1,...,kdo
zi < f(bi,y)
Run A using z = zy, ..., z; as its k random bits
Output the majority answer of all 2" A’s runs
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Note that n = O(logk) so if f can be computed in time polynomial in k, then the
whole simulation time is a polynomial in k times the running time of A. The correctness
of this simulation follows directly from the following lemma.

Lemma 13.11: Let x = by, . .., by be chosen according to a §-slightly random source
and y be chosen uniformly in {0, 1}*. Then the distribution of z,, ..., zx (where z; =
f(bi, y)) is within statistical distance of k2"*'(1 — 8 ) DisCuniform ( f) from the uniform
distribution on k-bit strings.

Note that the lemma deals with a truly random y, though the whole motivation for
studying slightly random sources is that truly random bits are hard to achieve. However,
since y is “short” (O (log k) bits), the simulation overcomes this by enumerating all the
possible values of y. It follows that the simulation is correct as long as the parameters
satisfy k2"+t1(1 — 8)" Discuniform(f) < 1/6. Taking f to be the inner product function,
1P, for which Disc,iform(IP) = 27"/2 (Example 3.29), this is achieved as long as § >

1-.4J1/2=0.3.

PROOF (OF LEMMA): We prove the following claim for all i: for every B, ..., Bi_
€ {0, 1}", the distribution of y 0 z;, ..., 2, conditioned upon b, = By, ..., b;i_1 = Bi_;
is within statistical distance of at most (k + 1 — i)& from the uniform distribution on
{0, 1}"+4+1=1 "where & = 2"*!(1 — 8)"DisCuniform(f). Start with i = k + 1 for which
the claim is clearly true (because y is chosen uniformly at random in {0, 1}" so the two
distributions are identical), and continue by induction for smaller values of i.

For the induction step, fix the conditioning b, = B, ..., b;_; = B;—; and denote the
induced distribution on b; by D’. Now for each fixed value B;, we have by induction
hypothesis that even conditioned on b; = B;, the distribution of yoz; 4, ..., z; is within
statistical distance (k — i)e from uniform. It follows that the distribution of b; o y o
Ziy1, - - - » 2k 18 also within statistical distance (k —i)e from D’ x U, where U denotes the
uniform distribution (on strings of length n+k+-2—i). This implies, by substituting z; =
f(b;i, y), that the distribution of y o z;, ..., zx in our construction is within statistical
distance (k — i)e from what it would have been if b;, y, z;11, . .., Zx were chosen from
D' x U. By Lemma 13.10, because D'(b;) < (1 — §)" for all b;, if y, z;, ..., 2 is
chosen from D’ x U (and substituting z; = f(b;, y)) it is within statistical distance
2n+H(1 — 8)" DisCyniform(f) = € from the uniform distribution and the lemma follows.

O

Exercise 13.12: Prove that the above simulation, using the inner product function, ip,
in fact works for every fixed § > 0. Hint: Exercise 3.30.

13.4. Bibliographic Notes

Quasirandom graphs were studied, for example in [Chung, Graham, and Wilson 1989,
Chung 1990] (see also [Alon and Spencer 1992]). In particular, several alternative
definitions that can be given for this notion were proven equivalent. The relation between

154




134. BIBLIOGRAPHIC NOTES

communication complexity and quasirandomness was presented in [Chung and Tetali
1993].

The connection between pseudorandom generators for communication complex-
ity and deterministic amplification as well as its applicability in constructing pseu-
dorandom generators for certain types of computations (for example, space-bounded
computations) was exhibited in [Impagliazzo et al. 1994a]. For better deterministic am-
plification than the one presented here, see [Cohen and Wigderson 1989, Impagliazzo
and Zuckerman 1989].

Various types of slightly random sources were considered in [von Neumann 1963,
Blum 1986, Santha and Vazirani 1984, Chor and Goldreich 1985, Zuckermann 1991].
The treatment given here is similar to the one given in [Chor and Goldreich 1985]
applied to the sources of [Santha and Vazirani 1984].
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CHAPTER 14

Further Topics

In this chapter, we briefly mention several relevant topics not covered in this book.

14.1. Noisy Channels

[Schulman 1992, Schulman 1993] present a variant of the two-party model, in which
Alice and Bob are communicating using a noisy channel. That is, each bit that is sent
by either Alice of Bob is flipped with some probability A < 1/2 (which is independent
from what happens in other transmissions). Say, a player may send the bit 0 but the
other player will receive 1. The question is what is the communication complexity of
computing a function f in such a model.

Note that if Alice and Bob use a protocol P that was designed for the standard
(noiseless) model, each such flip may lead the two players to be in different places in
the protocol tree, and hence all subsequent communication may be meaningless. A naive
approach would be to send each bit £ times instead of only once, and let the receiver,
upon receiving a block of £ bits, take the majority of these £ bits. Because the bits are
flipped independently, we can see that if £ = O (logt), where ¢ is the communication
complexity of the original protocol P (and A is fixed), then there is a good probability that
all the ¢ bits will arrive correctly. This solution uses O (¢ log ) bits. Schulman presented
transformations that result in an O (¢) protocol P’ (either randomized [Schulman 1992]
or deterministic [Schulman 1993]) that fails in simulating P with exponentially small
probability in ¢ (and again, A is fixed). For extensions, see [Rajagopalan and Schulman
1994]. These results generalize results of [Shannon 1948] for one-way communication.

14.2. Communication-Space Tradeoffs

An interesting question is what is the communication complexity of functions when
space limits are put on the processors. This kind of problem was studied, for example,
in [Lam, Tiwari, and Tompa 1989, Beame, Tompa, and Yau 1990]. The first issue that
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we need to address is the definition of the amount of “space” used by each of the
processors. Intuitively, each player has a place to store its input, which is not counted as
part of the space, and some additional space for the sake of making the computations.
Note that in any reasonable definition of “space” the proof that for every function n
bits of communication are enough, is no longer true. This is because the proof is based
on the trivial protocol in which, say, Alice sends x to Bob, who computes f(x, y). The
problem is that now, with a restricted space o(n), Bob cannot store x in order to use
it in the computation of f(x, y). Indeed, there are proofs that show that limiting the
space requires higher communication complexity. For example, if Alice holds ann x n
matrix, and Bob has an n-bit vector, then computing the matrix-vector product with
space that is o(n/log n) requires 2(n?) bit [Beame et al. 1990], whereas without the
space restriction, obviously O (n) bits suffice.

14.3. Privacy

There are several scenarios in which the optimal protocol for computing a function f
cannot be used. One example, discussed in Section 14.1, is in case that the communica-
tion channel is noisy. A different reason for not being able to use the optimal protocol
is that in many cases the optimal protocols do not satisfy certain privacy constraints.
[Orlitsky and El-Gamal 1984, Modiano and Ephremides 1992] consider a model in
which Alice and Bob wish to compute f(x, y) while preventing an eavesdropper from
obtaining information on their input. In [Kushilevitz 1989] a different model is dis-
cussed where both players wish to compute f(x, y) in a way that Alice will not have
any information about y (other than what follows from her input x and the computed
value f(x, y)) and Bob will not have any information about x (other than what follows
from his input y and the computed value f(x, y)). Itis shown that not for every function
f this is possible, and even for functions that do have such protocols, n bits are not
necessarily sufficient (in fact, £2(2") bits may be necessary for certain functions). In
some cases, communication complexity can be used for proving impossibility results
in privacy [Chor, Geréb-Graus, and Kushilevitz 1990].

The following example shows that protocols developed in the study of communica-
tion complexity can sometimes be used to solve privacy problems. Consider the case
where a user U wishes to obtain the k-th bit of a database x of n = 2¢ bits. However, the
user wishes to get the bit x; without the database knowing in which & he is interested. It
is not difficult to prove that the only way of doing this is essentially by asking for a copy
of the whole database x (that is, the communication complexity of solving this problem
is 2(n)). Now, suppose that copies of the database x are stored in two sites D; and D,
(as is the case with distributed databases). Now the problem can be solved much more
efficiently. The best known upper bound is O(n'/3) [Chor et al. 1995]. Here we present
an inferior solution, yet a nontrivial one, based on the 3-party protocol for the function
SUM-INDEX, given in Example 6.26. The user chooses uniformly at random a log n bit
string i and computes j = i @k (i.e., the bitwise exclusive or of i and k). The user
sends i to one of the databases (who now knows x and i) and j to the other database
(who now knows x and j). The user obviously knows both i and j and so the three of
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them can use the protocol for SUM-INDEX (with messages sent only from the databases
to the user). At the end of the protocol, the user can compute the output x;q; = x; as
desired. The query to the first database, i, is obviously distributed uniformly at random
in {0, 1}¢, and so is the query to the second database j = i @ k. This implies that the
privacy of the user is maintained, while the communication complexity is now only
0(”0'92).

14.4. Algebraic Communication Complexity

The standard two-party model views the input given to each player as a vector of bits. In
practice, it is sometimes useful to view the input as a vector of real numbers. The players
are allowed to send messages that are also real numbers and naturally the functions of
interest have an algebraic nature. The model should be defined carefully to avoid the
possibility of encoding many real numbers into a single real number. This can be done,
for example, by requiring that every message is a continuous function of the input and
previous messages. This line of research was initiated by [Abelson 1978] and further
studied, for example, in [Tsitsiklis and Luo 1987, Luo and Tsitsiklis 1991a, Luo and
Tsitsiklis 1991b, Chen 1994]. The main motivation for this model is that, in practice,
we would expect that if the real numbers will be sent within some finite precision, and
if the function computed by the protocol is “smooth,” then the computed result should
be close to the true value.

14.5. Two-Sided Cards

Reviewing the definition of the protocol tree (Definition 1.1) in the standard two-party
model, we see that it allows at each node v to evaluate a function that depends either
on xi, ..., X, (nodes corresponding to Alice) or on yj, ..., y, (nodes corresponding
to Bob). [Edmonds and Impagliazzo 1994] consider a generalization of this scenario
in which at each node v we are allowed to evaluate a function w, depending on n bits
21, .-+, 2n, Where z; € {x;, y;}. Pictorially, we can think of n two-sided cards where on
the front of the i-th card the value x; is written and on the back of the i-th card the value
y; is written. In the standard two-party model Alice always transmits bits that depend
on the front side of all of the cards and Bob transmits bits that depend on the back
side of all of the cards. In the new model, we have a player that at each step sees from
each card either its front or its back (the combination is specified by the protocol in the
same way that in the two-party model the protocol specifies which player speaks next);
the player transmits a bit depending on this combination of the cards; at the end the
communication should determine the value of the function that we wish to compute.
For example, the equality function, EQ, in this terminology is to check for each of these
cards whether the same value appears on its front and on its back.

[Edmonds and Impagliazzo 1994] showed that good lower bounds on the communi-
cation complexity of such a game would give good width—length tradeoffs for oblivious
branching programs (see Section 12.4). So far, however, such results were not obtained.
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Consider, for example, the function EQ. It may seem that because we are not allowed to
view x; and y; at the same time, then computing EQ(x, y) should be difficult. Unfortu-
nately, this intuition is wrong and surprising upper bounds were shown in [Edmonds and
Impagliazzo 1994, Pudlék 1994] and finally by [Pudldk and Sgall 1995]. We describe
below a protocol to compute the function EQ in this model with O (log® n) bits.

Note that x and y are equal if and only if }_;_, (x; — y;)? = O (this can be viewed
as measuring the Euclidean distance between two vectors x and y in R"). Now, we can
write

D=y =Y (xF + 7 — 2xy)

i=1 i=1

o gae(£) (£) 0]

i=1 i=1 i=1 i=1 i#j

Each of the terms Y_,_ x? and } |, x; can be computed based on x, ..., x, and
communicated with log n bits. Similarly, each of the terms ), y? and Y_;_, y; can
be computed based on yy, ..., y, and communicated with logn bits. Therefore, the
only term missing is ), ; x;y,. For this, look at each index 1 < i < n in its binary
representation (that is, an index is represented by logn bits). Foreach 1 < k < logn
consider two combinations of the cards: (1) for each i whose k-th bit is 0 we view x;
and for each i whose k-th bitis 1 we view y;; and (2) for each i whose k-th bit is 0 we
view y; and for each i whose k-th bit is 1 we view x;. Note that for all i # j there is
a k for which the k-th bits in the binary representations of i and j differ. Hence, there
is a combination in which we view x; and y; at the same time and can add x;y; to
the sum. In other words, with the 2logn combinations we can compute 2 log n partial
sums (O (log n) bits each), which together give us 3, ; x;y;. All together, we get an
O (log? n)-bit protocol.
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In this appendix we briefly go over some of the notations present throughout this book.
We concentrate on notations that are not used locally but appear in at least two chapters
of the book. Figure A.1 summarizes various complexity measures.

For a finite set £ and an integer m, denote by X™ the set of all strings consisting of
m characters from the set X. Most often we use the special case {0, 1}", which is the
set of all binary strings of length n. We also use X* to denote the collection of all finite
strings over the set X. That is, ¥* = U,,5oX".

When we use “log¢” (where ¢ is a number or a more complicated term), it should
usually be interpreted as [log, ¢1. This is often the case where log ¢ denotes the number
of bits transmitted by one of the players.

160 —



INDEX OF NOTATION

Notation

Defined in ...

Remarks

Bu(f)
B.(f)
¢(f)
o)
CP(f)
D(f)

D*(f)
D¢(f)
DI(f)
DST(f)
Dwor.tt(f)
Dbest(f)
Dn—bcst(f)
Dusc,(f)

N(f)
NY(f)
N(f)
R(f)
R.(f)
Ro(f)
RY(f)
RA(f)
Rred(f)
R“H(f)
R3“(f)

Definition 2.14
Definition 2.14
Definition 2.1
Definition 2.1
Definition 2.1
Definition 1.2
Definition 5.2
Definition 6.2
Definition 4.23
Definition 3.19
Definition 6.18
Definition 7.1
Definition 7.1
Definition 7.7
Definition 7.12
Definition 3.27
Definition 6.14
Definition 2.3
Definition 2.3
Definition 2.3
Definition 3.3
Definition 3.3
Definition 3.3
Definition 3.3
Definition 3.3
Definition 3.12
Definition 3.12
Definition 3.12

p-rectangle size bound

Rectangle size bound

Cover Number

Partition Number

Protocol partition Number

Deterministic communication complexity
Extended to relations

Extended to multiparty protocols

k-round (deterministic) communication complexity
(p, €)-distributional communication complexity
Simultaneous communication complexity

Fixed partition communication complexity
Worst partition communication complexity
Best partition communication complexity
n-best partition communication complexity
discrepancy (often used with g = uniform)
Extended to multiparty protocols

log C(/)

Nondeterministic communication complexity
Co-nondeterministic communication complexity
Randomized communication complexity
e-error randomized communication complexity

Zero error randomized communication complexity

One sided error randomized communication complexity

One sided ¢-error communication complexity
Public coin (randomized) communication complexity
e-error public coin communication complexity

Zero error public coin communication complexity

Figure 0.1: Summary of Notations

161




APPENDIX A

Mathematical Background

In this section we give some mathematical background that is related to the topics of
this book. We do not attempt to give a detailed description of any of the subjects that
we mention. Rather, we mention some definitions and facts and refer the reader to
appropriate books for further reading.

A.l. Asymptotics

Usually, when a solution to some problem P is analyzed, we are not interested in the
amount of resources that are used on some particular input; rather, we want to know
how the amount of resources grows with the size of the input. Hence, we usually think
of P as a sequence of problems Py, P,, P3, ... where each P, is the restriction of P
to inputs of size n. For example, to analyze the number of bits Alice and Bob need to
exchange in order to tell whether two input strings are equal, we make the analysis as a
function of n, the length of the input strings. Hence, a complexity function is a function
f(n) that depends on n, the size of the input.

It is most important to be able to compare such complexity functions. The difficulty
is that it is possible that some functions f and g on input size n; satisfy f(n,) < g(n,),
whereas on input size n, they satisfy f(n,) > g(n,). Hence it is useful to consider
the asymptotic behavior of the complexity functions. That is, to see which function is
larger for sufficiently large values of n. The following relations between f and g are
of interest. Intuitively they say that “ f grows at most as fast as g,” “f grows at least
as fast as g,” “f grows as fast as g,” “ f grows strictly slower than g,” and “f grows
strictly faster than g” (respectively):

f(n) = O(g(n)) —if there exist positive constants ¢ and n¢ such that for all
n>ngy, f(n) <c-gn).

f(n) = Q(g(n)) —if there exist positive constants ¢ and n, such that for all
n > ng, f(n) > c- g(n)(alternatively, if g(n) = O(f(n))).

f(n) = ©(g(n)) —if there exist positive constants c, ¢, and ng such that for
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alln > ng, ¢y - gn) < f(n) < c, - g(n) (alternatively, if both f(n) = O(g(n))
and g(n) = O(f(n))).
f(n) = o(g(n)) —if for all positive constant ¢ > 0, there exists a constant ng
such that for all n > ng, f(n) <c-g(n).
f(n) = w(g(n)) - if for all positive constant ¢ > 0, there exists a constant n,
such that for all n > ng, f(n) > c - g(n) (alteratively, if g(n) = o(f(n))).

The reader who is not familiar with these notations is referred to almost any book on
algorithms or complexity. For example, [Cormen, Leiserson, and Rivest 1990] has an
excellent discussion of these notions and a lot of exercises.

A.2. Linear Algebra

A group (G, +) consists of a non-empty set of elements and an operation + defined on
them such that the following properties hold:

e Associativity: (@ +b) +c=a+ (b +c),foreverya,b,and cin G.

e There exists an element 0 € G such that a + 0 =0+ a = a, for every a € G. This
element is called the identity element.

o There exists an inverse forevery a € G. Thatis, an element —a that satisfiesa + (—a) =
(—a)+a=0.
The group is called Abelian if in addition it satisfies:

o Commutativity:a + b = b + a, foreverya and b in G.

A field (F,+, -) is a set of elements F with two operations + and - such that the
following holds:

e (F,+) is an Abelian group.
o Commutativity of ::a-b=b-a, foreverya and b in F.
o Distributive law: a - (b+c¢) = (a-b) + (a - ¢), forevery a, b,and c in F.

o There exists an identity element 1 # 0, with respect to -, such thata -1 =1-a = a, for
everya € F.

e For every a € F different than 0 there exists an inverse. That is, an element a~! that
satisfiesa -a~! = 1.

A vector space V over afield F is a set of elements, called vectors, with two operations:

e + such that (V, +) is an Abelian group.

e multiplication of elements in F and elements in V (which is also denoted by -) that sat-
isfies the following properties (foralla,b € F andv, w € V): (1) (ab) -v=a - (b - v);
@a-w+w)=@-v)+@-w);B)a+b)-v=@-v)+®B-v);and@)1-v =,
where 1 is the identity element of F (with respect to -).
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Usually we will use vector spaces V, which are n-tuples of elements of F (that is
V = F"). In this case + is defined by applying in each coordinate the + operation of
F. The operation - is also defined coordinate-wise. That is, if v = (vy, ..., v,), u =
(uy,...,u,),anda € F,thenv+u = (v +uy,...,v,+uy)anda-v=_(@@-vy,...,
a - v,). For example, the O element of (V, +) in this case is a vector containing in each
coordinate the 0 element of F. We denote this vector by 0.

Let vy, ..., vx be k vectors in a vector space V over a field F. A vector w € V is a
linear combination of vy, . . ., vy if there exist k scalars ay, ..., a; in F such that

w=a v +...+a- V.

The vectors vy, ..., v are linearly independent if the only way to get 0 as a linear
combination of vy, ..., v, is by taking a; = --- = @, = 0. The (linear) dimension of
V, denoted dim(V), is the cardinality of the largest set of vectors that are linearly
independent. The (linear) span of k vectors vy, ..., v; € V isthe collection of all vectors
w that are linear combinations of vy, . .., v; (using scalars from F). It can be verified
that this collection forms a vector space. We will often be interested in Z; = GF[2]", the
vector space of all n-dimensional binary vectors (over the field GF[2]). If vy, ..., v
are linearly independent vectors in ZJ, then the size of the spanned vector space is
exactly 2*.

Below are some additional topics that are of interest for the reader of this book. For
additional text see, for example, [Lang 1993] or [Babai and Frankl 1988].

Rank of Matrices

Let F be a field, and M = (m; ;) be a k x n matrix whose elements belong to the field
F.The row rank of M is the maximal number of rows of M that are linearly independent
(over the field F). Similarly, the column rank of M is the maximal number of columns
of M that are linearly independent (over the field F). It is a known fact that for every
matrix M (and any field F) the row rank and the column rank are always equal. This
common value is called the rank of the matrix and is denoted rank (M). If F is omitted
we refer to the rank over the reals (unless other field is specified). It is known that, for
every F, rankz(M) is no more than the rank of M over the reals.

Let F be any field, and let A and B be any two matrices over F. The following are
known facts:

e rankr(c - A) = rankr(A), for any scalar ¢ € F different than O (where ¢ - A is a matrix
whose (i, j) entry is ¢ - a; ;).

e rankg(A + B) <rankg(A) + rankg(B) (where A and B are two matrices of the same
dimensions and A + B is a matrix whose (i, j) entry is a; ; + b; ;).

e rankr(AB) < min{rankg(A), rankg(B)} (where A is a k x n matrix, B is an n x ¢
matrix, and AB is a k x £ matrix whose (i, j) entry is >=7_, @i , - by ;).

e rankr(A ® B) = rankp(A) - rankr(B), where A ® B denotes the Kronecker product.
Namely, if Aisak x n matrix and Bisak’ x n’ matrix,then A ® Bisa(k -k') x (n-n’)
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matrix obtained by

aa - B ayn - B ... ajn - B
a2,1~B az,z-B azv,,'B
ak,1~B am-B ak‘,,-B

Inner Product

In what follows we define the notion of inner product. Although this notion is very
general, in this book we use it only over the space Z}, hence we consider the definition
for this case only. Let u and v be two binary vectors in {0, 1}". The inner product of u
and v is defined by

(u,v) = Zu,- - v; mod 2.
i=1

It follows immediately from the definition of the inner product that (u, v) = (v, u) and
that (u + u’, v) = (u, v) + (', v) mod 2. A useful property of the inner product is that,

for every u # 0,

Pr[(u,v) =1]1=1/2,
where the probability is taken over v € {0, 1}" with uniform distribution. The reason
is that if u 3 O, then for some coordinate j, u; = 1. Hence we can partition the space
{0, 1}" into 2"~! pairs v, v’ that differ only in their j-th coordinate. For each of these

pairs, (u, v) # (u, v') hence with probability exactly 1/2 the inner product of u with a
random vector is 1. It follows from the above property that for every u # u’,

Pr{{u,v) = (', v)] = 1/2,

where the probability is taken over v € {0, 1}" with uniform distribution. The reason
is that Pr[(u, v) = (u’, v)] = Pr[(u — u’, v) = 0] and because u # u', then u — u’ # 0
so by the previous property this probability is exactly 1/2. In a similar way, for every
pair of distinct vectors u and u’ that are both different than 0,

Pr{(u,v) = (u',v) =11 = 1/4,

where the probability, again, is taken over v € {0, 1}" with uniform distribution.
Two vector spaces V and W in ZJ such that forallv e Vandw e W, (v, w) =0
are called orthogonal. The dimensions of these spaces satisfy dim(V) 4+ dim(W) < n.

Norms

Let v = (v, ..., v,) be a vector over the reals. The (Euclidean) norm of v, is defined

by
loll = | > v2.
i=1

165




MATHEMATICAL BACKGROUND

Let A be a real matrix. The norm of A, denoted || A||, is defined as

max ||Av].

v:lv||=1

A real number A is called an eigenvalue of a matrix B if there exists a vector w such
that Bw = Aw. Using this definition, a known characterization of the norm of a matrix
is given by:

|A|l = max{+~/A : A is an eigenvalue of B = AAT},

where AT denotes the transpose of the matrix A; that is, if A is a k x £ matrix, then
AT is an £ x k matrix such that AT, = A; ;. The Cauchy-Schwartz inequality relates
the scalar-product of v and w to their norms:

(vw) < vl - fJwl.

Written differently it says:

n 2 n n
(ZU,’U),‘) SZU?ZUJ?
i=1 i=1 i=1
The Cauchy-Schwartz inequality implies the following useful inequality:
vAw < |jvl| - [|A]l - llw].

A.3. Probability Theory

In what follows we present several definitions and inequalities from probability theory.
The reader is referred to [Alon and Spencer 1992] for further information, including
proofs. The simplest inequality, is the so-called Markov inequality that states that for
every nonnegative random variable X,
E[X
PUX > o] < 20,
a
where E[ X] denotes the expected value of X . Equivalently, the inequality can be stated as
Pr[X > B -E[X]] = 1/8.

The basic laws of probability say that if a random variable is sampled many times,
then the average value converges to the expected value of the random variable. The
following inequalities give bounds on the rate of this convergence. Let X, ..., X, be
n independent 0-1 random variables with Pr[X; = 1] = p < 1/2 (thatis, E[X;] =p).
Then, the Chernoff inequality says that forall § (0 < 6 < p(1 — p))

" X;
Pr|: Zz—l
n

It can be generalized to get the so-called Hoeffding inequality: Let X, ..., X, be
n independent random variables with identical probability distribution over the real
interval [a, b] that have expected value p. Then,

Pr[ M J— p\ Z 5} 5 2e_i'l_5§.
n
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o
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A3. PROBABILITY THEORY

Let D be a probability distribution over a set S. The support of D is defined as the
set of all elements in S with positive probability (that is, all s € S such that D(s) > 0).
For two probability distributions D; and D, over a set S it is sometimes required to
measure how different they are. The statistical distance (or variation distance) between
D, and D,, denoted || D, — D,||, is defined by

1
1Dy = Dol = 5 3 1D1(s) = Da(s)]-
seS
This measure gets values between 0 (when D; = D) to 1 (when the supports of D, and
D, are disjoint). An equivalent formulationis | D; — D, || = maxscs |D;(A) — D,(A)].
The entropy of a random variable X that takes values in {x, ..., x,}, is defined by

d 1

H(X) = §Pr(x =x;)-log =
It can be verified that H(X) < log¢, where equality holds for the uniform distribution.
Also H(X,Y) < H(X) + H(Y), withequality in the case that X and Y are independent.
In the special case of random variables that take values in {0, 1} we denote by H (p) the
entropy of a random variable that gets the value 1 with probability p (and the value 0
with probability 1 — p). In this case H (p) < 1, with equality in the case that p = 1/2.

Many times, while analyzing the probability of certain events, we get expressions
that involve binomial coefficients. For making estimates of these probabilities it is
useful to use the following bounds (which hold for all 1 < s < n):

n]?* n en]’®
— < < |[— .
=0)=[%]
Better estimates can be derived using the Stirling formula, which states that
n!'=m/e)"vV2an(l + o(1)).

In particular, for0 < a < 1,

( n ) _ 1+o(1) pH@n
an/) J2rna(l — @) |
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Answers to Selected Problems

In this appendix we provide solutions for some of the exercises given throughout this
book.

Solution for Exercise 1.7: We start by giving an O(log? n) bit solution for the median
problem, Mep, which is different than the one given in Example 1.6. Then we modify
this solution to get the improved communication complexity. Assume, without loss of
generality, that x and y have the same size and that this size is a power of 2 (they can
reach this situation by exchanging the sizes of their inputs (O(log n) bits) and padding
them with the appropriate numbers of the minimal element (1) and the maximal element
(n)). The protocol works in stages. During the protocol Alice maintains a set x’ consisting
of all elements in her input set x that may still be the median (initially, x’ = x) and Bob
maintains a set y’ C y of all elements in y that may still be the median (initially, y’ = y).
At each stage, Alice sends Bob the value a, which is the median of x’, and Bob sends
the value b, which is the median of y'. If a < b, then Alice omits from x’ the half smallest
numbers and Bob omits from y’ the half largest numbers. If b < a, then Alice omits
from x’ the half largest numbers and Bob omits from y’ the half smallest numbers. Note
that in both cases this omission maintains the median of x’ U y’ and that the size of
x"U y' is reduced by a factor of 2. If a = b, then this value is obviously the median, and
if |x’| = |y’| = 1, then the smaller number is the median. To conclude, the number of
stages is O(log n) and in each of these stages the number of bits exchanged is O(log n)
so the communication complexity is O(log? n).

To reduce the communication complexity to O(logn), we make two observations.
First, in each stage the players only need to know which of a and b is the larger. For
this, it is enough that they will exchange these numbers in a bit-by-bit manner (starting
from the most significant bit) and stop immediately when they find a coordinate j in
which a; # b;. Second, note that if a and b were the medians in a certain stage and,
say, a < b, then in the next stage (and on) the remaining numbers in x’ U y’ are in the
range between a and b. Therefore, all the medians exchanged in the next stages must
agree with the coordinates in which a and b agreed (that is, 1,...,j— 1) and therefore
the values in these coordinates need not be sent. This implies that each of the logn
coordinates will not be exchanged more than once and the communication complexity
of the modified protocol is therefore O(log n).
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Solution for Exercise 1.8: For every graph G, we describe an appropriate protocol Pg.
The protocol works in stages, where the number of stages is at most log n and in each
stage O(log n) bits are exchanged. All together this proves that D(CISg)= O(log? n).
The players maintain a set of vertices V' C V such that if C and / intersect, then the
intersection is in V. Initially V' = V. In each stage the players do the following:

o Alice looks for a vertex uin C N V' such that the number of vertices in u’s neighborhood
(that is, u and the vertices adjacent to it according to G) that also belong to V' is at most
|V’|/2. She sends the bit “0” if no such vertex exists; otherwise, she sends the bit “1”
followed by the name of u (log n bits).

e |f Alice sends a name of a vertex u, then Bob checks whether u € /. If so, he outputs
“1” (that is, there is an intersection). Otherwise, both players update V' (in their own
memories) to be the intersection of V' with the neighborhood of v and they start a new
stage. If Alice does not find a vertex u as needed, then Bob looks for a vertex win /N V'
such that the number of vertices in w’s neighborhood that also belong to V' is greater
than | V’|/2. If there is no such vertex, Bob outputs “0” (that is, C and / are disjoint) and
the protocol terminates. If there is such a vertex, w, then Bob sends its name to Alice.

o Alice checks whether w € C. If so, she outputs “1” (that is, there is an intersection).
Otherwise, both players update V' so that it contains only w and its nonneighbors that
appeared in V' before the current stage.

For the correctness of the protocol, we claim that if C and / intersect in some vertex v
then, by induction, v € V'. This obviously holds when the protocol starts. There are two
places in which V' is modified: (1) If Alice sends a name of a vertex v that is different
than v. In this case, because C is a clique, v is a neighbor of u, and because it was in
V' before the stage started (by the induction hypothesis) it also remains in V' when it
is modified. (2) If Bob sends a name of a vertex w that is different than v. In this case,
because /is an independent set, v is a nonneighbor of u, and because it was in V' before
the stage started it also remains in V' when V' is modified. If the protocol outputs “1”
then C and / clearly intersect. By the above claim, because the neighborhood of all
vertices in C N V' is of size at most |V’|/2 and the neighborhood of all vertices in /N V'
is of size greater than | V’|/2, then C and / are disjoint (otherwise, the intersection vertex
v has neighborhood of size at most |V’|/2 and greater than |V’|/2 at the same time).

As for the complexity, it follows immediately from the protocol that the size of V'
decreases by a factor of 2 in each stage and hence the number of stages is at most
log, n, and the communication complexity is O(log? n) as desired.

Solution for Exercise 2.18: The proof utilizes the probabilistic method (for an intro-
duction to the probabilistic method the reader is referred to [Alon and Spencer 1992]).
Choose at random a function f: {0, 1}” x {0,1}" — {0,1}. By this, we mean that for ev-
ery input pair (x, y) € {0,1}" x {0,1}" the value f(x,y) is chosen to be 0 or 1 each with
probability 1/2. In addition, the choices for different input pairs are independent. The
expected number of 1s in f is 22772, By Chernoff inequality, the probability that f has
less than 22"/4 1s can be bounded by ¢; = 2e~"/8. Now we show that the probability
that N'(f) = (n) is large. For this it is enough to show that with high probability f has
no 1-monochromatic rectangle of size 10-2" (obviously, this also implies that there
are no larger monochromatic 1-rectangles). In such a case, to cover the 1s of f at
least 1722012—,, = % 1-monochromatic rectangles are needed and therefore N'(f) = Q(n).
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To prove this, note that the probability of a particular rectangle of size 10-2" to be
1-monochromatic is 27102 and that the number of rectangles is clearly bounded by
22" . 02" — 222" Therefore, the probability that there exists a 1-monochromatic rectan-
gle of size 102" is at most ¢, = 222" . 2-102" _ 2-82"

Next, we prove that with high probability f has no fooling set of size 10n (therefore
clearly, f cannot have a larger fooling set). The probability of a particular set of size
10n to be a fooling set is not larger than 2 (the number of choices for the value b that f
gets on the fooling set pairs) times 2-197 (the probability that for all pairs in the fooling
sets b is chosen as the value of f) times (3/4)("5") (the probability that, for each two
distinct pairs (x4, y1) and (xo, y») in the fooling set, for at least one of (x4, y>) and (x2,y4)
the complement value b was chosen). This is bounded by 2-5°_ Now the number
of possible fooling sets of size 10n is (2) < 220 All together, the probability that a
fooling set of size 10n exists for f is bounded by e5 = 2207 . 2-50n* _ 230

To conclude, with very high probability (that is, at least 1 — €1 — eo — €3) a randomly
chosen function f satisfies N'(f) = (n) and it has no fooling set of size 10n.

Solution for Exercise 3.18: Assume that x # y (as shown in Example 3.13, this can
be checked with O(1) communication in the public coin model). The idea is that the two
players will do a binary search for iy, the most significant bit in which x and y differ.
This bit iy clearly determines which of the numbers, x or y, is larger. We start by an
O(log nlog log n) solution and then modify it to get an O(log n) solution.

Suppose that Alice and Bob have a subprotocol TEST(i,j) (i < j) that tests whether
the two substrings x;,...,x;and y;,...,y; are equal. The players maintain two borders
i and j (i < j) for the search (initially, i =1 and j=n). In each stage, if i = j, then
the players exchange their i-th bits to see which number is larger. If i < j, then the
players define m = (i + j)/2 and run the subprotocol TEST(i,m). If the result of this
subprotocol is “not equal,” they set j= m, whereas if the result is “equal,” they set
i=m+ 1. In each case the difference j— i is divided by 2 and hence the number
of stages is logn. The only question remaining is the implementation of TEST{i, j).
Example 3.13 shows that equality can be tested in the public coin model with O(1)
bits and error probability 1/4. Thus if we implement TEST by repeating this protocol
O(loglog n) times we can reduce the error probability to, say, 1/(4 log n) while increasing
the communication to O(loglogn). All together, because we use TEST logn times,
the communication complexity is only O(lognloglogn) and with probability at most
logn-1/(4log n) = 1/4 any of them is wrong.

To improve the communication complexity, we use a more efficient TEST, with O(1)
bits (as in Example 3.13), but take into account that because TEST fails with probability
1/4 we may have to “fix” the search borders from time to time. However, because the
protocol of Example 3.13 makes only one-sided error (that is, the only type of error is
that it may say “equal” when actually the numbers are not equal), when ;j is updated
then indeed ip < j, and only when i is updated an error can be made (that s, iy < i). The
following protocol modifies the previous one by “fixing” the value of i from time to time.

1. Both players seti=1and j=n.

2. If clog n bits were already exchanged, then if i < j stop with an arbitrary output (say, 0);
otherwise, if i = j, Alice sends the bit x; to Bob, who compares it with y; and outputs 0 or
1 accordingly. If less than clog n bits were exchanged so far, then the players continue
to the next step.
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3. (FIXING) The players run TEST(1, i — 1). If the output is “equal” they proceed to the next
step. If the output is “not equal” (this implies that iy < i) the players backtrack to the
previous value of i and return to Step (2).

4, (SEARCH) If i = j, the players go to Step (2). Otherwise, if i < j, the players set m =
(i + j)/2 and run TEST{i,m). If the output is “equal” (this may be wrong), they store the
current value of i and set i = m+ 1 and if the output is “not equal,” they set j=m. In
both cases they return to Step (2).

The complexity is easy, since the protocol is forced to stop (Step (2)) if more than clog n
bits are exchanged. For the correctness, we need to prove that within this many stages
the players indeed find (with high probability) the bit iy. Consider the sequence of pairs
(i, /) the players have in Step (2) of the protocol (between any two executions of Step
(2) the subprotocol TEST is used at most twice, hence each pair in the sequence cor-
responds to O(1) bits of communication). A pair (/,j) in this sequence is good if iy is
within the search borders (that is, i < iy < j) and, in addition, this is the first time that
this pair appears in the sequence. As before, the difference j — i is reduced by a factor
of 2 each time that the borders are updated correctly. Hence, the number of good pairs
is log n. We will prove that the expected number of tests done between two consecutive
good pairs is O(1) and hence, by linearity of the expectation, an expected number of
O(log n) tests is sufficient. This implies that stopping after clog n bits is also sufficient
(with a constant increase in the error probability).

Consider a good pair (i, j). If iy is larger than m = (i + j)/2, then TEST{i,m) always
outputs “equal” and with a single test the players proceed to the next good pair. If
however ip < m, then with probability 3/4 TEST(i,m) outputs “not equal” and with a
single test we are done, and with probability 1/4 it outputs “equal” and we have a bad
pair (i, j). In such a case, again, we have a probability 3/4 of fixing i and probability 1/4
of going deeper in the search (note that when we proceed with the wrong i any further
updates of j still satisfy iy < j and any further updates of i still satisfy iy < i). In other
words, at each step, with probability 3/4 we take the right move and with probability
1/4 we take the wrong move. We are interested in the expected number of steps until
the number of right moves becomes larger than the number of wrong moves (at this
point we will be in the next good pair). The probability that we will make exactly k
steps is smaller than the probability that we will not finish within the first k — 1 steps. By
Chernoff inequality, this probability is smaller than «*—1 for some constant« < 1. Hence
the expected number of steps needed is at most 5"} , ok=1. k. This sum, by simple
calculation, equals (1/(1 — a))? = O(1).

Solution for Exercise 4.8 (Part (1)): A linear program is just an optimization problem
that consists of a collection of linear inequalities that a solution should satisfy and an
objective function to be maximized (or minimized). More precisely, let Abe a k x ¢ real
matrix, let b be a length ¢ real vector, and let & be a length k real vector. Then a linear
program has the form:

max b-v  suchthat AV <@g, v >0.

v=w1,..,Ve

(In fact the definition can be made even more general but this form is enough for our
purposes.) The duality theorem of linear programming states that the solution for this
program (that is, the maximum value b - v as above) equals the solution of the following
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minimization problem (sometimes referred to as the dual program):

_min &-u suchthat ATu>b, o> 0.
u=u... ,Vk
(For a background on linear programming see, for example, [Karloff 1991].)

To represent B (f) by a linear program, let k be the number of 1-monochromatic
rectangles with respect to f, and let ¢ be the number of input pairs (x, y) such that
f(x,y) = 1. Let Abe a k x ¢ matrix such that each row corresponds to a 1-monochro-
matic rectangle R and each column corresponds to an input (x, y) such that f(x,y) = 1.
The entry (R,(x,y)) of the matrix A equals 1 if (x,y) belongs to R and 0 otherwise.
Consider the following linear program:

_ max i.v suchthat Av<1,v>0.

v=w,...,V,
We claim that «, the optimal solution for this program, equals B! (f) (it can be easily
seen that o > 1). On one hand, if v is a vector for which « is obtained, we can define a
probability distribution 1. on the 1s of fby u(x,y) = '“—’;ﬂ Because v satisfies v > 0 then,
for every (x,y), u(x,y) > 0. Moreover, Z(x'y) u(x,y) = Z(x,y) "‘—’;L’ = 2 =1. Therefore
w is indeed a probability distribution. In addition, for every 1-monochromatic rectangle
R, by the fact that Av < 1 it follows that (R) < g Thus, B](f) > B,(f) > a.

On the other hand, let u be probability distribution on the 1s of f such that B} (f) =

B,.(f). Define a vector Vv by vix.y) = Bu(f) - n(x,y). Because p is a probability distribu-
tion, v > 0. In addition, for every 1-monochromatic rectangle R, when multiplying the

R row of A by v we get B,(f) - w(R), which is at most —B% =1, s0 Av < 1. Therefore,

B,(f

ax=1-V=3,  B.(f) ux,y = Bu(f) = Bl(f). All together, o = B](f).
Finally, we can write the corresponding dual program:

min 1.4  suchthat AT4>1,4>0.

u=ty,.. Vg

Solution for Exercise 5.10: For the lower bound, we use Lemma 5.9 with X restricted
to the set of all strings x such that #4(x) = (n/2) + 1 (where, for a string w, #;(w) denotes
the number of 1s in w) and Y restricted to the set of all strings y such that #{(y) = n/2.
For these sets X and Y, the set C satisfies |C| = |Y| - (n/2) (for every y € Y every 0-bit
that is changed to 1 gives x € X) and also |C| = | X]| - ((n/2) — 1) (for every x € X every
1-bit that is changed to 0 gives y € Y). Hence

D yo IC7 _ 1YI-(n/2)-1X]-((n/2) ~ 1)
CHRuw) 2 XYl XY

That is, D( Rua) > 2logn — O(1).

For the upper bound, we start with an O(log? n) protocol. At stage i + 1 Alice views
her current string x(i) as consisting of two (equal-sized) halves x; and xg (that is,
x(i) = x, o xg). She sends Bob #;(x,) and #1(xg) (O(log n) bits). Bob compares these
numbers with #{(y,) and #4(yg). He tells Alice (using a single bit) in which half the
numbers of 1s differ (if this holds in both halves he chooses one of them arbitrarily).
Alice and Bob set x(i + 1) and y(i + 1) (respectively) to this half of their strings. By
induction, there is always a half with different number of 1s (because we start with
#1(y) < n/2 < #1(x)). After log n stages, the players have substrings of length 1 in which
X and2 y differ. The index of this bit is the desired output. The total communication is
O(log© n).

= /4 — nj2.
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To get an O(log n) protocol, we modify the above protocol as follows. In the above
protocol, the only aim was to make sure that #;(x(/)) # #1(y(i)). Here, Alice and Bob at
the end of the i-th stage will also have a number d; such that |#(x(i)) — #;(y(i))| > 2%
(0 < d; < log n). The intuition is that if d; is large the players probably sent many bits so
far but will be able to save bits in the next stages. The i + 1 stage of the protocol goes
as follows. We know that in (at least) one of the halves, say the left, the difference in the
number of 1s is at least 2%~ (the players do not know which of the halves is this, so
they will do the following in each of the two halves in parallel). Let ajog, - - - @221 be the
binary representation of #1(x.) and bg - - - b2by the binary representation of #;(y,). The
players exchange these numbers in a bit-by-bit manner, going from the least significant
bits toward the most significant bits. However, they start from position d; — 1, ignoring the
d; — 2 least significant bits in positions 1, ...,d; — 2 (when d; is very small we may refer
to positions that are smaller than 1; think of this positions as containing 0s). If #;(x,) and
#,(y,) differ by atleast 29, this implies that the truncated numbers (i.e, & = Qogn - - - 8g—1
and b’ = bygp - .- bg,—1) differ by at least 2. The players stop exchanging their bits in a
position ¢ according to these rules:

1. If ag_1 = bg,_1, then £ is the first position in which the bits differ (there must be such a
position because & # b'). Thatis, a; # bg andforalld; — 1 < ¢’ < ¢, ap = by.

2. If ag_1 # bg,_1 but a5 = by, then £ is the next position in which the bits differ (there
must be such a position because &’ and b’ differ by at least 2).

3. Ifboth ag,_1 # bg,—1 @and ag # by, then if in one of the numbers both bits are 1s and in
the other number both are 0s, stop in position ¢ = d;. Otherwise, the bits in one of the
numbers are 10 and in the other 01. Again, because &' and b’ differ by at least 2 (and
10 — 01 is 1), we let £ be the next position in which the bits differ.

Let ki, 1 = ¢ —d;+ 1 and d;; 1 = d; + ki+1 — 3. The number of bits transmitted in stage
i+ 1is 4k; ¢ (Alice and Bob exchange the positions d; — 1, ... ,¢ in the 4 numbers #1(x.),
#1(xg), #1(yL), and #4(ygR)). We now prove that the difference at the end of stage i + 1
is indeed at least 2%+, Because the proof for all stopping rules is similar we prove it
only for case (1), leaving the details of the other cases to the reader. Assume, without
loss of generality, that a, = 1 and b, = 0. There are two subcases depending on the bits
in positions £ +1,...,logn. Let B, be the number represented by ajogp ... 2,41 and gp
represented by biogn .. . bes1. If Ba > Bp, then a— b > 261 — (29— — 1), where the term
2¢-1 s contributed by the ¢-th position (and the more significant bits are either equal or
larger in a which makes the difference only bigger) and we subtract 241 — 1 because
we do not know anything about the content of positions 1,...,d; — 1. Because £ > d; + 1
we get a— b > 2¢-2 = 29+k1-3 The second subcase is where g, < Bp. In this case,
using similar arguments,

b-—a> (ﬁb ~ Ba) - ot _ot-1 _ (2d,-—1 -1) > ot=1 _ (2di—1 -1)> 20i+kis1 =3

We showed that 4 - k;, ¢ bits are sent in the i + 1 stage and d; 1 = d; + k.1 — 3. This
implies that the total communication is

log n—1 log n—1
43 kipr=4- Y ((dip1 — d) +3) =4-(3logn+ dogn — do) = O(log n).
i=0 i=0
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Solution for Exercise 7.11 (Part (2)): The idea is to use the technique of Example 7.9
(the “shifted equality” function, sea) by embedding the “shifted inner product” function
into the function prop as follows. Let k = logn, t = n/ k, and let 0 < s,r < k be two param-
eters (to be chosen). Given x,y < {0,1}', we define a,b € {0,1}" by assigning axj;s = X;
and byj,.r = yj, forall 0 < i, j < t, and fix all other entries of a and b to zero (that is, most
of the entries of a and b contain 0s; and the 1s are separated by at least k = log n 0s).
It can be verified that for 0 < ¢ < 2t,
¢
PROD(a,b,k¢ +s+7r) = Z Xi¥g—imod2 = (Xg...X¢,Yr--.Yo)
i=0

(where for i > t, x; and y; are defined to be zero). This uses the fact that due to the
sparseness of 1s in a and b there is no carry for more than k steps.

There are two minor technical problems to solve before we can emulate the proof of
Example 7.9 using the lower bound for ip (instead of the lower bound for eq). First, the
bits of x and y are only a fraction of 1/log n of the bits of a and b. Hence, in principle, it
is possible that all of them are given to one player. Second, because the length of the
inner product induced by a certain value of ¢ is £ + 1, there is no complete symmetry for
all shifts (values of ¢). We overcome these difficulties as follows: as in the case of sea
we may assume, without loss of generality, that Alice holds at least n/2 — O(log n) bits
of a and Bob holds at least n/2 — O(log n) bits of b. Now we use the freedom to choose
s and r. We look at Alice’s bits and fix s to be such that Alice holds the largest number
of bits of the form a,,,s. Denote by A the set of 0 < i < t such that Alice holds the bit
agits, and notice that | A| > %(n/2 — O(log n)) = Q(t). Similarly, fix r to be such that Bob
holds the largest number of bits of the form by, .. Denote by B the setof 0 < j < t such
that Bob holds the bit by, (again, |B| = (t)). Fix all bits outside of Aand B to zero.

Let B, = {i | ¢ — i € B}. We now claim that there is a value for ¢ that satisfies | AN B;| =
Q(t) = Q(m/log m). This will conclude the proof due to the lower bound on the deter-
ministic communication complexity of i (Example 1.29). This again can be proven as in
Example 7.9. We use here a somewhat different argument (which is essentially the same
proof with a different terminology): consider the expected value for |An By|, where ¢ is
chosen atrandomin 0, ...,2t — 1. For an arbitrary i € A, the probabilitythat0 < ¢ —i < ¢
is at least 1/2. Conditioned on this happening, ¢ is uniformly distributed in O, ...,t -1,
and thus Pr[i € B;] > «, for some constant « (recall that | A| and | B| are (t)). It follows
that the expected value for |AN By| is ©2(t) and thus some value of ¢ achieves at least
this.

Solution for Exercise 7.15: Consider the graph G4 consists of the n edges that are
input to Alice and the graph Gg consists of the n edges that are input to Bob. Let
d = n/4¢. Let Sy be a set of d edges (uq,vq), . ..,(uqg,Vg) in G4 suchthat vy, ..., v, are all
distinct and they are different from vy, ...,uy (uy, . ..,uy may not be distinct). Such a set
of edges must exist because either there is a vertex uin G4 of degree at least d (in which
case Sy is a set of d edges connected to u), or else, if all vertices are of degree at most
d — 1, the graph G4 contains a matching of size atleast d (in which case S, is a matching
of size d). The reason is that we can construct such a matching in a greedy way: at
each step we pick an edge e = (u,v), add it to the matching, and eliminate the edge e
together with all other edges connected to v and v (at most d — 2 additional edges for
each of the two vertices). All together, at most 2d — 3 edges. Because d(2d — 3) < nthis
can be repeated at least d times. Now consider the graph Gg. Remove from it all edges
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that have a joint vertex with any of the d edges in S4. Because there are at most 2d
vertices in S4, the number of edges eliminated from Gg is at most 2d - ¢ < n/2. In other
words, in the modified graph G, there are at least n/2 edges. Therefore, in a similar
way, we can find in G a set Sg of d edges (u},v;), ... ,(U,,v) such that v, ... v are
all distinct and they are different from v}, ...,uj. (By the definition of Gj;, the vertices
Uy, ... Ug,Vy,. ..,V are all different from wy, ... ,ug,vs, .. .,vg.)

We now fix all input bits (that is, edges) not in S4 or Sg. We will show that the dis-
jointness function piss on {0,1}? x {0,1}% can be reduced to the communication problem
defined by S4 and Sg. This implies, by Example 1.23, that at least d = Q(n/¢) bits are
required to solve ustcon, as needed. Connect every two distinct vertices v; and u; with
an edge (that is, fix the input bit corresponding to the edge (y;,u;) to 1). Similarly, con-
nect every two distinct vertices u; and u;. with an edge. Also, connect vertex s of the
graph to uy,...,ug and vertex t of the graph to v, ...,u; and put an edge connecting
vi to vj, for all 1 < i < d. All other edges out of S4 and Sg do not exist (that is, fix the
corresponding input bits to 0). The reader may now verify that vertices s and t of the
graph are connected if and only if for some j the edge (u;,v;) (given to Alice) and the
edge (u;.,v’. (given to Bob) are both set to 1. Hence the problem that Alice and Bob
need to solve in this case is the disjointness function.
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one-round protocol, 48, 50, 64, 93
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one-way communication, 156

Ordered Binary Decision Diagram (OBDD), 144
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partial functions, 77
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protocol, 4, 71, 84
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pseudorandom generator, 56, 150
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quasirandom graphs, 148
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Ramsey theory, 87
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ring, 93

row rank, 164

set-cover problem, 127
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simultaneous protocols, 49, 92, 135, 137

SINDEX function, 136

slightly random sources, 152

space (of a processor), 156

space (of a Turing machine), 139

span function (SPAN), 55

star, 85

statistical distance, 148, 150, 152, 154, 167

Stirling formula, 167

support, 167

SYM™ circuits, 136

s-t-connectivity function (STCON), 125

s-t-connectivity function (undirected) (USTCON),
103, 174

SUM-INDEX function, 94, 157

tape (of a Turing machine), 139
threshold circuit, 132

threshold functions, 134
threshold function (THK,), 98
threshold gate, 132, 133

time (of a Turing machine), 139, 143
time-space tradeoff, 141
transpose, 166

tree problem (7%), 53, 59, 128
Turing machine, 139

two sided cards, 158

undirected s-z-connectivity function (USTCON),
126

uniform distribution, 12, 24, 37, 38, 148, 149,
152, 165

universal monotone relation (U, ), 76

universal relation (U), 74, 76

variation distance, 167
vector space, 55, 163
VLSI, 103

width (of a branching program), 144
width-length tradeoff, 145, 158
worst partition, 97, 114, 131

zero error, 143
zero error protocol, 29, 34-36, 44, 76,
142

g-error protocol, 29
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any aspects of the internal and external workings of computers can
e —

be viewed, at different levels, as a series of communication processes.
Communication complexity is the mathematical theory of such communication
processes. It is also often used as an abstract model of other aspects of
computation. It extends Shannon’s information theory, allowing two-way
communication and arbitrary processes. This book surveys this mathematical
theory, concentrating on the question of how much communication is neces-

sary for any particular process.

The first part of the book is devoted to the simple two-party model introduced
by Yao in 1979, which is still the most widely studied model. The second part
treats newer models, such as variable partition models, communication com-
plexity of relations, and multiparty protocols, developed to deal with more
complicated communication processes. Finally, applications of these models,
including Turing machines, boolean circuits, computer networks, VLSI circuits,
pseudorandomness, and data structures, are treated in the third part of the
book. In particular, communication arguments are used to prove lower

bounds for many problems arising in these areas.

This is an essential resource for graduate students and researchers in

theoretical computer science, circuits, networks, VLS| and information theory.
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